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III VMS Software

1. About VSI

VMS Software, Inc. (VSI) is an independent software company licensed by Hewlett Packard
Enterprise to develop and support the OpenVMS operating system.

VSI seeks to continue the legendary development prowess and customer-first priorities that are so
closely associated with the OpenVMS operating system and its original author, Digital Equipment
Corporation.

2. Intended Audience

This manual is intended for all users of the VSI OpenVMS operating system. It includes descriptions
of all DIGITAL Command Language (DCL) commands and lexical functions. If a command has any
restrictions or requires special privileges, they are noted in reference information for that command.

Readers of this manual should be familiar with the material covered in the VST OpenVMS User s
Manual.

3. Documents Structure

This manual contains detailed descriptions of each command and lexical function. The commands are
listed in alphabetical order. The lexical functions are grouped under the heading Lexical Functions
and are listed alphabetically within that grouping.

The hardcopy version of the VSI OpenVMS DCL Dictionary is a two-part manual. The first volume
contains commands beginning with the letters A to M (including the lexical functions); the second
volume contains commands beginning with the letters N to Z.

Appendix A of this manual (in the second volume of the hardcopy manual) lists the obsolete DCL
commands and the current services that replace them.

The commands that invoke language compilers and other OpenVMS optional software products are
not included in this manual; they are included in the documentation provided with those products.

4. Related Documents

For an introduction to the OpenVMS operating system and for information on using DCL, refer to the
OpenVMS User's Manual. This manual is especially recommended for novice users or users lacking
experience with interactive computer systems.

The OpenVMS User's Manual provides an overview of DCL command language concepts and defines
and illustrates good practices in constructing command procedures with DCL commands and lexical
functions.

Refer to the various utilities reference manuals for detailed information about utilities. These manuals
describe the DCL commands that invoke the various utilities, describe any commands that you can
enter while running a utility, and provide reference information. The VSI OpenVMS DCL Dictionary
provides only a brief description and format information for each utility.
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For message descriptions, use the online Help Message utility.

5. VSI Encourages Your Comments

You may send comments or suggestions regarding this manual or any VSI document by sending
electronic mail to the following Internet address: <doci nf o@nssof t war e. cone. Users who
have OpenVMS support contracts through VSI can contact <support @ nssof t war e. con for

help with this product.

6. OpenVMS Documentation

The full VSI OpenVMS documentation set can be found on the VMS Software Documentation
webpage at https://vmssoftware.com/resources/documentation/?

7. Typographical Conventions

The following conventions are used in this manual:

Convention

Meaning

Ctrl/x

A sequence such as Ctrl/x indicates that you must hold down the key
labeled Ctrl while you press another key or a pointing device button.

PF1 x

A sequence such as PF1 x indicates that you must first press and release the
key labeled PF1 and then press and release another key or a pointing device
button.

A horizontal ellipsis in examples indicates one of the following
possibilities:

* Additional optional arguments in a statement have been omitted.
* The preceding item or items can be repeated one or more times.

* Additional parameters, values, or other information can be entered.

A vertical ellipsis indicates the omission of items from a code example or
command format; the items are omitted because they are not important to
the topic being discussed.

O

In command format descriptions, parentheses indicate that you must
enclose choices in parentheses if you specify more than one.

In command format descriptions, brackets indicate optional choices. You
can choose one or more items or no items. Do not type the brackets on the
command line. However, you must include the brackets in the syntax for
OpenVMS directory specifications and for a substring specification in an
assignment statement.

In command format descriptions, vertical bars separate choices within
brackets or braces. Within brackets, the choices are optional; within
braces, at least one choice is required. Do not type the vertical bars on the
command line.

1)

In command format descriptions, braces indicate required choices; you
must choose at least one of the items listed. Do not type the braces on the
command line.
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Convention

Meaning

bold type

Bold type represents the name of an argument, an attribute, or a reason.
Bold type also represents the introduction of a new term.

italic type

Italic type indicates important information, complete titles of manuals,

or variables. Variables include information that varies in system output
(Internal error number), in command lines (/PRODUCER=name), and in
command parameters in text (where dd represents the predefined code for
the device type).

UPPERCASE TYPE

Uppercase type indicates a command, the name of a routine, the name of a
file, or the abbreviation for a system privilege.

Exanpl e

This typeface indicates code examples, command examples, and interactive
screen displays. In text, this type also identifies URLs, UNIX commands
and pathnames, PC-based commands and folders, and certain elements of
the C programming language.

A hyphen at the end of a command format description, command line,
or code line indicates that the command or statement continues on the
following line.

numbers

All numbers in text are assumed to be decimal unless otherwise noted.
Nondecimal radixes—binary, octal, or hexadecimal—are explicitly
indicated.

ix
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NCS

NCS — Invokes the OpenVMS National Character Set (NCS) utility, which provides a convenient
method of implementing alternative (non-ASCII) string collating sequences, typically using subsets
of the DEC Multinational character set. NCS also facilitates the implementation of string conversion
functions. For more information about the NCS utility, see the OpenVMS National Character Set
Utility Manual (available on the Documentation CD-ROM) or online help.

Format

NCS [fil espec[,...]]

ON

ON — Performs a specified action when a command or program executed within a command
procedure encounters an error condition or is interrupted by Ctrl/Y. The specified actions are
performed only if the command interpreter is enabled for error checking or Ctrl/Y interrupts (the
default conditions). Use the ON command only in a command procedure.

Format
ONcondition THEN [$] conmand

Parameters

condi tion

Specifies either the severity level of an error or a Ctrl/Y interrupt. Specify one of the following
keywords, which may be abbreviated to one or more characters:

WARNING Return status of warning occurs (SSEVERITY equals 0).
ERROR Return status of error occurs ($SEVERITY equals 2).
SEVERE ERROR Return status of error occurs (SSEVERITY equals 4).
CONTROL_Y Ctrl/Y character occurs on SYSSINPUT.

The default error condition is ON ERROR THEN EXIT.
conmand

Specifies the DCL command line to be executed. Optionally, you can precede the command line with
a dollar sign ($).

If you specified an error condition as the condition parameter, the action is taken when errors equal to
or greater than the specified level of error occur.
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Description

During the execution of a command procedure, the command interpreter checks the condition code
returned from each command or program that executes. With the ON command, you can establish a
course of action for the command interpreter to take based on the result of the check.

The system places condition codes in the global symbol $STATUS. The severity of the condition code
is represented in the first 3 low-order bits of SSTATUS. This severity level is also represented by the
global symbol $SEVERITY. See the description of the EXIT command for information on severity
level values.

If an ON command action specifies the severity level of an error, the command interpreter executes
the ON command action for errors at the specified severity level or greater. For example, the
following command causes a procedure to exit on warnings, errors, Or Severe errors:

$ ON WARNI NG THEN EXI T

The default action is as follows:

$ ON ERROR THEN EXI T

That is, the command interpreter continues when a warning occurs, and executes an EXIT command
when an error or severe error occurs. An ON command action that specifies a severity level is
executed only once; after the ON command action is taken, the default ON action is reset. There is an
exception to the default ON action. If you use the CALL, GOSUB, or GOTO command and specify a
label that does not exist in the current command procedure, the procedure issues a warning message
and exits.

The action specified by an ON command applies only within the command procedure in which the
command is executed; therefore, if you execute an ON command in a procedure that calls another
procedure, the ON command action does not apply to the nested procedure. An ON command
executed at any command procedure level does not affect the error condition handling of procedures
at any other level.

To disable error checking with the ON command, use the SET NOON command. You can enable error
checking with the SET ON command, or by entering another ON command.

The ON command also provides a way to define an action routine for a Ctrl/Y interrupt that occurs
during execution of a command procedure. The default (Ctrl/Y) action is to prompt for command
input at the Ctrl/Y command level. The Ctrl/Y command level is a special command level where you
can enter DCL commands. If you enter a command that is executed within the command interpreter,
you can resume execution of the procedure with the CONTINUE command. (For a list of commands
that are executed within the command interpreter, see the V.S OpenVMS User's Manual.)

If you enter any other DCL command, the command interpreter returns to command level 0 and
executes the image invoked by the command. If you interrupt the command procedure while it is
executing an image that contains an exit handler, the exit handler is allowed to execute before the
new command (image) is executed. (However, if you enter the STOP command after you interrupt
a command procedure by pressing Ctrl/Y, exit handlers declared by the interrupted image are not
executed.)

You can use the ON command to change the default action for a Ctrl/Y interrupt. If you change the
default Ctrl/Y action, the execution of a Ctrl/Y interrupt does not automatically reset the default Ctrl/
Y action. A Ctrl/Y action remains in effect until one of the following occurs:
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The procedure terminates (as a result of an EXIT or STOP command, or as a result of a default
error condition handling action).

Another ON CONTROL_Y command is executed.

The procedure executes the SET NOCONTROL=Y command.

A Ctrl/Y action can be specified for each active command level; the Ctrl/Y action specified for the
currently executing command level overrides actions specified for previous levels.

Note

The ON CONTROL_Y and SET NOCONTROL=Y commands are intended for special applications.
VSI does not recommend, in general, that you disable Ctrl/Y interrupts. For example, if a procedure
that disables Ctrl/Y interrupts begins to loop uncontrollably, you cannot gain control to stop the
procedure from your terminal.

Examples

L.

$ ON SEVERE_ERROR THEN CONTI NUE

A command procedure that contains this statement continues to execute normally when a warning
or error occurs during execution. When a severe error occurs, the ON statement signals the
procedure to execute the next statement anyway. Once the statement has been executed as a result
of the severe error condition, the default action (ON ERROR THEN EXIT) is reinstated.

$ ON ERROR THEN GOTO BYPASS
$ RUN A
$ RUN B

$EXIT
$ BYPASS:
$ RUN C

If either program A or program B returns a status code with a severity level of error or severe
error, control is transferred to the statement labeled BYPASS and program C is run.

$ ON WARNI NG THEN EXI T

$ SET NOON
$ RUN [ SSTEST] LI BRA
$ SET ON

The ON command requests that the procedure exit when any warning, error, or severe error
occurs. Later, the SET NOON command disables error checking before executing the RUN
command. Regardless of any status code returned by the program LIBRA.EXE, the procedure
continues. The next command, SET ON, reenables error checking and reestablishes the most
recent ON condition.
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4. $ ON CONTROL_Y THEN GOTO CTRL_EXI T

$ CTRL_EXIT:

$ CLOSE | NFI LE
$ CLOSE OUTFI LE
$ EXIT

The ON command specifies action to be taken when Ctrl/Y is pressed during the execution
of this procedure: the GOTO command transfers control to the line labeled CTRL EXIT. At
CTRL_EXIT, the procedure performs cleanup operations (in this example, closing files and
exiting).

OPEN

OPEN — Opens a file for reading, writing, or both; assigns a logical name to a file; and places the
name in the process logical name table. See the qualifier descriptions for restrictions.

Format

OPEN | ogi cal -nane[:] filespec

Parameters

| ogi cal - nane[ : ]

Specifies the logical name and a character string to be assigned to the file.
filespec

Specifies the name of the file or device being opened for input or output. The file type defaults to
DAT. The asterisk (*) and the percent sign (%) wildcard characters are not allowed.

To create a new, sequential file, specify the /WRITE qualifier. See the description of the /WRITE
qualifier for more information.

Description

A file can be opened for either reading or writing, or for both reading and writing. After the file
is opened, it is available for input or output at the command level with the READ and WRITE
commands.

The OPEN command opens files as process permanent. Therefore, these files remain open until you
close them with the CLOSE command, or until you log out. If a command procedure that opens a
file terminates without closing an open file, the file remains open; the command interpreter does not
automatically close it. The OPEN command uses OpenVMS RMS to open files, and is subject to
RMS restrictions on using process-permanent files. The OPEN command opens sequential, relative,
or indexed sequential files.

The logical devices SYSSINPUT, SYSSOUTPUT, SYSSCOMMAND, and SYSSERROR do not have
to be opened explicitly before they can be read or written at the command level. All other files must
be opened explicitly.
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Do not use the same logical name when you open different files. If you specify a logical name with
the OPEN command and the logical name is currently assigned to another file, no warning message
is issued; however, the file is not opened, and the next READ request will access the file to which the
logical name was originally assigned.

You can enter more than one OPEN command for the same file and assign it different logical names
if you use the /SHARE qualifier the first time the file is opened. Also, if you open the file by using
the /SHARE=READ or the /SHARE=WRITE qualifier, other users can access the file with the TYPE
or the SEARCH command.

When you use the OPEN command to create a new file, variable fixed control (VFC) record format
is used. Concatenating a file of this record format with a file of another record format might be
impossible due to record format incompatibilities. To avoid the VFC format, use the CREATE
command to create the file.

When the OPEN command is specified on an existing file, the record type of that file is used.

Qualifiers

/APPEND

Opens an existing file for writing and positions the record pointer at the end-of-file (EOF). New
records are added to the end of the file.

Only sequential files allow more than one user to append records concurrently.

Use the /APPEND qualifier only to add records to an existing file. The /APPEND and
the /WRITE qualifiers are mutually exclusive.

/ERROR=label

Transfers control to the location specified by the label keyword (in a command procedure) if the
open operation results in an error. The error routine specified for this qualifier overrides any ON
condition action specified. If the /ERROR qualifier is not specified, the current ON condition
action is taken.

If an error occurs and the target label is successfully given control, the global symbol $STATUS
retains the code for the error that caused the error path to be taken.

/READ (default)

Opens the file for reading. If you open a file with /READ, other users are also allowed read
access to the file, but no user is allowed write access. If you open a file with /READ/WRITE, no
other users are allowed access while the file is open. If you specify the /READ qualifier without
the /WRITE qualifier, you must specify an existing file.

/SHARE[=option]
/NOSHARE (Alpha/Integrity servers only)

Opens the specified file as a shareable file to allow other users read or write access. If you specify
the SHARE=READ qualifier, other users are allowed read (R) access to the file, but not write
(W) access. If you specify the /SHARE=WRITE or the /SHARE qualifier with no option, users
are allowed read and write access to the specified file.
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To open a file with no shared access, specify /NOSHARE or use OPEN/READ/WRITE.

/WRITE

Opens the file for writing. The following restrictions apply to the /WRITE qualifier:

» Use the /WRITE qualifier to open and create a new, sequential file. If the file specification
on an OPEN/WRITE command does not include a file version number, and if a file with the
specified file name and file type already exists, a new file with a version number one greater
than the existing file is created.

* Use the /READ qualifier with the /WRITE qualifier to open an existing file. While the file
is open, no other user will have access to it. When the file is first opened, the pointer is
positioned to the beginning of the file. (This differs from OPEN/APPEND, which positions
the pointer at the end of the file.) You cannot use OPEN/READ/WRITE to create a new file.

* The /WRITE and the /APPEND qualifiers are mutually exclusive.

Examples

1.

$ OPEN | NPUT_FI LE AVERAGE. DAT
$ READ LOOP:
$ READEND_OF_FILE=ENDI T |INPUT_FILE NuM

$ GOTO READ_LOOP
$ ENDI T:
$ CLOSE | NPUT_FI LE

The OPEN command opens the file named AVERAGE.DAT as an input file and assigns it the
logical name INPUT_FILE. The file is opened with read access because the /READ qualifier is
present by default. The READ command reads a record from the logical file INPUT_FILE into
the symbol named NUM. The procedure executes the lines between the labels READ LOOP and
ENDIT until the end of the file is reached. At the end of the file, the CLOSE command closes the
file.

$ OPEN/ WRI TE/ ERROR=OPEN_ERROR OUTPUT FILE TEMP. OUT
$ COUNT = 0

$ WRI TE_LOOP:

$ COUNT = COUNT + 1

$ |F COUNT .EQ 11 THEN GOTO ENDI T

$

WRI TE QUTPUT_FI LE "Count is "' COUNT' ."

GOTO WRI TE_LOOP
ENDI T:

CLOSE OUTPUT_FI LE
EXI T

OPEN_ERROR:
WRI TE SYS$QUTPUT "Cannot open file TEWMP. OQUT"
EXIT

LR e R R i

The OPEN command with the /WRITE qualifier creates the file TEMP.OUT and assigns it the
logical name OUTPUT _FILE. TEMP.OUT is a sequential file.
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The /ERROR qualifier specifies that if any error occurs while opening the file, the command
interpreter should transfer control to the line at the label OPEN_ERROR. The command procedure
writes records to the file TEMP.OUT until the symbol COUNT equals 11.

OPEN READ | NPUT_FI LE TRNTO : DKAO: [ COST] | NVENTORY. DAT
READ_LOOP:

READ END_OF FILE=ENDIT |NPUT_FILE NUM

FI RST_CHAR = F$EXTRACT(0, 1, NUM

WRI TE SYS$OUTPUT FI RST_CHAR

GOTO READ_LOOP

ENDI T:

CLCSE | NPUT_FI LE

LR s R R

This command procedure opens the file INVENTORY.DAT located at remote node TRNTO as

an input file, and assigns it the logical name INPUT_FILE. The READ command reads a record
from the logical file INPUT FILE into the symbol named NUM. The next two commands extract
the first character from the record and write the character to the SYSSOUTPUT device. These
two steps occur for all records in the file until the procedure reaches the end-of-file (EOF). At this
point, the CLOSE command closes the file and deassigns the logical name INPUT_FILE.

PASSWORD

PASSWORD — Provides the password associated with the user name that you specify with the JOB
card when you submit a batch job through a card reader. Although the PASSWORD card is required,
the password on the card is optional if the account has a null password. The PASSWORD command
is valid only in a batch job submitted through a card reader and requires that a dollar sign (%)
precede the PASSWORD command on the card.

Format

PASSWORD [ passwor d]

Parameter

password

Specifies the password associated with the user name specified with the JOB command. The password
can be 1 to 31 characters long.

If you are submitting the job from an account with a null password, omit the password specifier on the
PASSWORD card.

Description

The PASSWORD command is used in conjunction with the JOB command. The JOB card identifies
the user submitting the batch job through a card reader and is followed by a PASSWORD card
giving the password. The password is checked by the system to verify that it matches the password
associated with the user name on the JOB card. If the passwords do not match, the job is rejected.

Note that you might want to suppress printing when you originally key punch the PASSWORD card
to prohibit other users from seeing the password when the PASSWORD card is in use.
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Note

To change your password, use the SET PASSWORD command. For information on this command,
see the description of SET PASSWORD.

Example

1
|$ PASSWORD HENRY

$ JOB HIGGINS

ZK-07B6-GE

The JOB and PASSWORD commands precede a batch job submitted from the card reader. An EOJ
command marks the end of the job.

PATCH

PATCH — On Alpha and Integrity servers, invokes PATCH/ABSOLUTE, by default, which patches a
file at absolute virtual addresses. For more information, see the online help inside the Patch Utility.

Format

PATCHTf i | espec

Parameter

filespec

Specifies the image file to be patched or a command procedure that contains both the name of the
image file to be patched and PATCH commands.

If the file specification denotes an image file, the file specification must contain the file name. If you
omit the remaining fields (device, directory, file type, and version number), PATCH uses your default
device and directory, assumes a file type of EXE, and uses the highest version of the image file.

If the file specification denotes a command procedure, the f i | espec parameter must be preceded
by an at sign (@). Only the file name is required. If you omit the remaining fields (device, directory,
file type, and version number), PATCH uses your default device and directory, assumes a file type of
COM, and locates the highest version of the command procedure.

The asterisk (*) and the percent sign (%) wildcard characters are not allowed in the file specification.
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Qualifiers

/ABSOLUTE

Patches a file at absolute virtual addresses. This is the default for Alpha and Integrity server
systems. The /ABSOLUTE function allows a user to patch any file (not just image files) at
absolute virtual addresses relative to the beginning of the file. This feature allows replacement
of existing data with new data of the same length. If the data is smaller than that of the original
data, PATCH uses the appropriate fill character for the mode in use. For example, if the current
mode is instruction mode, a NOP is used for fill; if it is data (numeric or ASCII) mode, a NULL
is used for fill. Any PATCH operation that results in a data replacement longer than the length of
the original data generates an error message and terminates the command in progress; either the
PATCH or DCL prompt is then displayed, whichever is appropriate.

Also, note that there is no default patch area, and none will be created, because of the tendency to
corrupt a file. Patch area is meaningless in other than an image file.

If you patch a file in absolute mode, remember that there are no symbols available to assist you
in locating data locations. You must exercise great care to ascertain that the correct locations are

modified.

Most PATCH commands will work in their normal fashion. However, only REPLACE and
DEPOSIT should be used for write operations; other commands are acceptable for read
operations. Commands that attempt to expand the file, such as ALIGN and INSERT, should be
avoided because they will probably corrupt the file. (These commands will be trapped by PATCH
and an error message will be issued indicating that the replacement data must not exceed the
length of the original data.)

File attributes are propagated from the original input file to the output file. These include ALQ,
TYPE, MRS, RAT, RFM, and RAC.

/JOURNAL [=filespec]

Indicates an alternate journal file specification. By default, PATCH creates a journal file with a
file specification that consists of the current defaults. Use the /JOURNAL qualifier when you
want to specify an alternate file specification. If you omit fields in the file specification, PATCH
supplies the following default values:

Filespec Field

Default Value

device and directory

defaults of current process

file name name of input image file
file type JNL
version 1

Subsequent PATCH sessions append information to the journal file, rather than create a new

version of this file.

The asterisk (*) and the percent sign (%) wildcard characters are not allowed in the file

specification.

/NEW_VERSION (default)

/NONEW_VERSION

Controls whether a new version of the patched file is created or the contents of the
existing file are modified in place. The /NEW_VERSION qualifier is used in conjunction
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with the /ABSOLUTE qualifier to control whether a new version of the patched file

is created or the contents of the existing file are modified in place./ NEW_VERSION

is the default. If /NONEW _VERSION is selected, the PATCH command UPDATE

will act as a checkpoint operation, that is, all modifications made to the file are written

back to the file instead of waiting until image exit. If /ABSOLUTE is not specified

with /NONEW_VERSION, /NONEW_VERSION is ignored, that is, a new version of the file will
be created./NONEW_VERSION will need to be used when patching large data files when there
is not enough disk space to create a new version of the patched file.

Note

If /NEW_VERSION is specified, the file will be overwritten. No attempt on the part of the user,
including pressing Ctrl/Y, will prevent this result. Therefore, you should have a back up copy of the
file before making any attempt to patch it.

PATCH will always issue an informational message at image exit, indicating that the file is being
overwritten.

/OUTPUT[=filespec]

Indicates the output image file specification. By default, PATCH creates an output file with a file
specification that consists of the current defaults. Use the /OUTPUT qualifier when you want to
specify an alternate file specification.

If you omit fields in the file specification, PATCH supplies the following default values:

Field Default Value

device and directory defaults of current process

file name name of input image file

file type .EXE

version one greater than the most recent copy of the input image file

The output image file is created only when you issue the PATCH command UPDATE at the end
of the PATCH session. You can issue multiple UPDATE commands in a single session. The first

UPDATE command creates the output image file; subsequent UPDATE commands overwrite this
file.

The asterisk (*) and the percent sign (%) wildcard characters are not allowed in the file
specification.

/VOLUME[=n]

Requests that the output file be placed on a specified relative volume number of a multivolume
set. If you specify /VOLUME without a number, the number defaults to the relative volume
number of the input image file.

If the /VOLUME qualifier is not specified, the file is placed in an arbitrary position within the
multivolume set.

Examples

1. $ PATCH ABSCLUTE | MACE. EXE
PATCH>EX/ I NS 604
00000604: BBSS #07, R1, 00000608

10
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PATCH>REPLACE/ | NS 604=" BBSS #07, R1, 0608’
NEW> ' BBSS #07, R1, 0608’

NEW> * CLRL RO’

NEW> EXIT

ol d: 00000604: BBSS #07, R1, 00000608
UPATCH- E- DATTOOLNG, | ength of new data may not exceed | ength of
ol d data

PATCH>EX/ I NS 684

00000684: MOVB #01, (R5) +

PATCH>REPLACE/ | NS 684=" MOVB #01, ( R5) +'
NEW> ' MOVB #02, (R5) +'

NEW> EXIT

ol d: 00000684: MOVB #01, (R5) +

new. 00000684: MOVB #02, (R5) +

PATCH>EX/ I NS 687

00000687: MOVB #00, (R5) +

PATCH>DEPOCSI T/ | NS 687

NEW> * CLRB (R5) +

NEW> EXIT

ol d: 00000687: MOVB #00, (R5) +

new. 00000687: CLRB (R5)+

PATCH>I NSERT/ | NS 68D

O.D> ' MOVB #10, (R5) +’

NEW> ' MOVB #20, (R5) +'

NEW> EXIT

ol d: 0000068D: MOVB #10, (R5) +

UPATCH- E- DATTOOLNG, | ength of new data may not exceed | ength of
ol d data

PATCH>UPDATE

YPATCH-| - WRTFI L, updating inmage file

DI SK$STARWORKO1: [ NASR. PATCH] | MACGE. EXE; 2
PATCH>EXI T

Example of the /ABSOLUTE qualifier with /NEW_VERSION as the default. Note the error
messages returned when the command tries to expand the file.

$ PATCH ABSOLUTE/ NONEW VERSI ON LOG N. COM
PATCH>EX/ ASCI | 57

00000057: ' MANA'

PATCH>REPLACE/ ASCI | 57=" MANA'

NEWS * mana’

NEWS ' test’

NEWS exi t

ol d: 00000057: ' MANA

9%PATCH- E- REPLACEERR, repl acement value too large for |ocation
PATCH>r epl ace/ ascii 57=" MANA’

NEWS * mana’

NEWS exi t

ol d: 00000057: ' MANA

new. 00000057: 'mana’

PATCH>EX/ ASCI | 24

00000024: ' F$MO

PATCH>I NSERT/ ASCI | 24=" F$MO

NEWS ' test’

NEWS exi t

9%PATCH- E- 1 NVCVD, i nvalid conmmand
PATCH>UPDATE

%PATCH- | - OVERLAY, DI SK$STARWORKO1: [ NASR. PATCH] LOG N. COM 1 bei ng
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overwitten

PATCH>EX
00000068:
0000006C:
00000070:
00000074:

68: 75
4349544F
58542E45
00010054
00100024

PATCH>REPLACE 68

aLb>
aLb>
aLb>
aLb>
NEWE
NEWE
NEWE
NEWE
ol d:
ol d:
ol d:
new.
new.
new.

4349544F
58542E45
00010054
EXIT
6369746F
68642E65
00010074
EXIT
00000068:
0000006C:
00000070:
00000068:
0000006C:
00000070:

4349544F
58542E45
00010054
6369746F
68642E65
00010074

PATCH>EX/ ASCI | 68

00000068: ’'otic’

PATCH>UPDATE

%PATCH- | - OVERLAY, DI SK$STARWORKO1: [ NASR. PATCH] LOG N. COM 1 bei ng
overwitten

PATCH>EXI T

%PATCH- | - OVERLAY, Dl SK$STARWORKO1: [ NASR. PATCH] LOG N. COM 1 bei ng
overwitten

$

Example of a PATCH/ABSOLUTE/NONEW_VERSION command. Note the error messages that
are returned when the command tries to expand the file, and when the commands UPDATE and
EXIT are performed, that is, (file) "being overwritten."

3. $ PATCH AVERAGE / JOURNAL=TEST / QUTPUT=TEST

This command invokes PATCH for an interactive PATCH session with the image file
AVERAGE.EXE. The journal file and output image file created by this session are both named
TEST and reside in the default device and directory. The journal file has a file type of JNL, and
the output image file has a file type of .EXE.

4. $ PATCH / UPDATE=( 100, 102) @RI ON
$

This PATCH command executes the command procedure ORION.COM. The /UPDATE
qualifier requests that only the patches identified by the ECO levels 100 and 102, contained in
ORION.COM, be processed. The first record in ORION.COM must specify the input image file.
The second DCL prompt ($) indicates that the patches were successfully applied.

PHONE

PHONE — Invokes the Phone utility, which lets you communicate with other users on your system
or any other system connected to your system by DECnet-Plus or DECnet for OpenVMS. For more
information about the Phone utility, see the VSI OpenVMS User's Manual or online help.

12
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Format

PHONE [ phone- conmand]

PIPE

PIPE — Executes one or more DCL command strings from the same command line. The PIPE
command enables you to perform UNIX style command processing, such as command pipelining,
input/output redirection, and conditional and background execution.

Format

Pl PE command- sequence [ separator conmand- sequence]. .

Parameters

connand-sequence

A DCL command, a pipeline, or a subshell:

*  DCL command
A DCL command string, which can include qualifiers, parameters, keywords, and values.

* Pipeline
A pipeline is a sequence of pipeline-segment commands connected by pipes, represented by
the vertical-bar (|) separator. A pipeline-segment command is a DCL command that appears
in a pipeline. The pipe connects the SYS$SOUTPUT of one pipeline-segment command to the
SYSSINPUT of the next command. The format of a pipeline is as follows:
pi pel i ne-segnent -comand | pipeline-segnment-command [|...]

e Subshell

A subshell is one or more command sequences separated by separators and enclosed in
parentheses. The format of a subshell is as follows:

(command- sequence [ separator conmand-sequence]...)

Input/output redirection is allowed in a command sequence. The command before an angle bracket
(> or <) redefines its SYSSINPUT, SYS$SOUTPUT, or SYSSERROR during execution. You cannot
use angle brackets (<>) to represent a directory specification in a PIPE command because the PIPE
command interprets angle brackets as input/output redirection syntax.

separ at or

Determines the processing action of the command sequences specified in a PIPE command. The valid
PIPE separators are described in Table 1.
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Table 1. PIPE Command Separators

Separator Action

Key pipe separator. The pipe connects the SYSSOUTPUT of one pipeline-segment
command to the SYSSINPUT of the next command.

Sequential execution. The command sequence following the semicolon (;) is executed
after the preceding command sequence is completed. You must precede this separator
with a blank space; otherwise, it is parsed as the Record Management System (RMS)

file specification version number delimiter.

&& Conditional execution (upon success). The command sequence following the double

ampersand (&&) is executed only if the preceding command sequence succeeds.

Conditional execution (upon failure). The command sequence following the double
vertical bar (]|) is executed only if the preceding command sequence fails.

Background execution. All command sequences that precede the ampersand (&) are
executed asynchronously in a subprocess environment. The & separator is similar to
the SPAWN/NOWAIT command.

Note: Any ampersand that precedes a character string without spaces in between
is parsed as a conventional DCL symbol substitution expression rather than the
background execution syntax.

@TEE Command file, TEE.COM. Used for redirecting output to two targets (for example,

one output is directed to the next stage in pipeline, and the other to a file). See the
Examples section for an example of how to use TEE.COM.

In a PIPE command line, the "&" has the highest precedence, followed by "|", ";", "&&", and "||",
which have equal precedence.

Description

The PIPE command allows you to perform UNIX style command processing by executing multiple
DCL commands in a single command line. You can use the PIPE command to execute DCL
commands in a number of ways:

Multiple command execution

Multiple DCL commands are specified in a single PIPE command and executed sequentially. The
syntax for multiple command execution is as follows:

PI PE comand- sequence ; conmmand- sequence [; command-sequences]. ..
Conditional command execution

A command sequence is executed conditionally depending on the execution result of the
preceding command sequence.

Using the following form, command-sequence2 executes if, and only if, command-sequencel
succeeds:

Pl PE conmand- sequencel && conmand- sequence?2

Using the following form, command-sequence2 executes if, and only if, command-sequencel
fails:

14
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PI PE  command- sequencel [ ] conmand- sequence?2
Pipeline command execution

A pipeline is formed by connecting DCL commands with pipes as follows:
Pl PE pi pel i ne-segment - command | pi pel i ne-segnent-comand [|...]

Each pipeline-segment command runs in a separate subprocess with its SYSSOUTPUT connected
to the SYSSINPUT of the next pipeline-segment command. These subprocesses execute in
parallel; however, they are synchronized to the extent that each pipeline-segment command,
except the first, reads the standard output of its predecessor as its standard input. A pipeline
finishes execution when the last pipeline-segment command is done.

It is very common to use filter applications in a pipeline. A filter application is a program that
takes data from SYS$INPUT, transforms it in a specific way, and writes it to SYSSOUTPUT.

Subshell execution

Command sequences can be executed in a subprocess environment by using the subshell
execution form:

PIPE ( command- sequence [separator conmand-sequence]... )

The command sequences in a subshell are executed in a subprocess environment. DCL waits for
the subshell to complete before executing the next command sequence. The () separator is similar
to the SPAWN/WAIT command.

Background execution

Command sequences can be executed in a subprocess environment by using the following form:
Pl PE command-sequence [ separator conmand-sequence]... &

DCL does not wait for the command sequences to finish. Control passes back to DCL once the
background subprocess is created.

Input/output redirection

A command sequence can redirect its SYSSINPUT, SYSSOUTPUT, or SYS$ERROR to a file
during execution of the command as follows:

To redirect SYSSINPUT:

Pl PE conmand- sequence < redirected-input-file
To redirect SYSSOUTPUT:

Pl PE conmand- sequence > redirected-output-file
To redirect SYSSERROR:

Pl PE conmand- sequence 2> redirected-error-file

A pipeline-segment command can also redirect its SYSSINPUT, SYS$SOUTPUT, or
SYSSERROR; however, SYSSOUTPUT redirection is allowed only for the last pipeline-segment
command, and SYSSINPUT redirection is allowed only for the first pipeline-segment command.
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You can interrupt a PIPE command by pressing Ctrl/Y. If the PIPE command is executing in a pipeline
or a subshell command sequence, the command sequence and the PIPE command are deleted. In this
case, a CONTINUE command entered immediately after the interrupt will not resume the execution
of the PIPE command.

If the PIPE command is executing a command sequence other than a subshell or a pipeline command
sequence, DCL behaves as if the command sequence were entered as a DCL command without

the PIPE command verb and interrupted by Ctrl/Y. See the VSI OpenVMS User's Manual for more
information on the Ctrl/Y interrupt.

Each command sequence sets the global symbol $STATUS with a returned value after it finishes
execution. The return status of the PIPE command is the return status of the /ast command performed
in the last segment. If all segments fail with some kind of error and the last segment returns with
success, the status returned to DCL is the success.

When a PIPE command is executed in a command procedure with the ON condition processing, the
conditional execution of command sequences (&&, ||) takes precedence over the action previously
specified by the ON condition statement.

DCL Command Restrictions

The PIPE command creates a special execution context for its command sequences. The following
DCL commands either do not work or exhibit new behavior in this context:

e PIPE --- Nested PIPE commands in the same command procedure level are not allowed. There
can only be one PIPE command context for each command procedure level; however, nested PIPE
commands at different procedure levels are allowed. For example:

TYPE FOO COM
I FOO. COM

Pl PE

@B B P BB B P

Pl PE @00 COM ;

In this example, the PIPE command inside FOO.COM is allowed because it is executed at a
different command procedure level.

*  GOTO and EXIT --- These two commands, when executed as PIPE command sequences, delete
the PIPE command context before the GOTO or EXIT command is executed. Any command
sequences following these two commands in a PIPE command are flushed.

*  STOP --- The STOP command, when executed after a PIPE command is interrupted by Ctrl/Y,
deletes the PIPE command context.

+ THEN, ELSE, ENDIF, SUBROUTINE, ENDSUBROUTINE, RETURN, and DCL labels —
These commands cannot execute as PIPE command sequences because it is not possible to realize
their functions in a PIPE command context.

Improving Subprocess Performance

A PIPE command can generate a number of subprocesses during execution. Often, the applications
invoked by command sequences do not depend on the process logical names and symbol names. In
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this case, the spawning of subprocesses can be accelerated by using the /NOLOGICAL NAMES
and /NOSYMBOLS qualifiers, which suppress the passing of process logical names and symbols to
the subprocesses created by the PIPE command.

Input/Output Redirection

DCL users can use the DEFINE or ASSIGN command to redirect SYS$INPUT, SYS$SOUTPUT, or
SYSS$SERROR. Such redirection can be created as either the user-mode (using the /USER_ MODE
qualifier) or supervisor-mode (using the /'SUPERVISOR MODE qualifier) redirection. A user-mode
redirection only affects the environment of the next user-mode image.

In a PIPE command, redirection can be achieved by using the redirection syntax. A PIPE command
redirection is quite different from that created by the DEFINE or ASSIGN command, as follows:

* Redirections are created in supervisor mode. This means that both user-mode applications and
DCL commands are affected by the redirections.

* The redirected environment only applies to the command sequence or the pipeline-segment
command that specifies the redirection syntax. After the execution of the command sequence or
pipeline-segment command, the original process input/output environment (that is, SYSSINPUT,
SYS$SOUTPUT, and SYSSERROR) is restored before command execution continues.

When SYSSOUTPUT is redirected, the redirected output file is always created, whether or not the
command sequence actually writes to SYS$SOUTPUT. If a version of a file with the same name as the
redirected output file already exists, a new version of that file is created. (This behavior is the same as
using the DEFINE or ASSIGN command to redefine SYS$SOUTPUT in supervisor mode.) Note that
the redirected file is created before the command sequence is executed. If the redirected file is also
used in the command sequence, the operation may fail, as in the following example:

TYPE FOO. COM
I FOO. COM

PI PE ...

PR B LD R

Pl PE @QO. COM ;

In this example, a new version of TRANS.LOG is created and opened for write access; the SEARCH
command then tries to get read access to the most recent version of TRANS.LOG instead of the
expected previous version.

When SYSSERROR is redirected, the redirected error file is only created when the command
sequence actually writes to the SYSSERROR during execution, and there is no existing file with the
same name as the redirected error file. If a file with the same name as the redirected error file already
exists, that file is opened as the redirected error file. The error output generated by this command
sequence is then appended to the end of the redirected error file. (This behavior is the same as using
the DEFINE or ASSIGN command to redefine SYS$ERROR in supervisor mode.)

Pipelines and TEEs
This section describes aspects of DCL that function differently in the context of a pipeline.

Some of the following constructs are used in the implementation of a TEE.
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Using SYS$COMMAND

The SYSSCOMMAND of a subprocess is normally the same as its SYSSINPUT (if no command
procedures are involved). In a pipeline, however, the SYSSCOMMAND of a subprocess is set to the
SYS$COMMAND of the parent process instead of to the preceding pipe (which is the SYSSINPUT
of the pipeline-segment command).

Using TEEs and SYS$PIPE

In most cases, input from the pipe can be obtained by reading the data from SYSSINPUT; however,
when a command procedure is invoked as a pipeline segment command, SYS$INPUT is redirected
to the command procedure file. To obtain data from the pipe inside a command procedure, the logical
SYSS$PIPE can be used.

The following is an example of a pipeline DCL application TEE.COM:

$ ! TEE. COM - comand procedure to display/log data flow ng through
$ ! a pipeline

$ ! Usage: @EE log-file

$

$ OPENWRITE tee_file ' PL’

$ LOOP:

$ READ/ END_OF _FI LE=EXI T SYS$PI PE LI NE

$ WRI TE SYSSQUTPUT LINE ! Send it out to the next stage of the pipeline
$ WRITE tee_file LINE! Log output to the log file

$ GOTO LOOP

$ EXIT:

$ CLOSE tee_file

$ EXIT

The PIPE command to use TEE.COM can be:

$ PI PE SHOW SYSTEM | @EE showsys. | og | SEARCH SYS$I NPUT LEF

The command procedure TEE.COM is used to log the data flowing through the pipeline. It reads in
the data from SYSS$PIPE instead of SYSSINPUT.

Image Verification in a Pipeline

In a pipeline, image verification is turned off by default, even when the command SET
VERIFY=IMAGE is executed before the PIPE command is entered. This prevents duplication of data
records going through the pipeline.

To turn on image verification in a pipeline, an explicit SET VERIFY=IMAGE command must
precede the pipeline segment command. You can use a subshell to do this, as follows:

$ PIPE ... | (SET VER FY=I MACE ; ...) |

File Access Methods in a Pipeline

A pipeline segment command can only use the RMS sequential file access method to read and write to
the pipes. Certain OpenVMS utilities may access their input and output files using methods other than
sequential access. These operations are not supported in a pipeline, and will fail, as in the following
example:
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$ PIPE CC/ NOOBJ/ NOLI S TEST. C | SEARCH SYS$I NPUT/ W ND=( 1, 1) "%c-w"
YSEARCH F- RFAERR, RMS error using RFA access
-RM5-F-RAC, invalid record access node

In this example, the /WINDOW qualifier for the SEARCH command requires the relative file access
method.

Qualifiers

/LOGICAL NAMES (default)
/NOLOGICAL NAMES

Copies process logical names and logical name tables to the subprocess of a command sequence.
By default, all process logical names and logical name tables are copied to the subprocess except
those explicitly marked CONFINE or created in executive or kernel mode.

/PRIVILEGES={CURRENT|AUTHORIZED}

Determines whether the subprocess inherits the current process's current or authorized privileges
as its authorized privileges. By default, the authorized privilege mask for the subprocess is taken
from the current privileges of its creator. (This corresponds to /PRIVILEGES=CURRENT.) If
the /PRIVILEGES=AUTHORIZED qualifier is specified, the subprocess's authorized privileges
are taken from the creator's authorized privileges.

/SYMBOLS (default)
/NOSYMBOLS

Determines whether global and current procedure level local symbols (except SRESTART,
$SEVERITY, and $STATUS) are passed to the subprocess. SRESTART, SSEVERITY, and
$STATUS symbols are never passed to the subprocess.

/TRUSTED
/NOTRUSTED

Indicates that the PIPE command input originates in a trusted command procedure. PIPE
commands are not allowed in CAPTIVE accounts. The /TRUSTED qualifier provides a way for
properly written captive command procedures to perform PIPE operations when the command
input originates in the captive command procedure where it can be trusted. For more information
about trusted command procedures, see the VSI OpenVMS Guide to System Security.

Examples
1. $ PI PE SHOW SYSTEM | SEARCH SYS$I NPUT HI B

This example uses the pipeline function to identify all hibernating processes on the system in one
command.

2. $ PIPE RUN TEST | SORT/ SPECI FI CATI ON=TEST. SRT SYS$I NPUT SYS$QUTPUT -
| DIFF SYS$I NPUT TEST. BENCHVARK

This example uses the pipeline function to run a test, sort the result, and compare the result to the
benchmark file in a single command without generating unnecessary intermediate files.

3. $ PIPE ( SET DEF WRK$:[WORK] ; RUN REPORT ) | MAIL SYS$INPUT SM TH
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This example shows one way a subshell can be specified as a pipe segment command in a
pipeline.

$ nore : == TYPE/ PAGE=SAVE SYS$| NPUT
$ PI PE ANA/ RM5 PACGE. TXT | nore

Check RVS File Integrity 26- DEC- 2001 16:12:00.06 Page 1
SYS$SYSDEVI CE: [ TEST] PAGE. TXT; 2

FI LE HEADER

Fil e Spec: SYS$SYSDEVI CE: [ TEST] PAGE. TXT; 2

File ID (4135,58220, 0)

Omer U C [Pl PE]

Protection: System RWED, Omer: RWD, G oup: RE, Wrld:
Creation Date: 26- NOV- 2001 16:08: 50. 05

Revi si on Dat e: 26- NOV- 2001 16: 09: 09. 06, Nunber: 1
Expiration Date: none specified

Backup Date: none posted

Contiguity Options: none

Per f ormance Options: none

Reliability Options: none

Journal i ng Enabl ed: none

RM5 FI LE ATTRI BUTES
RETURN SPACE=Mor e, PREV/ NEXT=Scrol |, | NS/ REM=Pan, SELECT=80/132, Q=Quit

This example shows the use of the /PAGE qualifier within a pipeline. The /PAGE function exists
in a number of other DCL commands as well, and can be used similarly in conjunction with the
PIPE command to form other useful tools.

$ | TEE. COM - conmmand procedure to display/log data flow ng through
$ ! a pipeline

$ ! Usage: @EE log-file

$

$ OPENWRITE tee file 'P1

$ LOOP:

$ READEND OF_FILE=EXIT SYS$PI PE LI NE

$ WRITE SYSSOUTPUT LINE ! Send it out to next stage of the pipeline
$ WRITE tee file LINE ! Log output to the log file

$ GOTO LOCP

$ EXIT:

$ CLCSE tee file

$ EXIT

This is an example of a pipeline DCL application TEE.COM.
The PIPE command to use TEE.COM can be:
$ PIPE SHOW SYSTEM | @EE showsys. | og | SEARCH SYS$I NPUT LEF

The command procedure TEE.COM is used to log the data flowing through the pipeline. It reads
in the data from SYS$PIPE instead of SYSSINPUT.

$ CD WORK :== PIPE  SAVE DI R=F$DI RECTORY() ; SET DEFAULT FOO [ WORK]
$ BACK :== SET DEF ' SAVE DI R
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10.

I1.

$

$ CDWORK ! Switch to working directory

$ .

$ :

$ BACK I Switch back to honme directory

$ GET_RECORD : == PI PE READY END OF FI LE=CLEANUP | N RECORD ; -
F$EDI T( RECORD, "COWPRESS, TRI M')

$

$ OPEN | N EMPLOYEE. DAT

$ LOOP:

$ GET_RECORD

$ :

$ :

$ GOTO LOOP

$

$ CLEAN_UP:

$ :

This example shows two simple uses of multiple commands with symbol definitions to build
useful tools in command procedures.

$ PIPE cc foo.c & link foo

If the compilation does not generate any error, the object file is linked to produce an executable
image. If the program compilation generates an error, the linking step is skipped.

$

$ PIPE RUN COLLECT_DATA. EXE || GOTO CLEAN _UP
$ :

$
$ EXIT

$

$ CLEAN_UP:
$

$ .

Using conditional command execution, it is easy to set up simple error handling control flow in a
command procedure. If the image COLLECT DATA fails, control is directed to CLEAN_ UP.

$ PI PE COPY LARGE _FI LE. DAT REMOTE"user password"::[DESTI NATION *.* &
This PIPE command creates a background process to handle the copying of the large file.
$ PIPE (SET DEF [.DATA DIR] ; BACKUP DATA SAV/SAV [...]) ; RUN FOO

The subshell command sequence is done in a subprocess. This means that changing a process-
specific characteristic (for example, the default directory) will not affect the current process after
the subshell is finished. In this example, the save set is restored in a subdirectory to provide the
necessary data to run the program FOO.

$ RSH 0 PIPE SH DEC/FI | SH LOE PR
LNMBPROCESS_TABLE

" SYS$COVMAND' = " _NCDE$MPA24: "
" SYS$DI SK" = " SYS$SYSDEVI CE: "
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" SYS$ERROR' = "_B(9930: "

" SYS$I NPUT" [super] = "_B®930:"

" SYS$I NPUT" [exec] = "_NODE$SMPA24: "
" SYS$QUTPUT" [super] = "_BGE9930:"

" SYS$QUTPUT" [exec] = "_B®E9930:"

" SYS$PI PE" = " _NODESMPA24: "

"TT" = "_MPA24:"

This example shows how SYS$PIPE and SYSSOUTPUT might differ.

PPPD

PPPD — Invokes the Point-to-Point Protocol utility (PPPD) that you can use to initiate and manage an
Internet Protocol (IP) network connection over an asynchronous, serial data line.

Format

PPPD[ subcommand] . . .

Description

PPPD extends the networking capability of OpenVMS Alpha by enabling you to do the following:

» Establish temporary, high-speed network connections between remote hosts. This includes both
dial-in capability from a remote host to an OpenVMS Alpha host and dial-out capability from an
OpenVMS Alpha host to a remote system or server box that supports the Point-to-Point Protocol
(PPP).

» Establish permanent, low-speed network connections between local hosts, such as between a
laptop computer and an Alpha workstation connected by a serial data line.

* Set and display communication characteristics, such as address compression, flow control, and
line speed.

Note

This utility is enabled by your TCP/IP software during the network registration process. If you receive
one of the following error messages, contact your system administrator to verify whether PPPD is
currently available on your network.

%PPPD- E- PPPNOTAVAI L, point-to-point driver is not installed
9%°PPD- E- NOTREG, network protocol has not been registered

For information about network registration, see the SET NETWORK command and see the VS/
OpenVMS System Management Ultilities Reference Manual.

For a complete description of PPPD, see the VSI OpenVMS System Management Utilities Reference
Manual.

For detailed information about the asynchronous (ASN) and PPP device drivers that
support this utility, see the documentation contained in the files PPP_INTERFACES.PS and
PPP_INTERFACES.TXT located in the SYS$SYSROOT:[SYSHLP.EXAMPLES.PPPD.DOC]

directory.
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PRINT

PRINT — Queues one or more files for printing to an output queue. Requires read (R) access to
the file and submit (S) access to the queue. To specify functions unique to particular print
symbionts, use the /PARAMETERS qualifier.

Format

PRI NTfil espec[,...]

Parameter
filespec[,...]

Specifies one or more files to be printed. The asterisk (*) and the percent sign (%) wildcard characters
are allowed in the directory specification, file name, file type, and version number fields. The default
file type is that of the preceding file. If no previous file specification contains an explicit file type, the
default file type is .LIS.

If you specify more than one file, separate the file specifications with either commas (,) or plus signs

).
If you specify a node name, you must use the /REMOTE qualifier.

Description

The PRINT command places the specified files in an output queue for printing. By default, this queue
is SYSSPRINT. All files queued by a single PRINT command are processed serially as one job. By
default, the name of the print job is the name of the first file specified in the PRINT command.

The system assigns a unique entry number to each print job in the queue. When you enter the PRINT
command, by default, the system displays the job name, the queue name, the entry number, and the
job status.

The system automatically creates or updates the local symbol SENTRY when a PRINT or SUBMIT
command is completed successfully. The value of SENTRY is a string that identifies the entry number
of the most recently queued job. If you want to refer to a job's entry number later, store the value of
$ENTRY in another symbol.

After you queue a print job, the version of the file submitted is printed, even if a newer version of the
file is created before the print job runs. Also, another file with the same name and version number as
the file queued cannot be substituted for the file that was queued.

Qualifiers

/AFTER=time
/NOAFTER

Holds the job until the specified time. The time can be specified as absolute time or a combination
of absolute and delta times. If the specified time has passed, the job is queued for printing
immediately.
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For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BACKUP
/NOBACKUP

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects files according to the dates of their most recent backups. This qualifier is
incompatible with the /CREATED, /EXPIRED, and /MODIFIED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time qualifiers, the
default is the /CREATED qualifier.

/BEFORE[=time]
/NOBEFORE

Selects only those files dated prior to the specified time. You can specify time as absolute time,
as a combination of absolute and delta times, or as one of the following keywords: BOOT,
LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the following
qualifiers with the /BEFORE qualifier to indicate the time attribute to be used as the basis for
selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BURST[=keyword]
/NOBURST

Positional qualifier.

Controls whether two file flag pages with a burst bar between them are printed preceding a file. If
the /BURST qualifier is specified between the PRINT command and the file specifications, it can
take either of the following keywords:

ALL Prints the flag pages and a burst bar before each file in the job.

ONE Prints the flag pages and a burst bar before the first file in the job.

If you want the /BURST qualifier to apply to individual files in a multifile job, place the qualifier
directly after each file that you want to have the flag pages and a burst bar.

Use the /[NO]BURST qualifier to override the /DEFAULT options that have been set for the
output queue you are using. The /[NO]BURST qualifier does not override the /SEPARATE
options set for the queue.

When you specify the /BURST qualifier for a file, the /[NO]JFLAG qualifier does not add or
subtract a flag page from the two flag pages that are printed preceding a file.

/BY OWNER[=uic]
/NOBY OWNER

Selects only those files whose owner user identification code (UIC) matches the specified owner
UIC. The default UIC is that of the current process.

Specify the UIC by using standard UIC format as described in the VSI OpenVMS Guide to System
Security.
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/CHARACTERISTICS= (characteristic][,...])

Specifies the name or number of one or more characteristics to be associated with the job.
Characteristics can refer to such things as color of ink. If you specify only one characteristic, you
can omit the parentheses.

A characteristic's number must range from 0 to 127. To see which characteristics have been
defined for your system, use the SHOW QUEUE/CHARACTERISTICS command. To see which
characteristics are associated with a particular queue, use the SHOW QUEUE/FULL command.

A print job can be processed on an execution queue if the job's characteristics are a subset of
the queue's characteristics. However, if any of the characteristics associated with the job are not
associated with the queue, the job remains pending until one or more of the following occurs:

* The characteristics specified with the queue are changed to make the job's
characteristics a subset of the queue's characteristics (using, for example, the SET
QUEUE/CHARACTERISTICS command).

* The characteristics specified with the job are changed to make the job's characteristics a subset
of the queue's characteristics (using, for example, the SET ENTRY/CHARACTERISTICS
command).

* The job is moved to a queue on which all the job's characteristics have been specified (using,
for example, the SET ENTRY/REQUEUE command).

* The job is deleted (using, for example, the DELETE/ENTRY command).

JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each file is queued for printing to confirm that the
operation should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE, 0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

/COPIES=n

Positional qualifier.

Specifies the number of copies to print. The value of the parameter #n can be from 1 to 255 and
defaults to 1. If you place the /COPIES qualifier after the PRINT command name, each file in
the parameter list is printed the specified number of times. If you specify the /COPIES qualifier
following a file specification, only that file is printed the specified number of times.
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JCREATED (default)
/NOCREATED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files based on their dates of creation. This qualifier is incompatible with

the /BACKUP, /EXPIRED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is

the /CREATED qualifier.

/DELETE
/NODELETE (default)

Positional qualifier.

Controls whether files are deleted after printing. If you place the /DELETE qualifier after the
PRINT command name, all specified files are deleted. If you specify the /DELETE qualifier after
a file specification, only that file is deleted after it is printed.

The protection applied to the file must allow delete (D) access for the life of the job. You need to
have delete access when you submit the job and delete access when the system deletes your file at
the end of the job.

/DEVICE=queue-name]:]

Places the print job in the specified queue (rather than the default queue SYS$PRINT). This
qualifier is synonymous with the /QUEUE qualifier, except that the /DEVICE qualifier is reserved
for special use by VSI. Its usage, therefore, is not recommended.

/EXCLUDE=(filespec],...])
/NOEXCLUDE

Excludes the specified files from the print operation. You can include a directory but not a device
in the file specification. The asterisk (*) and the percent sign (%) wildcard characters are allowed
in the file specification; however, you cannot use relative version numbers to exclude a specific
version. If you specify only one file, you can omit the parentheses.

/EXPIRED
/NOEXPIRED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED
qualifier selects files according to their expiration dates. (The expiration date is set with the
SET FILE/EXPIRATION_ DATE command.) The /EXPIRED qualifier is incompatible with
the /BACKUP, /CREATED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is
the /CREATED qualifier.

/FEED
/NOFEED

Positional qualifier.

Controls whether form feeds are inserted into the print job when the printer reaches the bottom
margin of the form in use. You can suppress this automatic form feed (without affecting any
of the other carriage control functions that are in place) by using the /NOFEED qualifier.

The /[NOJFEED qualifier does not affect user-formatted files and can be used to override the
installation-defined defaults that have been set for the output queue you are using.
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/FLAG[=keyword]
/NOFLAG

Positional qualifier.

Controls whether a file flag page is printed preceding a file. The flag page contains the name
of the user submitting the job, the job entry number, and other information about the file
being printed. If the /FLAG qualifier is positioned between the PRINT command and the file
specifications, it can take either of the following keywords:

ALL

Prints a file flag page before each file in the job.

ONE

Prints a file flag page before the first file in the job.

If you want the /FLAG qualifier to apply to individual files in a multifile job, place the qualifier
directly after each file that you want to have a flag page.

Use the /[[NO]JFLAG qualifier to override the / DEFAULT=[NO]FLAG option that has
been set for the output queue you are using. The /[NO]JFLAG qualifier does not override
the /'SEPARATE=[NO]FLAG option set for the queue.

When you specify the /BURST qualifier for a file, the /[NO]JFLAG qualifier does not add or
subtract a flag page from the two flag pages that are printed preceding the file.

/FORM=form

Specifies the name or number of the form to be associated with the print job. If you omit
the /FORM qualifier, the default form for the execution queue is associated with the job.

Forms have attributes such as print image width and length or paper stock, which the print

symbiont associates with a job when the job is processed. To see which forms have been defined
for your system, use the SHOW QUEUE/FORM command. To find out which form is mounted
currently on a particular queue and which form is specified as that queue's default form, use the

SHOW QUEUE/FULL command.

The stock of the form associated with the job must match the stock of the form mounted on the
execution queue on which you want the job to be processed. If the stocks do not match, the job
remains pending until one or more of the following occurs:

A form with the same stock as the job's form is mounted on the queue (using, for example, the
SET QUEUE/FORM_MOUNTED command).

A form with the same stock as the queue's mounted form is specified with the job (using, for
example, the SET ENTRY/FORM command).

The job is moved to a queue on which the stock of the mounted form matches the stock of the
job's form (using, for example, the SET ENTRY/REQUEUE command).

The job is deleted (using, for example, the DELETE/ENTRY command).

/HEADER
/NOHEADER (default)

Positional qualifier.

Controls whether a heading line is printed at the top of each page.
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/HOLD
/NOHOLD (default)

Controls whether a job is available for printing immediately. The /HOLD qualifier holds the job
until released by a SET ENTRY/RELEASE or SET ENTRY/NOHOLD command.

/IDENTIFY (default)
/NOIDENTIFY

Displays the job name, queue name, entry number, and status of the job when it is queued.
/JOB_COUNT=n
Prints the job n times. The value of the parameter n can be from 1 to 255 and defaults to 1.

/JLOWERCASE
/NOLOWERCASE (default)

Indicates whether the print job must be printed on a printer that can print both lowercase and
uppercase letters. The /NOLOWERCASE qualifier means that files can be printed on printers
supporting only uppercase letters. If all available printers can print both uppercase and lowercase
letters, you do not need to specify the /LOWERCASE qualifier.

/MODIFIED
/NOMODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified. This qualifier is
incompatible with the /BACKUP, /CREATED, and /EXPIRED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time modifiers, the
default is the /CREATED qualifier.

/NAME=job-name

Names the job. The name consists of 1 to 39 alphanumeric characters. If characters other than
alphanumerics, underscores (_), or dollar signs ($) are used in the name, enclose the name in
quotation marks (“ ”’). The default is the name of the first (or only) file in the job. The job name
appears in the SHOW ENTRY and SHOW QUEUE command display and is printed on the flag
page for the job.

/NOTE=string
Specifies a message string of up to 255 characters to appear on the flag page of the job.

/NOTIFY
/NONOTIFY (default)

Controls whether a message is broadcast to your terminal session when the job is printed or
aborted.

/OPERATOR=string
Specifies a message of up to 255 characters to be sent to the operator when the job begins to print.
/PAGES=([lowlim,Juplim)

Positional qualifier.
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Specifies the number of pages to print for the specified job. You can use the /PAGES qualifier to
print portions of long files. By default, all pages of the file are printed.

The lowlim specifier refers to the first page in the group of pages that you want printed for that
file. If you omit the lowlim specifier, the printing starts on the first page of the file.

The uplim specifier refers to the last page of the file that you want printed. If you want to print to
the end of the file, but do not know how many pages the file contains, use quotation marks (* )
as the uplim specifier. You can omit the parentheses if you are including only a specific value for
the uplim specifier. For example, /PAGES=10 prints the first ten pages of the file; /PAGES=(5,10)
prints pages 5 through 10; /PAGES=(5,"") starts printing at page 5 in the file and continues until
the end of the file is reached.

/PARAMETERS= (parameter[(=valuel[,...])] [,...])

Specifies from 1 to 8 optional parameters that are unique to a particular print symbiont. Each
parameter and its values are passed as a single text string directly to the print symbiont: logical
names and DCL symbols are not translated by the PRINT command.

Each parameter can take from 1 to 8 values for a total of 255 characters. If you specify only one
parameter or parameter value, you can omit the parentheses. Enclose parameter values containing
lowercase letters or nonalphanumeric characters (such as spaces, parentheses, or commas) in
quotation marks.

You can specify the /PARAMETERS qualifier only once in each PRINT command. For example,
in the command PRI NT / PARAMETERS=(JJJ, KK) / PARAMETERS=(LL, MW) , the JJJ
and KK are ignored because the second occurrence of the /PARAMETERS qualifier supersedes
the first occurrence.

For information on parameters available for printing to PostScript printers using DECprint
Supervisor software (DCPS), see the DCL Help topic PRINT Parameter.

/JPASSALL
/NOPASSALL (default)

Positional qualifier.

Specifies whether the symbiont bypasses all formatting and sends the output QIO to the driver
with format suppressed. All qualifiers affecting formatting, as well as the ' HEADER, /PAGES,
and /SETUP qualifiers, are ignored.

If the /PASSALL qualifier is placed between the PRINT command and any file specifications, all
files are printed in PASSALL mode. To specify the /PASSALL qualifier for only some files in the
job, place the qualifier after each file that you want printed in PASSALL mode.

/PRIORITY=n

Requires OPER (operator) or ALTPRI (alter priority) privilege to raise the priority above the
queue's maximum scheduling priority.

Specifies the job-scheduling priority of the print job. The value of the parameter n can be from

0 through 255, where 0 is the lowest priority and 255 is the highest. The default value of  is the
value of the system parameter DEFQUEPRI. No privilege is needed to set the priority lower than
the queue's maximum scheduling priority.
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/QUEUE=queue-name]:]

Queues the job to the specified output queue. The default queue is SYSSPRINT. This qualifier is
synonymous with the /DEVICE qualifier.

/REMOTE

Queues the job to SYSSPRINT on the remote node specified in the file specification; the file must
exist on the remote node. When you use the /REMOTE qualifier, you must include the node name
in the file specification.

You can specify only the following qualifiers with the /REMOTE qualifier:

/BACKUP
/BEFORE
/BY OWNER
JCONFIRM
JCREATED
/EXCLUDE
/EXPIRED
/MODIFIED
/SINCE

Note that, unlike the printing on the local node, multiple files queued by a single
PRINT/REMOTE command are considered separate jobs.

/RESTART (default)
/NORESTART

Indicates whether a job restarts after a system failure or after a STOP/QUEUE/REQUEUE
command.

/RETAIN=option

Specifies the circumstances under which you want your jobs to be retained in a queue. When a
job is retained in the queue, you can issue the SHOW QUEUE command after the job completes
to see the status of the job. Without job retention, no record of a job is left in a queue after a job
completes.

Use the following options to specify job retention:

* ALWAYS — Holds the job in the queue regardless of the job's completion status.

»  DEFAULT — Holds the job in the queue as specified by the queue's retention policy.
*  ERROR — Holds the job in the queue only if the job completes unsuccessfully.

*  UNTIL=time-value — Holds the job in the queue for the specified length of time, regardless
of the job's completion status.

Note

You cannot specify a /NORETAIN qualifier with the PRINT command (as system managers can
with the commands INITIALIZE/QUEUE, START/QUEUE, and SET QUEUE); however, you can
specify /RETAIN=DEFAULT with the PRINT command. The default option holds the job in the
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queue as specified by the queue's retention policy. If the system manager has not specified retention
for the queue, the job is not retained.

How Job Retention Is Determined

Although you can specify job retention options for your own jobs, the job retention option you
specify may be overridden by the job retention option of the queue on which your job executed.
If you submit or print a job to a generic queue, the generic queue's job retention setting may
also override the job retention option you specify. This section describes how job retention is
determined.

An execution queue's job retention setting takes precedence over a generic queue's job retention
setting; however, if the job's completion status does not match the job retention setting (if any)
on the execution queue, then the generic queue's job retention setting attempts to control job
retention. If the job's completion status does not match the job retention setting (if any) on the
generic queue, then the user-specified job retention setting is used. Jobs submitted directly to
execution queues are not affected by job retention settings on generic queues.

If the execution queue's retention setting applies, the job is retained on the execution queue.
Likewise, if the generic queue's retention setting applies, the job is retained on the generic queue.
If the user-specified setting applies, the job is retained in the queue to which it was submitted.

The following example illustrates how the queue manager determines job retention:

Suppose you submit a job to a generic queue and specify /RETAIN=ALWAYS, and the job
completes successfully.

First, the queue manager compares the job's completion status to the execution queue's retention
setting. Suppose the queue is set with /RETAIN=ERROR (retains only jobs that complete
unsuccessfully). The job is not retained in the execution queue because the error condition was
not met.

The queue manager then compares the job's completion status to the generic queue's retention
setting. Suppose the generic queue has no retention setting. The queue manager's comparison
again fails to retain the job.

Finally, the queue manager compares the job's completion status to the retention setting you
specified for the job. This comparison reveals that the job should be retained. Because the user-
specified setting leads the queue manager to retain the job, the job is held in the queue to which
the job was submitted -- in this case, the generic queue.

For more information on types of queues, see the INITIALIZE/QUEUE command. For
more information on setting retention options for queues, see the INITIALIZE/QUEUE,
START/QUEUE, or SET QUEUE command.

Timed Retention

Timed retention, which you specify using the UNTIL=t i me- val ue option, allows you to retain
a job in the queue only as long as you need it. This eliminates the need to delete the job from the
queue later.

For example, the following command retains the print job MYFILE in the queue until 7:31 on
December 14, when the job will automatically be deleted from the queue.

$ PRI NT/ RETAI N=UNTI L=14- DEC- 2001: 07: 31: 0. 0 MYFI LE. DAT
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However, depending on the queue's job retention policy, the job might be retained indefinitely.
The job retention policy set on the queue takes precedence over the user-specified job retention
setting. Because system managers cannot specify timed job retention for a queue, any jobs
retained as a result of a queue's setting are retained indefinitely.

If you specify the /RETAIN=UNTIL=t i me- val ue option, you must supply a time value. The
time value is first interpreted as a delta time, then as a combination time, and finally as absolute
time. If you specify a delta time, the delta begins when the job completes. For example, if you
specify PRINT/RETAIN=UNTIL="+3:00", the job will be retained for three hours after the job
completes. For information on specifying time values, see the VST OpenVMS User's Manual.

/SETUP=modulel....]

Extracts the specified modules from the device control library (containing escape sequence
modules for programmable printers) and copies the modules to the printer before a file is printed.
By default, no device control modules are copied.

Note that the module names are not checked for validity until the time that the file is actually
printed; therefore, PRINT/SETUP is susceptible to typing errors and other mistakes. It is
recommended only for experimental setups.

For production setups, see DEFINE/FORM/SETUP.

/SINCE[=time]
/NOSINCE

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords: BOOT,
JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the
following qualifiers with the /SINCE qualifier to indicate the time attribute to be used as the basis
for selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VS OpenVMS User's Manual or the
online help topic Date.

/SPACE
/NOSPACE (default)

Positional qualifier.

Controls whether print job output is double-spaced. The default is single-spaced output.

/STYLE=keyword

Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation

CONDENSED (default) | Displays the file name representation of what is generated to fit into a

255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This file

name does not contain any DID or FID abbreviations.
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The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS User's Manual for more information.
/SYMLINK=keyword

The valid keywords for this qualifier are [NOJWILDCARD and [NO]ELLIPSIS. Descriptions are

as follows:
Keyword Explanation
WILDCARD Indicates that symlinks are enabled during wildcard searches.
NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.
ELLIPSIS Equivalent to WILDCARD (included for command symmetry).
NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

If the file named in the PRINT command is a symlink, the command operates on the symlink
target.

/TRAILER[=keyword]
/NOTRAILER

Positional qualifier.

Controls whether a file trailer page is printed at the end of a file. The trailer page displays the job
entry number as well as information about the user submitting the job and the files being printed.
If the /TRAILER qualifier is positioned between the PRINT command and the file specifications,
it can take either of the following keywords:

ALL Prints a file trailer page after each file in the job.

ONE Prints a file trailer page after the last file in the job.

If you want the /TRAILER qualifier to apply to individual files in a multifile job, place the
qualifier directly after each file that you want to have a trailer page.

Use the /[[NO]TRAILER qualifier to override the /DEFAULT=[NO]TRAILER option that has
been set for the output queue you are using. The /[NO]TRAILER qualifier does not override
the /SEPARATE=[NO]TRAILER option set for the queue.

/USER=username

Requires CMKRNL (change mode to kernel) privilege and read (R) and write (W) access to the
user authorization file (UAF).

Allows you to print a job on behalf of another user. The print job runs exactly as if that user had
submitted it. The print job runs under that user's user name and user identification code (UIC),
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and accounting information is logged to that user's account. By default, the user identification
comes from the requesting process. The user name qualifier value can be any user name that is
valid on your system. The name must be 1 to 12 alphanumeric characters.

Examples

L.

$ PRI NT/ QUEUE=LPBO/ COPI ES=10/ AFTER=20  RESUME
Job RESUME (queue LPBO, entry 239) holding until 14-DEC 2001 20: 00

The PRINT command in this example queues 10 copies of the file RESUME.LIS to printer LPBO,
but requests that the copies not be printed until after 8:00 P.M.

$ PRINT THETA. TXT + BETA/ FLAG + GAMW FLAG + *. LI S/ FLAG
Job THETA (queue SYS$PRINT, entry 237) pendi ng

The PRINT command in this example submits the files THETA.TXT, BETA.TXT,
GAMMA.TXT, and the highest versions of all files with the file type .LIS as a single print job.
Flag pages separate the individual files. Notice that the file type for BETA and GAMMA is .TXT,
the file type of the first file in the list.

$ PRI NT/ LONERCASE THETA. TXT/ COPI ES=2,
_$BETA. DOC/ COPI ES=3
Job THETA (queue SYS$PRINT, entry 240) pending

The print job queued by the PRINT command in this example consists of two copies of
THETA.TXT followed by three copies of BETA.DOC. This job must be printed on a printer that
can print lowercase letters. If no such printer is available, the job waits in the queue.

$ PRI NT/ JOB_COUNT=3 THETA. TXT, BETA/ NO DENTI FY

The PRINT command in this example concatenates the files THETA.TXT and BETA. TXT into a
single print job and prints three copies of the job. The /NOIDENTIFY qualifier requests that the
job entry number and queue name not be displayed.

$ COPY REPORT. MEM NODE3: :
$ PRI NT/ REMOTE NODE3: : REPORT. MEM

In this example, the two commands are entered at a node other than NODE3. The COPY
command copies the file REPORT.MEM from the current node to the NODE3 node. The PRINT
command queues the file REPORT.MEM located on the NODE3 node for printing at the NODE3
node. The job entry number and queue name are not displayed when the /REMOTE qualifier is
used.

$ PRINT/HOLD MASTER DOC
Job MASTER (queue SYS$PRINT, entry 540) hol di ng

$ SET ENTRY 540/ RELEASE

The PRINT command in this example queues a copy of the file MASTER.DOC to the default
printer in a hold status. Later, the SET ENTRY command releases the hold status on the file and
makes it available for printing.

$ PRINT TEST. TXT
Job TEST. TXT (queue SYS$PRI NT, entry 867) started on LPAO
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10.

I1.

$ SHOW ENTRY ' $ENTRY'
Entry Jobnane User name Bl ocks St at us

867 TEST. TXT Ni sslert 135 Printing
Submi tted 10-DEC-2001 11:07 /FORM=DEFAULT /PRI ORI TY=100
File: $5$DUAL174: [ NI SSLERT] TEST. TXT; 3

The PRINT command in this system example queues a copy of the file TEST.TXT to the default
printer. It also creates the local symbol SENTRY to store the job entry number. The SHOW
ENTRY command requests a display of the entry using the symbol SENTRY to identify it.

$ PRI NT/ RETAI N=UNTI L=1 MYFI LE. DAT

$ SHOW QUEUE DOC$LNO3
Server queue DOCSLNO3, stopped, on NEWON:. :, nounted form DEFAULT
Entry Jobnane Usernane Bl ocks Status

436 MYFI LE M GDAL 8 Retained until 11-DEC 2001 16:56
%I BC- F- JOBABORT, job aborted during execution
Conpl eted 11-DEC 2001 15:56 on queue DOC$LNO3

The SHOW QUEUE display in this system example includes the date and time at which a retained
job completed and the queue on which it executed. The user set job retention to be one hour after
job completion. Depending on the queue's job retention policy, the job might be deleted from the
queue at 16:56.

$ PRI NT / PARAVETERS=AAA=123

This command passes the parameter AAA=123 to the print symbiont. The interpretation of the
parameter is dependent on the symbiont.

$ PRI NT / PARAVETERS=(ddd, "e, (F=(3,4),g),h)",iii)

This command passes three parameters to the print symbiont: DDD, "e,(F=(3,4),g),h)", and III.
The use of the quotes around the second parameter allows the use of nested parentheses, commas,
and the preservation of alphabetic case. This parameter value is perfectly acceptable to the PRINT
command, even though it is apt to subsequently be rejected by the print symbiont.

$ PRINT / PARAMETERS=("N, O P, QR S, T", U, V)

This command passes three parameters to the print symbiont: "N,O,P,Q,R,S,T", U, and V.
Depending on the parsing capabilities of the symbiont and the length of the parameters (each
parameter is limited to 255 characters), this may be a workaround to the limitation of eight
parameters.

PRODUCT

PRODUCT — Invokes the POLYCENTER Software Installation utility to install one or more
software products, remove one or more software products, or perform other related operations.
For a complete description of the POLYCENTER Software Installation utility and the use of the
PRODUCT command, see the VSI OpenVMS System Manager's Manual and the VSI OpenVMS
System Management Utilities Reference Manual or online help.
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Format

PRODUCT [ subcommand product-name [/qualifiers]]

PURGE

PURGE — Deletes all but the highest numbered versions of the specified files.

Format

PURGE [fil espec|[,...]]

Parameters

filespec[,...]

Specifies one or more files to be purged. If you specify more than one file, separate the file
specifications with either commas (,) or plus signs (+). The asterisk (*) and the percent sign (%)
wildcard characters are allowed in the directory, file name, and file type fields; however, no version
number can be specified. As a default, the PURGE command purges all files in the current directory.
There are no file name or file type defaults with the PURGE command. If an input file specification
is a symbolic link, the symbolic link itself is purged. Because only one version of a symbolic link can
exist, this command has no effect on that file.

Description

The PURGE command deletes earlier versions of files. The PURGE command never deletes all
versions of any file. By default, the PURGE command keeps only the highest version of a file. If you
do not include a file specification with the PURGE command, all files in the current directory are
affected by the purge.

Qualifiers

/BACKUP

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects files according to the dates of their most recent backups. This qualifier is
incompatible with the /CREATED, /EXPIRED, and /MODIFIED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time qualifiers, the
default is the /CREATED qualifier.

/BEFORE[=time]

Selects only those files dated prior to the specified time. You can specify time as absolute time,
as a combination of absolute and delta times, or as one of the following keywords: BOOT,
LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the following
qualifiers with the /BEFORE qualifier to indicate the time attribute to be used as the basis for
selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.
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/BY OWNER[=uic]

Selects only those files whose owner user identification code (UIC) matches the specified owner
UIC. The default UIC is that of the current process.

JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each purge operation to confirm that the operation
should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE, 0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

JCREATED (default)

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files based on their dates of creation. This qualifier is incompatible with

the /BACKUP, /EXPIRED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is

the /CREATED qualifier.

/ERASE
/NOERASE (default)

Erases the specified files from the disk so that the purged data no longer exists physically on the
deallocated disk blocks.

When you delete a file, the area in which the file was stored is returned to the system for future
use. The data that was stored in that location still exists in the system until new data is written
over it. When the /ERASE qualifier is specified, the storage location is overwritten with a system-
specified pattern so that the data no longer exists.

/EXCLUDE=(filespec],...])

Excludes the specified files from the purge operation. You can include a directory but not a device
in the file specification. The asterisk (*) and the percent sign (%) wildcard characters are allowed
in the file specification; however, you cannot use relative version numbers to exclude a specific
version. If you specify only one file, you can omit the parentheses.

/EXPIRED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED
qualifier selects files according to their expiration dates. (The expiration date is set with the
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SET FILE/EXPIRATION DATE command.) The /EXPIRED qualifier is incompatible with
the /BACKUP, /CREATED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is the /
CREATED qualifier.

/GRAND_TOTAL (Alpha/Integrity servers only)

Displays the total number of files and blocks or bytes deleted. The display is shown as blocks
or bytes depending on the current default setting. You can use SHOW PROCESS/UNITS to
display the current default. To change the default, execute the DCL command SET PROCESS/
UNITS=BYTES or SET PROCESS/UNITS=BLOCKS.

/IGNORE=INTERLOCK (Alpha/Integrity servers only)

Allows you to mark a write-accessed file for deletion. This removes the file name entry, and the
file is deleted when it is closed by the final user.

/KEEP=number-of-versions

Specifies the maximum number of versions of the specified files to be retained in the directory. If
you do not include the /KEEP qualifier, all but the highest numbered version of the specified files
are deleted from the directory.

/LOG
/NOLOG (default)

Controls whether file specifications are displayed as the files are deleted.
/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified. This qualifier is
incompatible with the /BACKUP, /CREATED, and /EXPIRED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time modifiers, the
default is the /CREATED qualifier.

/SINCE[=time]

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords: BOOT,
JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the
following qualifiers with the /SINCE qualifier to indicate the time attribute to be used as the basis
for selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/STYLE=keyword
Specifies the file name format for display purposes while purging files.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation
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CONDENSED (default) Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This
file name does not contain any DID or FID abbreviations.

The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS User's Manual for more information.

Examples
1. $ PURCE

The PURGE command in this example deletes all but the highest numbered version of all files in
the default directory.

2. $ PURCE *. COM

The PURGE command in this example deletes all but the highest numbered version of each file
with a file type of .COM.

3. $ PURGE KEEP=3 [ W LDER. JOB308] ACCOUNT. COB

The PURGE command in this example deletes all but the three highest numbered versions of the
file ACCOUNT.COB in the subdirectory [WILDER.JOB308].

4. $ PURGE/ ERASE/ SI NCE=YESTERDAY [ . MEMOS]

The PURGE command in this example purges all files in the MEMOS subdirectory that have been
created or modified since yesterday and erases the storage locations so that the purged data no
longer exists.

5. $ PURCE [ BROD. TESTFI LES]/ LOG
%PURGE- | - FI LPURG, DI SK1: [ BROD. TESTFI LES] AVE. OBJ; 1 del eted (3 bl ocks)
%PURGE- | - FI LPURG, DI SK1: [ BROD. TESTFI LES] BACK. OBJ; 2 del eted (5 bl ocks)
UPURGE-| - TOTAL, 2 files deleted (8 bl ocks)

The PURGE command in this example purges all files cataloged in the subdirectory named
[BROD.TESTFILES]. The /LOG qualifier requests the PURGE command to display the
specification of each file it has deleted as well as the total number of files that have been deleted.

6. $ PURGE GRAND_TOTAL STATUS. TXT
YWPURGE-1 - TOTAL, 6 files deleted (600KB)

The output display in this example shows that 6 files were deleted for a total of 600KB. The
process is currently set to display file sizes in bytes. To change future displays to show blocks, use
the SET PROCESS/UNITS=BLOCKS command.

7. $ PURGE/ KEEP=2 TAMPA: : Dl SK1: [ EXAMPLE] *. LI S
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The PURGE command in this example deletes all but the two highest numbered versions of each
file with the file type .LIS in the directory EXAMPLE on remote node TAMPA.

READ

READ — Reads a single record from a specified input file and assigns the record's contents to a
specified symbol name.

Format

READI ogi cal -nanme[:] synbol - name

Parameters
| ogi cal - nane[ : ]

Specifies the logical name of the input file from which a record is to be read. Use the logical name
assigned by the OPEN command when the file was opened. (The OPEN command assigns a logical
name to a file and places the name in the process logical name table.)

In addition, you can specify the process-permanent files identified by the logical names SYSSINPUT,
SYS$OUTPUT, SYS$SERROR, and SYS§COMMAND.

synbol - nane

Specifies the name of a symbol to be equated to the contents of the record. The name must be 1 to 255
alphanumeric characters and must start with an alphabetic letter, an underscore (_), or a dollar sign

($).

When you specify a symbol name for the READ command, the command interpreter places the
symbol name in the local symbol table for the current command level. If the symbol has already been
defined, the READ command redefines it to the new value being read.

Description

The READ command can read data from sequential, relative, or indexed files. After each record is
read from the specified file, the READ command positions the record pointer at the next record in the
file; however, if you are reading an indexed file, you can use the /INDEX and /KEY qualifiers to read
records randomly.

The maximum size of any record that can be read in a single READ command is 2048 bytes.

The reading of a 2048-byte record from a remote file opened by DCL requires that the system
default network block count be increased to a minimum value of 25 (DCL SET RMS_DEFAULT/
NETWORK=25).

To read a file, the file must be opened by using the /READ qualifier with the OPEN command. The
process-permanent files identified by the logical names SYS$INPUT, SYSSOUTPUT, SYSSERROR,
and SYS$COMMAND do not have to be opened explicitly to be read.

If the READ command is executed interactively and the logical name is specified as one of the
process-permanent files, SYSSINPUT, SYS$SOUTPUT, SYSSCOMMAND, or SYSSERROR, the
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command interpreter prompts for input data. The READ command accepts data exactly as you enter
it. The READ command does not convert characters to uppercase, remove extra spaces and tabs, or
remove quotation marks (" "). Also, the READ command does not perform symbol substitution. See
the /PROMPT qualifier for more information on issuing prompts with the READ command.

Qualifiers

/DELETE

Deletes a record from an indexed file after it has been read. An indexed file must be opened with
the /READ and /WRITE qualifiers in order to use the READ/DELETE command.

JEND_OF FILE=label

Transfers control to the location specified by the /abel keyword (in the current command
procedure) when the end of the file is reached. When the last record in the file is read, the
OpenVMS Record Management Services (RMS) returns an error condition indicating the end-of-
file (EOF). If the /END_OF_FILE qualifier is specified, the command interpreter transfers control
to the command line at the specified label.

If the /END_OF_ FILE qualifier is not specified, control is given to the error label specified
with the /ERROR qualifier when the end of the file is reached. If neither the /ERROR nor
the /END_OF FILE qualifier is specified, then the current ON condition action is taken.

/ERROR=label

Transfers control to the location specified by the label keyword (in the current command
procedure) when a read error occurs. If no error routine is specified and an error occurs during the
reading of the file, the current ON condition action is taken.

Overrides any ON condition action specified.

If an error occurs and the target label is successfully given control, the reserved global symbol
$STATUS retains the error code.

/INDEX=n
Specifies the index (n) to be used to look up keys when reading an indexed file.

If you do not specify the /INDEX qualifier, the most recent /INDEX qualifier value is used. If a
previous value was not specified, the primary index is used (/INDEX=0).

/KEY=string

Reads a record with the key that matches the specified character string. Binary and integer keys
are not allowed. This qualifier, when used together with the /INDEX qualifier, allows you random
access to indexed files.

Key matches are made by comparing the characters in the /KEY string to characters in the record
key.

To read records at random in an indexed file, you must specify the /KEY qualifier. Once a record
is read randomly, all subsequent reads without the /KEY qualifier access records in the indexed
file sequentially.
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/MATCH=option

Specifies the key match algorithm to be used when searching for matching keys. Specify one of
the following options:

EQ Selects keys equal to the match value (default).

GE Selects keys greater than or equal to the match value.
GT Selects keys greater than the match value.

LE Selects keys less than or equal to the match value.
LT Selects keys less than the match value.

If you are reading indexed files and you do not use the /MATCH qualifier, the default
is MATCH=EQ.

/NOLOCK

Specifies that the record to be read not be locked and enables a record to be read that has been
locked by other accessors.

By default, records are locked as they are read and unlocked on the next I/O operation on the file.

/PROMPT=string

Specifies an alternate prompt string to be displayed when reading from the terminal. The default
prompt string is DATA.:.

JTIME_OUT=n
/NOTIME_OUT (default)

Specifies the number of seconds after which the READ command is terminated if no input is
received. If you enter the /TIME_OUT qualifier, you must specify a value from 0 to 255.

If you enter both the /ERROR=label and /TIME_OUT qualifiers, and the time limit expires, the
error branch is taken.

/WAIT

Sets RABSV_WAT to make a process wait for a record in a file. Can be used in combination
with /TIME_OUT to restrict how long the process should wait before timing out upon failure to
find the record.

Examples

1. $ OPEN | N NAMES. DAT
$ LOOP:
$ READ END OF FILE=ENDI T I N NAME

$ GOro LooP

$ ENDIT:
$ CLCSE IN

The OPEN command opens the file NAMES.DAT for input and assigns it the logical name of
IN. The READ command reads records from the file IN and places the contents into the symbol
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NAME. The READ command specifies the label ENDIT to receive control when the last record in
the file has been read. The procedure loops until all records in the file have been processed.

$ READ/ ERROR=READERR/ END OF_FI LE=OKAY MSGFI LE CODE

$ READERR:
$ CLOSE MSGFI LE

$ OKAY:
$ CLOSE MSGFI LE
$ EXIT

The READ command reads records from the file MSGFILE and places the contents into the
symbol CODE. The READ command also uses the /ERROR and /END_OF_FILE qualifiers

to specify labels to receive control at the end-of-file (EOF) and on error conditions. At the
EOF, control is transferred to the label OKAY. On other read errors, control is transferred to the
READERR label.

$ READ SYS$COWAND DATA LI NE
$ WVRITE QUTPUT_FI LE DATA LI NE

The READ command requests data from the current SYSSCOMMAND device. If the command
procedure containing these lines is executed interactively, the command issues a prompt to the
terminal, accepts a line of data, and equates the data entered to the symbol name DATA_LINE.

Then the WRITE command writes the value of the symbol DATA LINE to the file identified by
the logical name OUTPUT FILE.

$ OPEN READ | NPUT_FI LE TRNTO: : | NVENTORY. DAT
$ OPEN APPEND OUTPUT_FI LE RECEI VE. DAT

$ READ | NPUT_FI LE DATA LI NE

$ WRI TE OQUTPUT_FI LE DATA LI NE

The OPEN/READ command opens the file INVENTORY.DAT at the remote node TRNTO for
reading and assigns it the logical name INPUT_FILE. The OPEN/APPEND command opens the
file RECEIVE.DAT in the current default directory. The READ command requests data from the
file INVENTORY.DAT at the remote node TRNTO. The WRITE command writes the value of the
symbol DATA_LINE to the end of the local file RECEIVE.DAT.

RECALL

RECALL — Displays up to 254 previously entered commands on the screen for subsequent
execution.

Format

RECALL [ conmand- speci fi er]
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Parameter
command- speci fi er

Specifies the number or the first several characters of the command you want to recall. You cannot use
any of the qualifiers in conjunction with a command-specifier.

The specified characters should be unique. If they are not unique, the RECALL command displays the
most recently entered command line that matches those characters. For example, suppose you enter

a SHOW STATUS command and later enter a SHOW TIME command. If you then type RECALL

S, the SHOW TIME command is recalled. You must type RECALL SHOW S to recall the SHOW
STATUS command. The number of the command can be from 1 to 254 (where 1 is the last command
entered).

The RECALL command itself is never assigned a number. If no command specifier is entered, the
RECALL command recalls the most recently entered command. You can use the /ALL qualifier to
have the system display all the commands in the recall buffer, along with their command numbers, to
verify the number of the command you want to recall.

Description

When you enter commands to the system, they are stored in a recall buffer for later use with the
RECALL command. Input to the INQUIRE command in command procedures is also placed in
the recall buffer. The RECALL command itself is never stored in the recall buffer. You can use
continuation characters with the commands to be recalled, but only 255 characters can be read at a
time.

The recall buffer can hold up to 254 commands. The size of the recall buffer is 4 KB, which will store
approximately 80 commands at 48 characters each.

If the length of stored commands makes it necessary, one or more of the oldest commands will be
removed from the recall buffer to make room for the most recent command.

When you use the RECALL command, the system displays the command but does not process it. If
you want it processed as it appears, press Return. You can use the command line editing facility to

make minor changes in the command line and then press Return to process the revised version of the
command.

Qualifiers

/ALL [command-specifier]

Displays all the commands (and their numbers) available for recall. Do not use the /ALL qualifier
with the other RECALL qualifiers.

To display multiple occurrences of a specific command in the recall buffer, specify the command
after the /ALL qualifier.

Note

The RECALL command is never stored in the recall buffer.
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/ERASE

Erases the contents of the recall buffer.

/INPUT=filespec

Causes each line of the input file to be added to the recall buffer. If a file type is not specified with
the file name, .LIS is the default. The file specification cannot include the asterisk (*) and the
percent sign (%) wildcard characters.

If the /ERASE qualifier is also specified, the contents of the recall buffer are erased before the
contents of the specified file are read into the recall buffer.

The /INPUT qualifier is incompatible with the /ALL and /PAGE qualifiers.

/OUTPUT=Ailespec

Specifies the name of the output file where the contents of the recall buffer are written. If you do
not specify a file type, the default is .LIS. The file specification cannot include the asterisk (*) and
the percent sign (%) wildcard characters.

If the /ERASE qualifier is also specified, the contents of the recall buffer are erased after the
contents of the recall buffer are written to the specified file.

The /OUTPUT qualifier is incompatible with the /ALL and /PAGE qualifiers.

/PAGE
/NOPAGE (default)

Displays all the commands (and their numbers) available for recall one screen at a time.
The /NOPAGE qualifier produces the same output as the /ALL qualifier. You can cancel the
output display by pressing Ctrl/Z.

The /PAGE qualifier is incompatible with the /INPUT and /OUTPUT qualifiers.

/SEARCH string

Searches the recall buffer and displays all the commands (and their numbers) that contain the
specified search string.

Examples

L.

$ RECALL T

The RECALL command in this example recalls the last command entered that begins with the
letter 7.

$ SHOW DEFAULT
Dl SK3: [ SM TH|
$ DI RECTORY SEPT*
o0l RECT- WNCFI LES, no files found
$ SET DEFAULT [ SM TH. LETTERS]
$ RECALL/ALL
1 SET DEFAULT [ SM TH. LETTERS]
2 DI RECTORY SEPT*
3 SHOW DEFAULT
$ RECALL 2
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6.

DI RECTORY SEPT*

oDl RECT- W NOFI LES, no files found
RECALL 2

SET DEFAULT [ SM TH. LETTERS]

<edit conmand |ine>

SET DEFAULT [ SM TH. MEMOS]

RECALL 2

DI RECTORY SEPT*

@ B P @ P “

This example starts with a SHOW DEFAULT and a DIRECTORY command. After not finding
the file you want, enter the SET DEFAULT command to move to the LETTERS subdirectory.
Next use the RECALL/ALL command to see the list of commands you have entered. Enter the
RECALL 2 command to repeat the DIRECTORY command in the LETTERS subdirectory.
Because you still have not found the file you want, enter the RECALL 2 command again to
recall the SET DEFAULT command. (With the entry of the latest DIRECTORY command, SET
DEFAULT becomes command 2 in the RECALL list.) Edit the command line so that the system
sets the default to the MEMOS subdirectory. Finally, recall the DIRECTORY command to try
once more to find the file.

$ TYPE COWANDS. LI S
DI RECTCORY
RUN AUTHORI ZE
SET PROCESS/ PRI VI LEGES=ALL
$ RECALL/ | NPUT=COMVANDS. LI S
$ RECALL/ALL
1 SET PROCESS/ PRI VI LEGES=ALL
2 RUN AUTHORI ZE
3 DI RECTORY
4 TYPE COMVANDS. LI S

This example shows the contents of the COMMANDS.LIS file with the TYPE command, then
uses the RECALL/INPUT=COMMANDS.LIS command to place the commands into the recall
buffer. Issuing the RECALL/ALL command subsequently shows the numbered display of
commands in the recall buffer.

$ RECALL/ QUTPUT=NEW COMMANDS. LI S
$ TYPE NEW COWANDS. LI S

TYPE COMVANDS. LI S

DI RECTORY

RUN AUTHORI ZE

SET PROCESS/ PRI VI LEGES=ALL

This example places the contents of the recall buffer (see the previous example) into the
NEW_COMMANDS.LIS file. Note that they are not numbered and in the reverse sequence of the
RECALL/ALL command output.

$ RECALL/ALL SHOW
show system
show user pel eg
show i ntrusion
show error

show tinme

~No o b~

This example displays all occurrences of the SHOW command in the recall buffer.

$ RECALL/ SEARCH devi
1 dir sys$sysdevice: [ 000000]
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4 show devi ce dk

This example displays all commands in the recall buffer that contain the string "devi".

RENAME

RENAME — Changes all or part of a file specification of an existing disk file or disk directory.

Format

RENAME i nput -fil espec[,...] output-fil espec

Parameters
i nput-filespec[,...]

Specifies the name of one or more files whose specifications are to be changed. The asterisk (*) and
the percent sign (%) wildcard characters are allowed in the directory specification, file name, file type,
or version number fields of the file specification. When wildcard characters are used, all files whose
specifications satisfy the wildcard fields are renamed. If an input file specification is a symbolic link,
the symbolic link itself is renamed. If the output file specification is a symbolic link, the operation
fails.

output-fil espec

Provides the new file specification to be applied to the input file. The RENAME command uses

the device, directory, file name, and file type of the input file as defaults for fields in the output file
that are either unspecified, or are indicated by the asterisk (*) and the percent sign (%) wildcard
characters. Wildcard characters in corresponding fields of the input and output file specification result
in multiple rename operations.

The RENAME command supplies output file version numbers in the following ways:
« If'the output file specification contains an explicit version number, that version number is used.

» If'the output file specification contains an asterisk (*) or a percent sign (%) wildcard character as
the version number, the version number of the input file is used.

» Ifthe input file specification contains an asterisk (*) or a percent sign (%) wildcard character as
the version number, the version number of each input file names a corresponding output file.

* Ifno file exists with the same file name and type as the output file, the new file is assigned a
version number of 1.

» If a file already exists with the same file name and type as the output file, the next higher version
number is used (unless the/ NONEWVERSION qualifier is specified).

Description

The RENAME command changes the directory name, file name, file type, or version number of a file.
The node and disk designation for the input file specification must be the same as that for the output
file specification. In addition, you must have delete (D) access privileges to a file to rename the file.
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You cannot rename a file across a network.

Qualifiers
/BACKUP

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects files according to the dates of their most recent backups. This qualifier is
incompatible with the /CREATED, /EXPIRED, and /MODIFIED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time qualifiers, the
default is the /CREATED qualifier.

/BEFORE[=time]

Selects only those files dated prior to the specified time. You can specify time as absolute time,
as a combination of absolute and delta times, or as one of the following keywords: BOOT,
LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the following
qualifiers with the /BEFORE qualifier to indicate the time attribute to be used as the basis for
selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BY OWNER[=uic]

Selects only those files whose owner user identification code (UIC) matches the specified owner
UIC. The default UIC is that of the current process.

Specify the UIC by using standard UIC format as described in the VSI OpenVMS Guide to System
Security.

JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each rename operation to confirm that the operation
should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE, 0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

/CREATED (default)

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files based on their dates of creation. This qualifier is incompatible with
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the /BACKUP, /EXPIRED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is
the /CREATED qualifier.

/EXCLUDE=(filespec],...])

Excludes the specified files from the rename operation. You can include a directory but not a
device in the file specification. The asterisk (*) and the percent sign (%) wildcard characters are
allowed in the file specification; however, you cannot use relative version numbers to exclude a
specific version. If you specify only one file, you can omit the parentheses.

/EXPIRED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED
qualifier selects files according to their expiration dates. (The expiration date is set with

the SET FILE/EXPIRATION DATE command.) This qualifier is incompatible with

the /BACKUP, /CREATED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is
the /CREATED qualifier.

/INHERIT _SECURITY
/NOINHERIT_SECURITY (default)

Controls whether the security profile (UIC, protection code, and ACL) of the renamed file is
altered. If you specify /INHERIT SECURITY, a new security profile is generated, as if a new file
had been created with the new file and directory names. See the VSI OpenVMS Guide to System
Security or online help (Hints topic) for a description of how a profile is assigned.

/LOG
/NOLOG (default)

Displays the file specification of each file as it is renamed.
/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified. This qualifier is
incompatible with the /BACKUP, /CREATED, and /EXPIRED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time modifiers, the
default is the /CREATED qualifier.

/NEW_VERSION (default)
/NONEW_VERSION

Assigns a new version number if an output file specification is the same as that of an existing file.
The /NONEW_VERSION qualifier displays an error message if an output file specification is

the same as that of an existing file. The asterisk (*) and the percent sign (%) wildcard characters
appearing in the version field of an input or output file overrides these qualifiers.

/SINCE[=time]

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords: BOOT,
JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the
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following qualifiers with the /SINCE qualifier to indicate the time attribute to be used as the basis
for selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/STYLE=keyword
Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation

CONDENSED (default) | Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This file
name does not contain any DID or FID abbreviations.

The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS User's Manual for more information.
/SYMLINK=keyword

The valid keywords for this qualifier are [NOJWILDCARD and [NO]ELLIPSIS. Descriptions are

as follows:
Keyword Explanation
WILDCARD Indicates that symlinks are enabled during wildcard searches.
NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.
ELLIPSIS Equivalent to WILDCARD (included for command symmetry).
NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

If the file named in the RENAME command is a symlink, the command operates on the symlink
itself.

Examples
1. $ RENAME AVERAGE. OBJ (OLDAVERAGE

The RENAME command in this example renames the highest existing version of the file
AVERAGE.OBJ to OLDAVERAGE.OBJ. If no file named OLDAVERAGE.OBJ currently exists,
the new file is assigned a version number 1.

2. $ RENAME/ NONEW VERSI ON  SCANLI NE. OBJ; 2 BACKUP. OBJ
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The RENAME command in this example renames the file SCANLINE.OBJ;2 to BACKUP.OBJ;2.
The /NONEW_VERSION qualifier ensures that, if BACKUP.OBJ;2 already exists, the RENAME
command does not rename the file, but instead reports the error.

. $ RENAME *.TXT;* *. QLD *

The RENAME command in this example renames all versions of all files with the file type TXT
to have the file type OLD. The file names and version numbers are not changed.

. $ RENAME WATER TXT [. MEMOS]

The RENAME command in this example changes the directory name of WATER. TXT from your
default directory to the MEMOS subdirectory. (The RENAME command moves the file to another
directory.)

. $ RENAME [ BORDERS. TESTFI LES] SAVE. DAT [] TEST

The RENAME command in this example renames the file SAVE.DAT in the directory
BORDERS.TESTFILES to TEST.DAT. The new file is moved to the current default directory.

. $ RENAME CCElI SABLAST. TXT CCEl sABI ast .t xt

The RENAME command in this example changes the case of COEISABLAST.TXT to
COEIsABlast.txt. You must be on an ODS-5 disk and previously have used the SET PROCESS/
CASE _LOOKUP=SENSITIVE command for this RENAME command to work properly.

. $ RENAME/ LOG

$ From DATA. *, | NFO. *

$_To: NEW

YRENAME- | - RENAVED, DI SKO: [ SYSTEM DATA. AAA; 1 renaned to _DI SKO:
[ SYSTEM NEW AAA; 1

YRENAME- | - RENAVED, DI SKO: [ SYSTEM DATA. BBB; 1 renaned to _DI SKO:
[ SYSTEM NEW BBB; 1

YRENAME- | - RENAVED, DI SKO: [ SYSTEM DATA. CCC; 1 renaned to _DI SKO:
[ SYSTEM NEW CCC; 1

YRENAME- | - RENAVED, DI SKO: [ SYSTEM | NFO. 001; 1 renaned to _DI SKO:
[ SYSTEM NEW 001; 1

YRENAME- | - RENAVED, DI SKO: [ SYSTEM | NFO. 002; 1 renaned to _DI SKO:
[ SYSTEM NEW 002; 1

YRENAME- | - RENAVED, DI SKO: [ SYSTEM | NFO. 003; 1 renaned to _DI SKO:
[ SYSTEM NEW 003; 1

$

In this example, three files exist with the file name of DATA, and three files have the file name
of INFO. This RENAME command illustrates the asterisk (*) wildcard character in the input file
names and the use of temporary default file types and version numbers on the output files. The
result is the renaming of all six files as displayed by the /[LOG qualifier.

. $ RENAME NODEL: : DI SK2: [ SM TH] ASSEMSHT. EXE NCDEL: : DI SK3:

[ JONES] ASSEMBLYSHEET. EXE

The RENAME command in this example renames the file ASSEMSHT.EXE in the SMITH
directory on remote node NODE1 and disk DISK3 to ASSEMBLYSHEET.EXE in the JONES
directory on the same remote node and disk. You can rename a file on another node and disk only
if the new file resides on that same node and disk.
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REPLY

REPLY — Broadcasts a message to a terminal or terminals. See the qualifier descriptions for
restrictions.

Format

REPLY [ mnessage-t ext ]

Parameter

message-t ext

Specifies the text of the message. The text must be 1 to 511 characters. Enclose the text in quotation
marks (“ ) if it contains spaces, special characters, or lowercase characters.

Description

All users with OPER (operator) privilege can use the REPLY command to communicate with system
users. The REPLY command does the following:

» Displays messages at users' terminals
* Responds to user requests
* Responds to magnetic tape file system requests

* Enables and disables operator status on a terminal (if the operator communication process
[OPCOM] is running)

* Closes the operator's log file and opens a new one (if OPCOM is running)

You must always use one or more qualifiers with the REPLY command in order for it to be

meaningful. If you use the REPLY command without using any qualifiers, an error message is
returned. When you use the REPLY command for any purpose other than displaying messages
at users' terminals, you must also use the /ENABLE=keyword qualifier. See the description of
the /ENABLE qualifier to determine the appropriate keyword (or keywords) for your purpose.

Displaying Messages at Users' Terminals

To contact one or more system users, the operator enters one of the following REPLY commands:
* REPLY/ALL message-text

*  REPLY/TERMINAL=(terminal-name,...]) message-text

*  REPLY/USERNAME[=(usernamel,...])] message-text

The /ALL qualifier sends a message to all terminals that are on line and are connected to the
OpenVMS system or OpenVMS Cluster. Generally, when an important message is to be broadcast,
such as information about a system shutdown, you should use the /ALL qualifier.

The /TERMINAL qualifier sends a message to one or more specific terminals on the system or
cluster.
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The /USERNAME qualifier sends a message to terminals at which one or more system or cluster
users are logged in.

Note that the /TO qualifier is not used under these three circumstances, because the operator is not
replying to a specific request from either the file system or a user.

To broadcast to a terminal other than your own, you must have OPER privilege. The REPLY
command is not complete until all terminals you are broadcasting to have received the message.

Responding to User Requests

When a user enters the REQUEST/REPLY command, the process associated with the requesting
user's terminal is put in a wait state until the operator responds by using one of the following REPLY
commands:

»  REPLY/ABORT=identification-number message-text

* REPLY/PENDING=identification-number message-text

* REPLY/TO=identification-number message-text

The /ABORT qualifier indicates that the user's request has been canceled.

The /PENDING qualifier sends a message to the user and keeps the user's process in a wait state until
the request can be fulfilled or aborted.

The /TO qualifier indicates that the user's request has been fulfilled.

When a user enters the REQUEST/REPLY command, the message is displayed at the system console
terminal. For example:

%OPCOM  24- DEC- 2017 09:49: 24.47, request 3, fromuser SYSTEM
_TTB6:, This is a sanple request

The user cannot enter any further commands until the operator responds using the /ABORT or the /TO
qualifier, or until the user aborts the request. If the operator does not respond and the user does not
abort the request, the request is repeated at S-minute intervals on the operator's terminal until the
operator replies.

The REPLY command is an essential part of the procedures that operators must use in order for users
to gain access to tape and disk volumes.

Responding to File System Requests

When a multivolume tape volume reaches the end-of-tape (EOT) mark, the magnetic tape file system
suspends processing and sends a message to the operator to mount the next tape. The operator
responds using one of the following REPLY commands:

* REPLY/TO=identification-number label
* REPLY/INITIALIZE TAPE=identification-number label
» REPLY/BLANK TAPE=identification-number labe!

» REPLY/ABORT=identification-number
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The /TO qualifier indicates that the file system request has been fulfilled. When the request from the
magnetic tape file system specifies a volume label, the operator mounts the specified tape and enters
the REPLY/TO command;however, if the file system requests a new volume, the operator can reuse

a scratch volume by mounting it and by entering the REPLY/INITIALIZE TAPE command. The
operator also can mount a blank volume and then enter the REPLY/BLANK TAPE command. In any
case, the operator may add the message “label” to the REPLY command to specify the volume's label.
The quotation marks (““ ) are required syntax.

If the request is “REMOUNT” or “MOUNT NEW?”, the label is required in the message text. If the
request is “MOUNT?”, no label is needed.

The /ABORT qualifier indicates that the file system request has been canceled.

Enabling and Disabling Operator Status on a Terminal

Any terminal connected to the operating system can be established as an operator's terminal if
OPCOM is running. When an operator who is logged in to an account with OPER (operator) privilege
enters the REPLY/ENABLE command at the designated terminal, that terminal can be used to
respond to user requests and to monitor device status. Such a terminal retains operator status until it

is specifically disabled, or until the end of the current interactive session, if it was established as a
temporary operator's terminal (see the description of the  TEMPORARY qualifier).

Operator messages are printed on the system console terminal unless that terminal is explicitly
disabled as an operator's terminal.

When the operator enters the REPLY/ENABLE command, OPCOM confirms that the terminal has
been enabled. For example:

$ REPLY/ ENABLE

%OPCOM 24- DEC- 2001 10:22:19.75, operator status for operator OPAO
CENTRAL, PRI NTER, TAPES, DI SKS, DEVICES, CARDS, NETWORK, CLUSTER, LI CENSE,
OPER1, OPER2, OPER3, OPER4, OPER5, OPER6, OPER7, OPER8, OPER9, OPERLO,
OPER11, OPER12

When the operator enters the REPLY/DISABLE command, OPCOM uses the following message to
confirm that the terminal is no longer an operator terminal:

%PCOM 24- DEC- 2017 10:03: 23. 48, operator disabled, operator OPAO

To grant specific operator status on a particular terminal, the operator includes one or more keywords
after the /ENABLE qualifier. For example, to establish a terminal as an operator terminal that can
receive messages pertaining to mounting and dismounting tapes and disks, the operator enters the
following:

$ REPLY/ ENABLE=( DI SKS, TAPES)

%PCOVM, 24- DEC- 2001 10: 04:00. 18, operator enabl ed, operator OPAO

$

%PCOM 24- DEC- 2001 10:04:00.47, operator status for operator OPAO
TAPES, DI SKS

OPCOM confirms that the terminal has operator status for tape and disk messages.

To discontinue specific operator status, the operator includes one or more keywords after
the /DISABLE qualifier. For example, to inhibit an operator terminal from receiving messages
pertaining to mounting and dismounting disks, the operator enters the following command:
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$ REPLY/ DI SABLE=DI SKS
%OPCOM  24- DEC- 2017 10: 04: 30. 83, operator status for operator OPAOTAPES

Note that OPCOM lists the specific operator status still assigned to the terminal.

When an operator disables operator status on all terminals, including the system console terminal,
OPCOM records all subsequent messages in the operator log file, except user requests and messages
requiring an operator reply.

%OPCOV S- OPRNOTI F, operator notified, waiting. 10:06:03.25
%6OPCOM S- OPREPLY, %0PCOM 24- DEC- 2001 10: 06: 03: 25, no operator coverage

To determine the operator status and to obtain a list of pending requests for a particular terminal, the
operator enters the following command:

$ REPLY/ STATUS

This command also shows all outstanding requests for this operator.

Closing the Operator's Log File and Opening a New One

To close the current operator's log file and open anew one, the operator enters the REPLY/LOG
command. If OPCOM is running, all subsequent messages are recorded in the new log file. To close
the current log file without opening a new one, the operator enters the REPLY/NOLOG command. All
subsequent messages are not recorded until the operator enters the REPLY/LOG command.

Qualifiers

/ABORT=identification-number

Sends a message to the user or magnetic tape file system corresponding to the unique
identification number and cancels the request.

/ALL
Requires OPER (operator) privilege.

Broadcasts a message to all terminals that are attached to the system or cluster. These terminals
must be turned on and have broadcast-message reception enabled. The /ALL qualifier is
incompatible with the /USERNAME and /TERMINAL qualifiers.

/BELL

Rings a bell at the terminal receiving a message when entered with the /ALL, the /TERMINAL,
or the /USERNAME qualifier; two bells when entered with the /URGENT qualifier; and three
bells when entered with the /SHUTDOWN qualifier.

/BLANK TAPE=identification-number
Requires VOLPRO (volume protection) privilege.

Sends a message to the magnetic tape file system indicated by the identification number to
override the checking of volume label information. The volume label must be specified in the
message-text parameter. The current terminal must be enabled as an operator terminal for TAPES.
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/DISABLE[=(keyword[,...])]

Requires OPER (operator) privilege. Requires OPER and SECURITY privileges for security
messages.

If the operator communication manager (OPCOM) is running, restores to normal(that is, non
operator) status the terminal at which the command is entered. The /DISABLE qualifier cannot
be entered from a batch job. To restrict the types of messages displayed on an operator's terminal,
specify one of the following keywords:

CARDS Inhibits messages sent to the card readers.

CENTRAL Inhibits messages sent to the central system operator.

CLUSTER Inhibits messages from the connection manager pertaining to cluster state
changes.

DEVICES Inhibits messages pertaining to mounting disks.

DISKS Inhibits messages pertaining to mounting and dismounting disk volumes.

LICENSE Inhibits messages pertaining to software licenses.

NETWORK Inhibits messages pertaining to networks; the keyword CENTRAL must

also be specified to inhibit network messages.

OPERI1 to OPER12 Inhibits messages sent to operators identified as OPER1 to OPER12.

PRINTER Inhibits messages pertaining to print requests.

SECURITY Inhibits messages pertaining to security events; requires SECURITY
privilege.

TAPES Inhibits messages pertaining to mounting and dismounting tape volumes.

When an operator logs out from a remote or a dial-in terminal, the operator terminal is
automatically disabled.

/ENABLE[=(keyword][,...])]

Requires OPER (operator) privilege. Requires OPER and SECURITY privileges for security
messages.

Designates as an operator's terminal the terminal at which the REPLY command is entered, if
OPCOM is running. The /ENABLE qualifier cannot be entered from a batch job. To enable the
following types of messages displayed on an operator's terminal, specify one of the following

keywords:

CARDS Displays messages sent to the card readers.

CENTRAL Displays messages sent to the central system operator.

CLUSTER Displays messages from the connection manager pertaining to cluster state
changes.

DEVICES Displays messages pertaining to mounting disks.

DISKS Displays messages pertaining to mounting and dismounting disk volumes.

LICENSE Displays messages pertaining to software licenses.

NETWORK Displays messages pertaining to networks; the keyword CENTRAL must
also be specified to inhibit network messages.

OPERI1 to OPER12 Displays messages sent to operators identified as OPER1 to OPER12.
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PRINTER Displays messages pertaining to print requests.

SECURITY Allows messages pertaining to security events; requires SECURITY
privilege.

TAPES Allows messages pertaining to mounting and dismounting tape volumes.

/INITIALIZE TAPE=identification-number

Sends a message to the magnetic tape file system indicated by the identification number to
initialize a magnetic tape volume. This qualifier can be used whenever the file system requests the
mounting of a new volume. The system performs normal protection and expiration checks before
initializing the volume. The current terminal must be enabled as an operator terminal for TAPES.

If the tape drive cannot read the volume, the mount fails and an error message is returned. Use
the /BLANK _TAPE qualifier to override the checking of information on a volume label.

/LOG
/NOLOG

Requires OPER (operator) privilege.

Closes the current operator's log file and opens a new one if OPCOM is running. The /NOLOG
qualifier closes the current log file, but does not open anew log file. The current terminal must be
enabled as an operator terminal. The operator can then examine the contents of the previous log
file.

/NODE[=(node-namef,...])]

Sends a message to the local cluster node only. The optional parameter list allows you to specify
which nodes will receive the message. Default sends messages to all cluster nodes.

/NOTIFY (default)
/NONOTIFY

Sends a message describing success back to the originating terminal.
/PENDING=identification-number
Requires OPER privilege.

Sends a message to the user specified by the identification number and prevents the user from
entering other commands until the operator fulfills or aborts the request. The current terminal
must be enabled as an operator terminal.

/SHUTDOWN

Sends a message beginning “SHUTDOWN...”; if used with the /BELL qualifier, rings three bells
at terminals receiving the message.

/STATUS
Requires OPER (operator) privilege.

Reports the current operator status and all outstanding user requests for the terminal from which
this command was entered. The current terminal must be enabled as an operator terminal.
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/TEMPORARY

Designates the terminal at which the command is entered to be an operator's terminal for the
current interactive session only. This qualifier is meaningful only when used with the /ENABLE
qualifier.

/TERMINAL=(terminal-name,...])

Requires OPER (operator) privilege.

Broadcasts the message to specified terminals, where the terminal-name parameter is the device
name of the terminal. Incompatible with the /ALL and /USERNAME qualifiers.

/TO=identification-number

Requires OPER (operator) privilege.

Sends a message to the user or file system specified by the identification number and completes
the request. The current terminal must be enabled as an operator terminal.

Note that you can also use a variation of the REPLY/TO command in response to a
MOUNT/ASSIST command where you redirect the mount operation to another device. Whenever
you must substitute a device, load the user's volume on the alternate device and prepare the device
for connection before entering the REPLY command. Use the following syntax:

REPLY/ TO=i denti fi cati on- nunmber “SUBSTI TUTE devi ce- nane”

You can abbreviate the word SUBSTITUTE to S and can use uppercase or lowercase characters.
After a space, use the remainder of the message-text space to name the substituted device.

/URGENT

Sends a message beginning “URGENT...”; if used with the /BELL qualifier, rings two bells at
terminals receiving the message.

/USERNAME[=(username],...])]

Requires OPER (operator) privilege.

Broadcasts a message to all terminals at which users are logged in to the system (or OpenVMS
Cluster), or only to the terminals of the specified users. Incompatible with the /ALL
and /TERMINAL qualifiers.

/WAIT

Sends a message synchronously and then waits. The default is to send a message to OPCOM,
which does the actual I/O. On a cluster, the message is sent to the local node.

Examples

1.

$ REPLY/ALL/BELL "SYSTEM GO NG DOMN FOR BACK- UP. PLEASE LOG OFF. "

The REPLY command in this example broadcasts a message to all terminals on the system. When
the message appears at the user's terminal, it is prefixed with the terminal name, the user name of
the sender, and (when DECnet-Plus or DECnet for OpenVMS is installed) the node name. The
bell sounds at the terminal as the message is displayed.
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$ REPLY/ ENABLE=DI SKS

%PCOM  24- DEC- 2001, 10:17:09.02, operator enabl ed, operator OPAO
$

%PCOM  24- DEC- 2001 10:17:10.30, operator status for operator OPAO
Dl SKS

The REPLY/ENABLE command in this example designates the terminal OPAO as an operator
terminal that can receive messages pertaining to mounting and dismounting disks. The OPCOM
message confirms that terminal OPAO is established as an operator's terminal.

%OPCOM  24- DEC- 2001 10:19: 33.21, request 5, from user SYSTEM
OPAO0, Pl ease nount OPGUI DE on DKA3:

$ REPLY/ PENDI NG=5 "YQU LL HAVE TO WAIT... -

_$ THERE ARE SEVERAL REQUESTS BEFORE YOURS'

$ REPLY/ TO=5
24- DEC- 2001 10: 20: 25.50, request 5 conpl eted by operator OPAO

In this example the OPCOM message indicates that a user wants the operator to place the disk
volume labeled OPGUIDE on the disk drive DKA3 and prepare the device for connection. The
REPLY/PENDING command indicates that the operator can perform the task but not immediately;
the /PENDING qualifier prevents the user from entering other commands until the operator fulfills
or aborts the request. After mounting the disk on the drive the operator sends a message indicating
that the request has been fulfilled. When no message is specified, OPCOM sends a standard
message indicating that the task has been performed.

%0088080888080 OPCOM 24- DEC- 2001 10: 20: 50. 39 %848488808880800
request 5 from user ROBI NSON

Pl ease nount vol une GRAPHI C FILES in device _DUAL1:
Shelf 4 - slot B

$ REPLY/ TO=5 "SUBSTI TUTE DUA4"

The REPLY/TO command with the SUBSTITUTE syntax in this example is used in response to
a MOUNT/ASSIST command entered by user ROBINSON. The MOUNT device is switched to
DUAA4, and the logical name specified by the user in the MOUNT command is defined with an
equivalence name of DUA4 rather than the drive originally specified.

$ REPLY/ STATUS
%OPCOM 24- DEC- 2001 10: 20:50. 39, operator status for operator OPAO
DI SKS

The REPLY/STATUS command in this example requests that the operator terminal status for
terminal OPAOQ be displayed. The response from OPCOM indicates that terminal OPAO is enabled
to receive messages from disk devices.

$ REPLY/BELL/ TERM NAL=TTC1: "YOUR FILE HAS COVPLETED PRI NTING BOB S."

The REPLY command in this example sends a message to the user logged in at terminal TTC1.
When the message displays, a bell rings at that terminal.

$ REPLY/ ENABLE

%PCOM 24- DEC- 2001 10:22:19.75, operator status for operator OPAO
CENTRAL, PRI NTER, TAPES, DI SKS, DEVICES, CARDS, NETWORK, CLUSTER,
LI CENSE, OPER11, OPER12
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$ REPLY/ DI SABLE=( PRI NTER, TAPES)
%PCOM  24- DEC- 2001 10: 22: 26. 07, operator disabled, operator OPAO

The REPLY/ENABLE command in this example designates terminal OPAO to receive messages
from all facilities. Later, the REPLY/DISABLE command selectively disables OPAO from
receiving messages pertaining to print devices and tapes.

REQUEST

REQUEST — Displays a message at a system operator's terminal and optionally requests a reply. All
messages are logged at the operator's console and in the operator's log file, if that file is initialized.
To use this command, you must start the operator communication process (OPCOM) at boot time

by specifying the DCL command @SYS$SYSTEM:STARTUP OPCOM in the site-specific startup
command file, SYSSMANAGER:SYSTARTUP.COM.

Format

REQUEST nessage-t ext

Parameter

message-t ext

Specifies the text of the message to be displayed. The string can be up to 128 characters. If the string
contains spaces, special characters, or lower-case characters, enclose it in quotation marks (" ").

Description

When you use the REQUEST command to send a message to an operator, the message is displayed at
the operator terminals specified with the /TO qualifier.

If you specify the /REPLY qualifier, the message is assigned an identification number, so the operator
can respond to the message. The system displays the following message:

%OPCOM S- OPRNOTI F, operator notified, waiting...hh:nmss

When the operator responds to your request, the system displays a message such as the following:

%PCOVt S- OPREPLY, nessage text entered by operator

If you request a reply, you cannot enter any commands until the operator responds. If you press
Ctrl/C, the system displays the following message:

REQUEST - Enter message or cancel with "~Z
REQUEST - Message?

At this time, you can either enter another message, or press Ctrl/Z to cancel the request. If you enter
another message, that message is sent to the operator, and you must continue to wait for a reply.

All messages are logged at the central operator's console and in the system operator's log file, if that
file is initialized.
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Qualifiers

/REPLY

Requests a reply to the message and issues a unique identification number to which the operator
sends the response. The system displays a message that the operator has been notified; you cannot
enter any commands until the operator responds. If you press Ctrl/C before the operator responds,
you can then enter another message to the operator, or press Ctrl/Z to cancel the request.

/TO=(operatorf|,...])

Specifies one or more operators to whom you want to send the message. Possible keywords are as

follows:

CARDS Sends the message to operators designated to respond to card reader
requests.

CENTRAL Sends the message to the central system operator.

CLUSTER Sends the message to operators designated to respond to cluster-related
requests.

DEVICES Sends the message to operators who mount and dismount disks.

DISKS Sends the message to operators who mount and dismount disk volumes.

NETWORK Sends the message to the network operator.

OPERI1 to OPER12 Sends the message to operators identified as OPER1 to OPER12.

PRINTER Sends the message to operators designated to handle print requests.

SECURITY Sends the message to operators designated to respond to security-related
requests.

TAPES Sends the message to operators designated to mount and dismount tape
volumes.

Examples

1. $ PRI NT/ COPI ES=2/ QUEUE=LQ PRI NT REPORT. OUT/ FORM=LETTER
Job REPRT (queue LQAl, entry 401) pending
$ REQUEST/ REPLY/ TO=PRI NTER -

$"Have queued job 401 as FORMELETTER;

can you print it?"

%OPCOM S- OPRNOTI F, operator notified, waiting...10:42:16.10
%OPCOM S- OPREPLY, AFTER 11: 00
14- DEC- 2001 10: 25:32.40, request 3 conpleted by operator OPAO

In this example the PRINT command requests that multiple copies of a file be printed using a
special paper (/FORM=LETTER). After queueing the job to the printer, the REQUEST command
sends a message to the system operator.

The operator sends a reply after completing the request.

2. $ REQUEST/ REPLY

"Are you there?"

%OPCOM S- OPRNOTI F, operator notified, waiting...14:54:30.33

arl/C

REQUEST- Ent er

nessage or cancel request with ~Z

REQUEST- Message? Crl/Z

%OPCOM S- OPRNOTI F, operator notified, waiting...
%OPCOM F- RQSTCAN,

14:59: 01. 38
request was cancel ed
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In this example the REQUEST command issues a message and requests a response. When no
operator replies to the question, Ctrl/C is used to interrupt the request; then Ctrl/Z is used to cancel
it.

RETURN

RETURN — Terminates a GOSUB subroutine procedure and returns control to the command
following the calling GOSUB command.

Format

RETURN] st at us- code]

Parameter

st at us- code

Defines a longword (integer) value or expression equivalent to an integer value that gives the exit
status of the subroutine by defining a numeric value for the reserved global symbol $STATUS. The
value can be tested by the next outer command level. The low-order 3 bits of the longword integer
value change the value of the reserved global symbol SSEVERITY. If you specify a status code,
DCL interprets the code as a condition code. Note that even numeric values produce warning, error,
and fatal error messages, and that odd numeric values produce either no message or a success or
informational message.

If you do not specify a status code, the current value of SSTATUS is saved. When control returns to
the outer command level, SSTATUS contains the status of the most recently executed command or
program.

Description

The RETURN command terminates the GOSUB subroutine and returns control back to the command
following the calling GOSUB command.

When a DCL command, user program, or command procedure completes execution, the command
interpreter saves the condition code value in the global symbol$STATUS. The system maintains
this value in hexadecimal. If a RETURN command does not explicitly set a value for SSTATUS, the
command interpreter uses the current value of SSTATUS to determine the error status.

The low-order 3 bits of the status value contained in $STATUS represent the severity of the condition.
The reserved global symbol SSEVERITY contains this portion of the condition code. Severity values
range from O to 4, as shown in the following table:

Value Severity

0 Warning

1 Success

2 Error

3 Information

4 Severe (fatal) error
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Note that the success and information codes have odd numeric values, and that warning and error
codes have even numeric values.

Example

$ SHOW TI ME
15- DEC- 2001 14: 25: 42
$ GOsSUB SYMBOL

$ EXIT
$ SYMBOL:
$ SHOW SYMBOL RED
RED = "SET DEFAULT [LOWE. DCL]"
$ RETURN 1

The GOSUB command transfers control to the subroutine labeled SYMBOL. After the subroutine
is executed, the RETURN command transfers control back to the command following the calling
GOSUB statement, giving $STATUS and $SEVERITY a value of 1. The procedure then exits.

RUN (Image)

RUN (Image) — Executes an image within the context of your process. You can abbreviate the RUN
command to a single letter, R.

Format

RUNf i | espec

Parameter
filespec

Specifies an executable image to be executed. The file type defaults to .EXE. The asterisk (*) and the
percent sign (%) wildcard characters are not allowed.

Description

This command executes an image within the context of your process. You can abbreviate the RUN
command to a single letter, R.

When working with installed images, if you specify an image name in the command line with an
explicit version number (or a semicolon), the image runs with current process privileges. If you do not
specify an explicit version number (or semicolon), the image runs with any privileges with which it
was installed. See the VSI OpenVMS System Management Utilities Reference Manual: A-L for more
information about the Install utility.

If you invoke an image locally, you must have read (R) or execute (E) access to the image. If you have
DEChnet software installed and want to execute an image over the network, you must have read (R)
access to the image.

If you are invoking an image that requires one or more parameters, you must use the Automatic
Foreign Command format or the Foreign Command format. For additional information, see the string
assignment statement (:=) in the VSI OpenVMS DCL Dictionary: A-M, and see the VSI OpenVMS
User's Manual.
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Note

If you are invoking an image that requires one or more parameters, you must use the Automatic
Foreign Command format or the Foreign Command format. See the VSI OpenVMS User's Manual for
additional information.

Qualifier

/DEBUG
/NODEBUG

Executes the image under control of the debugger. The default is the /DEBUG qualifier if

the image is linked with the /DEBUG qualifier and the /NODEBUG qualifier if the image is
linked without the /DEBUG qualifier. The /DEBUG qualifier is invalid if the image is linked
with the /NOTRACEBACK qualifier. The /NODEBUG qualifier overrides the effect of the
LINK/DEBUG command. If the image was linked with the /TRACEBACK qualifier, traceback
reporting is performed when an error occurs.

If the image was not linked with the debugger, you can specify the /DEBUG qualifier to request
the debugger at execution time; however, if the /NOTRACEBACK qualifier was specified when
the image was linked, the /DEBUG qualifier is invalid.

For a complete description of the OpenVMS Debugger, see the VSI OpenVMS Debugger Manual.

To get help on debugger commands from the DCL level, type the following command:

$ HELP/ LI BRARY=SYS$HELP: DBGSHELP DEBUG

Examples

L.

$ RUN LI BRA. EXE

The image LIBRA.EXE starts executing in the process. If the image LIBRA has been installed
with amplified privileges, it runs with those privileges because you have not explicitly specified a
version number or a semicolon. Alternatively, the image LIBRA.EXE still runs with its amplified
privileges, if you enter the RUN command as follows:

$ RUN LI BRA. EXE

$ MACRO ENABLE=DEBUG ORI ON
$ LI NK/ DEBUG ORI ON
$ RUN ORI ON

OpenVMS | 64 DEBUGG4 Version V8. 3-014

9%OEBUG- | - I NI TI AL, Language: | MACRO, Modul e: ORI ON
DBG>

$ RUN NODEBUG ORI ON

A program is compiled, linked, and run with the debugger. Subsequently, a RUN/NODEBUG
command requests that the debugger, which is present in the image, not issue a prompt. If an error
occurs while the image executes, the debugger can perform traceback and report on the error.
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3. $ RUN AQUARI US. EXE; 1

The image AQUARIUS.EXE starts executing in the process. If the image AQUARIUS.EXE has
been installed with amplified privileges, it does not run with those privileges because you have
specified a version number. Instead, the image runs with current process privileges only. When
you specify a version number (or even just a semicolon), the image activator does not search its
list of special images that have been installed with privileges. The process AQUARIUS still runs
with only normal process privileges if you enter the RUN command as follows:

$ RUN AQUARI US. EXE;

In this case, however, the highest version of the image AQUARIUS runs.

RUN (Process)

RUN (Process) — Creates a subprocess or a detached process to run an image and deletes the
process when the image completes execution. A subprocess is created if any of the qualifiers except
the /UIC or the /DETACHED qualifier is specified. A detached process is created if the /UIC or

the /DETACHED qualifier is specified and you have the IMPERSONATE user privilege.

Format

RUNf i | espec

Parameter

fil espec

Specifies the file name of an executable image to be executed in a separate process. The default file
type is .EXE. The asterisk (*) and the percent sign (%) wildcard characters are not allowed in the file
specification.

Description

The RUN command creates a process to execute the specified image. If you specify the /UIC or
the /DETACHED qualifier, the RUN command creates a detached process; otherwise, the RUN
command creates a subprocess.

When you specify any qualifiers with the RUN command, the RUN command creates a process and
displays the process identification (PID) code in SYSSOUTPUT. The newly created process executes
the image named in the file specification. When the image has finished executing, the system deletes
the process that was running that image.

By default, the RUN command creates a subprocess with the same user identification code (UIC),
current disk and directory defaults, privileges, and priority as the current process.

If the detached process terminates unexpectedly and you want to find out why, you can use the
Accounting utility to display the final exit status of the process. For more information, see the VS
OpenVMS System Management Utilities Reference Manual.

Both the /DETACHED and the /UIC qualifiers request the RUN command to create a detached
process. You must have the user privilege IMPERSONATE or CMKRNL to create a detached process
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with a different UIC. When you create a detached process, the resource quotas are established as
follows:

* Ifyou do not specify a value for a particular quota, that quota is given the value of the
corresponding PQL D* (default) system parameter.

* Ifyou specify a value for a particular quota, that value is compared with the quotas for the creator
process (maximum) and the system parameters PQL_M?* (minimum). If the value you specify is
within the allowed range, it is used for the new process. If you specify a value greater than the
creator process's quota, the creator process's quota is used. If the specified value is less than the
corresponding system parameter, the system parameter value is substituted.

However, if you have the IMPERSONATE or CMKRNL privilege, you can specify any quotas for the
detached process.

Input, Output, and Error Streams

Use the following qualifiers to assign equivalence names for the logical names SYS$INPUT,
SYS$SOUTPUT, and SYS$SERROR for the process:

/INPUT
/OUTPUT
/ERROR

The equivalence names you specify for these process-permanent files are interpreted within the
context of the process you are creating. For example, file type defaults, and logical name use and
translation are image- and language-dependent.

Defining Process Attributes
Use the following qualifiers to override the default attributes for a process:

/ACCOUNTING
/DUMP

/PRIORITY
/PRIVILEGES
/PROCESS NAME
/SERVICE_FAILURE
/SWAPPING

Assigning Resource Quotas

When you enter a RUN command to create a process, you can define quotas to restrict the amount of
various system resources available to the process. The following resource quota is deductible when
you create a subprocess; that is, the value you specify is subtracted from your current quota and given
to the subprocess:

Qualifier Quota

/TIME_LIMIT CPUTIME

The quota amount is returned to your current process when the subprocess is deleted.

The system defines minimum values for each specifiable quota. If you specify a quota that is
below the minimum, or if you specify a deductible quota that reduces your current quota below the
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minimum, the RUN command cannot create the process. To determine your current quotas, enter the
SHOWPROCESS/QUOTAS command.

You can also specify limits for nondeductible quotas. Nondeductible quotas are established
and maintained separately for each process and subprocess. The following qualifiers specify
nondeductible quotas:

Qualifier Quota

/AST LIMIT ASTLM
/EXTENT WSEXTENT
/10 BUFFERED BIOLM
/10_DIRECT DIOLM
/MAXIMUM WORKING SET |[|WSQUOTA
/WORKING_SET WSDEFAULT

A third type of quota treatment is pooling. Pooled quotas are established when a detached process is
created. They are shared by that process and all its descendent subprocesses. Charges against pooled
quota values are subtracted from the current available totals as they are used and are added back to the
total when they are not being used. The following qualifiers specify pooled quotas:

Qualifier Quota
/BUFFER_LIMIT BYTLM
/ENQUEUE_LIMIT ENQLM
/FILE_LIMIT FILLM
/PAGE_FILE PGFLQUOTA
/QUEUE_LIMIT TQELM
/SUBPROCESS LIMIT PRCLM

Hibernation and Scheduled Wakeup Requests
Use the following qualifiers to schedule execution of the image:

/DELAY
/INTERVAL
/SCHEDULE

If you specify any of these qualifiers, the RUN command creates the process and places it in
hibernation. The process cannot execute the image until it is awakened. Time values specified with
these three qualifiers control when the process is awakened to execute the specified image.

You can schedule wakeup requests for a specified delta time (/DELAY qualifier) or absolute time
(/SCHEDULE qualifier). You can also schedule wakeup requests for recurrent intervals with

the /INTERVAL qualifier. If you specify an interval time, the created process is awakened to execute
the specified image at fixed time intervals. If the image terminates normally (for example, by a RET
instruction), the process returns to a state of hibernation, awaiting the next scheduled wakeup time
and user-mode exit handlers are not called. At the next wakeup time, the image is recalled at its entry
point; the image is not reactivated. If the image terminates abnormally, or by an $SEXIT command, or
by a SFORCEX command, the process does not return to hibernation, further scheduling requests are
terminated, user-mode exit handlers are called, the image exits, and the created process is deleted.
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Use the /PROCESS NAME qualifier to give the created process a name. You can use this process
name in a subsequent STOP or CANCEL command. A STOP command terminates execution of the
image in the process and causes the process to be deleted. The CANCEL command cancels wakeup
requests that are scheduled but have not yet been delivered.

Qualifiers

JACCOUNTING (default)
/NOACCOUNTING

Requires ACNT (accounting) privilege to use the/NOACCOUNTING qualifier.

The /NOACCOUNTING qualifier stops the current accounting file tracking the resources used by
the created process.

The /ACCOUNTING qualifier (the default) has no effect.

/AST LIMIT=quota

Specifies the maximum number of asynchronous system traps (ASTs) that the created process can
have outstanding.

If you do specify an AST limit quota, the default quota established at system generation time is
used. The minimum required for any process to execute is 2.

The AST limit quota is nondeductible.

/AUTHORIZE
/NOAUTHORIZE (default)

Requires IMPERSONATE privilege.

When the image to be executed is the system login image (LOGINOUT.EXE), this qualifier
searches the user authorization file (UAF) to validate a detached process. The /NOAUTHORIZE
qualifier creates a detached process that runs under the control of the command interpreter.

When you specify the /AUTHORIZE qualifier, quotas are derived from the user authorization
file (UAF) record of the process' owner. Any qualifiers to the RUN command that specify other
quotas are ignored in favor of the UAF quotas.

When you specify the /NOAUTHORIZE qualifier, quotas are derived from the system parameters
that set process quota default limits (parameters prefixed with PQL_D).

Specify the /AUTHORIZE qualifier if you want the login image to check the UAF whenever a
detached process is created. The process-permanent files specified by the /INPUT and /OUTPUT
qualifiers are made available to the command interpreter for input and output.

/BUFFER_LIMIT=quota

Specifies the maximum amount of memory, in bytes, that the process can use for buffered 1/0
operations or for temporary mailbox creation.

If you do not specify a buffered I/O quota, the default value established at system generation time
is used. The minimum amount required for any process to execute is 1024 bytes.

The buffer limit quota is pooled.
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/DELAY=delta-time
Places the created process in hibernation and awakens it after a specified time interval.

Specify the delta time according to the rules described for entering delta times in the VS/
OpenVMS User's Manual or the online help topic Date.

If you specify both the /DELAY and /INTERVAL qualifiers, the first wakeup request occurs at
the time specified by the /DELAY qualifier. All subsequent wakeup requests occur at the interval
specified by the /INTERVAL qualifier.

/DETACHED

Creates a detached process with the same user identification code (UIC) as the current process.
(To create a detached process with a different UIC, use the/UIC qualifier.) By default, the created
process is not a detached process.

By default, resource quotas for the detached process are limited by the quotas of the creator
process (maximum) and the system parameters PQL_M*(minimum). The IMPERSONATE
or CMKRNL privilege allows you to specify any quotas for the detached process that

exceed the normal range. Unless you have the IMPERSONATE or CMKRNL privilege, the
maximum number of detached processes that you can create is limited to the quota defined by
MAX_ DETACH in your UAF.

/DUMP
/NODUMP (default)

When an image terminates because of an unhandled error, the /DUMP qualifier causes the
contents of the address space to be written to the file named i mage- name.DMP in the process's
default device and directory. You can then use the Analyze/Process Dump utility to analyze the
dump.

/ENQUEUE_LIMIT=quota
Specifies the maximum number of locks that a process can have outstanding at any one time.

The default quota is that established at system generation time. The minimum required for any
process to operate is 2.

/ERROR=filespec

Defines an equivalence name string of 1 to 63 alphanumeric characters for the logical device
name SYSSERROR. The logical name and equivalence name are placed in the process logical
name table for the created process. (The /ERROR qualifier is ignored if you are running
SYS$SYSTEM:LOGINOUT.)

/EXTENT=quota

Specifies the maximum size to which the image being executed in the process can increase its
physical memory size.

The default quota is that established at system generation time. The minimum value required for
any process to execute is 10 pages.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the operating system
rounds up this value to the nearest CPU-specific page so that actual amount of physical memory
allowed may be larger than the specified amount on Alpha.
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The extent quota is nondeductible.
/FILE_LIMIT=quota
Specifies the maximum number of files that a process can have open at any onetime.

The default quota is the quota established at system generation time. The minimum amount
required for any process to execute is 2.

The file limit quota is pooled.
/INPUT=Hfilespec

Defines an equivalence name string of 1 to 63 characters for SYSSINPUT. The logical name and
equivalence name are placed in the process logical name table for the created process.

/INTERVAL=delta-time

Requests that the created process be placed in hibernation and be awakened at regularly scheduled
intervals.

Specify the delta time according to the rules described in the VST OpenVMS User's Manual or the
online help topic Date.

If you specify the /DELAY or the /SCHEDULE qualifier with the /INTERVAL qualifier, the
first wakeup request occurs at the time specified by the /DELAY or the /SCHEDULE qualifier;
all subsequent wakeup requests occur at intervals specified by the /INTERVAL qualifier. If you
specify neither the /DELAY nor the /SCHEDULE qualifier with the /INTERVAL qualifier, the
first wakeup request occurs immediately by default.

/10_BUFFERED=quota

Specifies the maximum number of system-buffered I/O operations that the created process can
have outstanding at any one time.

The default quota is the quota established at system generation time. The minimum required for
any process to execute is 2.

The buffered I/O quota is nondeductible.
/10_DIRECT=quota

Specifies the maximum number of direct I/O operations that the created process can have
outstanding at any one time.

The default quota is the quota established at system generation time. The minimum required for
any process to execute is 2.

The direct I/O quota is nondeductible.
/JOB_TABLE QUOTA=quota
Allows you to specify a quota for a detached process's jobwide logical name table.

A value of 0 has a special meaning. It means that the table, for all practical purposes, has infinite
quota because its quota is pooled with that of its parent table, the system directory table.
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Note that the /JOB_ TABLE QUOTA qualifier is relevant only for detached processes. If
the /JOB_TABLE QUOTA qualifier is specified in a RUN command that results in the creation
of a subprocess, it is ignored.

/KERNEL THREAD LIMIT=n

Sets the limit of the number of kernel threads that can be created in the new process. If the value
specified is higher than the SYSGEN parameter MULTITHREAD, an error message is returned.
Specifying the value 0 makes the process use the systemwide limit set by the MULTITHREAD
parameter.

/MAILBOX=unit

Specifies the unit number of a mailbox to receive a termination message when the created process
is deleted. If no mailbox is specified, the creating process receives no notification when the
subprocess or detached process has been deleted.

/MAXIMUM_WORKING_SET= quota

Specifies the maximum size (up to 64K pages) to which the image being executed in the process
can increase its working set size. An image can increase its working set size by calling the
$ADJWSL (Adjust Working Set Limit) system service.

The default quota is the quota established at system generation time. The minimum value required
for any process to execute is 10 pages.

The maximum working set quota is nondeductible.
/ON=node name

Specifies an OpenVMS Cluster node on which a detached process is to be created. Quotas are
determined by comparing the values you specify with the RUN command with the quotas of the
creator process (maximum) and the PQL_M* system parameters on the target node (minimum).
To specify quotas outside that range, you must have IMPERSONATE or CMKRNL privilege.
Omitted quota values default to the values of the PQL_D* system parameters on the target node.

The qualifier value node_nane is a 1- to 6-character string containing the SCS node name of the
requested node.

For example, to create a process named BAR on node FOO that runs MY PROG.EXE, enter the
following command:

$ RUN $10$DKB100: [ SM TH] MY_PROG. EXE / DETACH / ON=" FOO'/ PROCESS_NAME=" BAR"

Note that the disk containing the image must be mounted on the specified node. Because the
disk might not be mounted on the node on which the command is entered, the RUN command
processor does not check whether the image exists. Consequently, the command can complete
without error even though the created process aborts immediately because the image file cannot
be found.

/OUTPUT=Ailespec

Defines an equivalence name string of 1 to 63 characters for the logical device name SY'S
$OUTPUT. Both the equivalence name and the logical name are placed in the process logical
name table for the created process.
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/PAGE_FILE=quota

Specifies the maximum number of pagelets that can be allocated in the paging file for the process.
The paging file quota is the amount of secondary storage available during execution of the image.

The default quota is the quota established at system generation time. The minimum value required
for a process to execute is 256 pagelets. The paging file quota is pooled.

/PRIORITY=n

Requires ALTPRI (alter priority) privilege to set the priority higher than your current process.
Specifies the base priority at which the created process executes.

On Alpha, the value of parameter n is a decimal 0 to 63, where 63 is the highest priority and zero
is the lowest. Normal priorities range from 0 to 15; real-time priorities range from 16 to 63.

The default priority is that of the current process.

/PRIVILEGES=(privilegel,...])

Requires SETPRYV (set privilege) privilege to specify privileges that you do not have.

Defines user privileges for the created process. You can extend any privilege you possess to a
process you create. By default, the created process has the same privileges as its creator. If you
specify only one privilege, you can omit the parentheses.

For a list of process privileges, see the VSI OpenVMS Guide to System Security.

You can also use the keyword NOSAME as the privilege parameter. If you
specify /PRIVILEGES=NOSAME, the created process has no privileges.

/PROCESS NAME=process-name

Specifies a name of 1 to 15 characters for the created process. The process name is implicitly
qualified by the group number of the process's user identification code (UIC). By default, the
name is null.

/QUEUE_LIMIT=quota

Specifies the maximum number of timer queue entries that the created process can have
outstanding at any one time. This number includes timer requests and scheduled wakeup requests.

The default quota is the quota established at system generation time. A process does not require
any timer queue quota in order to execute.

The timer queue entry quota is pooled.

/RESOURCE_WAIT (default)
/NORESOURCE_WAIT

Places the created process in a wait state when a resource required for a particular function is not
available.

If you specify the/ NORESOURCE_WAIT qualifier, the process receives an error status code
when a resource is unavailable.
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/SCHEDULE=absolute-time
Places the created process in hibernation and awakens it at the specified time.

Specify the absolute time value according to the rules given for entering absolute time values in
the VSI OpenVMS User's Manual or the online help topic Date.

/SERVICE_FAILURE
/NOSERVICE FAILURE (default)

Enables or disables an exception condition notification if an error occurs during a system service
request. By default, an error status code is returned to the process.

If you specify the /SERVICE FAILURE qualifier and an error occurs during a system service
request, the process encounters an exception condition.

/SSLOG_ENABLE[=COUNT=n] [,FLAGS=[NOJARG]
Valid on Alpha and Integrity server systems only.

Requires CMEXEC, CMKRNL, or SETPRYV privilege to log argument values. The SYSGEN
parameter SYSSER LOGGING must be enabled or the command will fail.).

Creates a process with system service logging enabled.

Keywords are as follows:

Keyword Explanation
COUNT=~n Specifies how many P2-space buffers to log. (Default: 2)
FLAGS=[NO]ARG Specifies whether or not service argument values are to be logged.

The default is ARG, which requires privileges. If the value is ARG but
you lack privilege, no argument values are logged.

When enabling SSLOG for a process, you can specify the number of buffers to be used for
logging. Buffers are allocated in P2 space and are charged against the process's paging file quota.
Each buffer is 65,024 bytes or FE00;¢ bytes. The buffer space remains allocated and the quota
charged until the process is deleted.

Before you delete the process, stop the logging and close the log file by executing the SET
PROCESS/SSLOG=STATE=UNLOAD command. The log file does not close automatically.

To analyze the log file, use the DCL command ANALYZE/SSLOG, which is described in online
help and in the System Service Logging chapter of the VSI OpenVMS System Analysis Tools
Manual.

/SUBPROCESS LIMIT=quota
Specifies the maximum number of subprocesses that the created process is allowed to create.

The default quota is the quota established at system generation time. A process does not require
any subprocess quota in order to execute.

The subprocess limit quota is pooled.
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/SWAPPING (default)
/NOSWAPPING

Requires PSWAPM (process swap mode) privilege to inhibit process swapping.

Permits the process to be swapped. The default allows a process to be swapped from the balance
set in physical memory to allow other processes to execute.

With /NOSWAPPING in effect, the process is not swapped out of the balance set when it is in a
wait state. By default, a process may be swapped out of the balance set whenever it is in a wait
state.

/TIME_LIMIT=limit

Specifies the maximum amount of CPU time (in delta time) a created process can use. CPU time
is allocated to the created process in units of 10 milliseconds. When it has exhausted its CPU time
limit quota, the created process is deleted.

If this quota is not specified and the created process is a detached process, the detached process
receives a default value of zero, that is, unlimited CPU time.

If this quota is not specified and the created process is a subprocess, the subprocess receives half
the CPU time limit quota of the creating process.

If this quota is specified as zero, the created process has unlimited CPU time providing that the
creating process also has unlimited CPU time. If, however, the creating process does not have
unlimited CPU time, the created process receives half the CPU time limit quota of the creating
process.

The CPU time limit quota is a consumable quota; that is, the amount of CPU time used by the
created process is not returned to the creating process when the created process is deleted.

If you restrict CPU time for a process, specify the time limit according to the rules for specifying
delta time values, as described in the VSI OpenVMS User's Manual or the online help topic Date.

/TRUSTED

Specifies that the created process is part of the Trusted Computing Base (TCB) and performs its
own auditing. The /DETACH qualifier is required as well as the IMPERSONATE privilege.

/UIC=uic

Specifies that the created process be a detached process and assigns it a user identification code
(UIC). Specify the UIC by using standard UIC format as described in the VSI OpenVMS Guide to
System Security.

/WORKING_SET=default

Specifies the number of pages in the working set of the created process.

The default working set size is the size established at system generation time. The minimum
number of pages required for a process to execute is 10 pages. The value specified cannot be
greater than the quota specified with /MAXIMUM_WORKING SET.

The maximum working set quota is nondeductible.
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Examples

L.

4.

$ RUN PROCESS_NAME=SUBA  SCANLI NE
YRUN- S- PROC I D, identification of created process is 00010044,

In this example, the RUN command creates a subprocess named SUBA to run the image
SCANLINE.EXE. The system gives the subprocess an identification number of 00010044.

$ RUN DELAY=3: 30/ QUTPUT=BALANCE. QUT BALANCE

In this example, the RUN command creates a subprocess to run the image BALANCE.EXE 3
hours and 30 minutes from now; output is written to the file BALANCE.OUT.

$ RUN | NTERVAL=1: 40/ PROCESS_NAME=STAT  STATCHK
%RUN- S- PROC I D, identification of created process is 00050023

$ CANCEL STAT

In this example, the RUN command creates a subprocess named STAT to execute the image
STATCHK.EXE. The process is scheduled to execute the image at intervals of 1 hour and 40
minutes. The process hibernates; however, because neither the/DELAY nor the /SCHEDULE
qualifier is specified, the first wakeup request occurs immediately.

The CANCEL command subsequently cancels the wakeup requests posted by the INTERVAL
qualifier. If the process is currently executing the image, it completes the execution and
hibernates.

$ RUN PROCESS_NAME=LYRA LYRA -

_$/ QUTPUT=_TTB3: -

_$/ ERROR=_TTBS3:

YRUN- S- PROC I D, identification of created process is 000A002F

In this example, the RUN command creates a subprocess named LYRA to execute the image
LYRA.EXE. The /OUTPUT and /ERROR qualifiers assign equivalences to the logical names
SYSSOUTPUT and SYSSERROR for the subprocess. Any messages the subprocess writes to its
default output devices are displayed on the terminal TTB3.

$ RUN Ul C=[ 100, 4] / PRI VI LEGES=( SAME, NOPSWAPN) -
_$/ NORESOURCE_ WAIT  OVERSEER
YRUN- S- PROC I D, identification of created process is 0001002C

In this example, the RUN command creates a detached process to execute under the UIC [100,4].
The image OVERSEER.EXE is executed. The RUN command gives the process all the privileges
of the current process, except the ability to alter its swap mode. The /NORESOURCE WAIT
qualifier disables resource wait mode for the process.

RUNOFF

RUNOFF — Invokes the DIGITAL Standard Runoff (DSR) text formatter to format one or more
ASCII files. Creates formatted files from source DSR (.RNO) files, unformatted table of contents
(.RNT) files, and unformatted index (.RNX) files. Optionally creates intermediate (.BRN) files for
input to RUNOFF/CONTENTS and RUNOFF/INDEX commands. For more information about the
RUNOFF, RUNOFF/CONTENTS, and RUNOFF/INDEX commands and for a description of the
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DSR formatter, see the VSI OpenVMS User's Manual and the OpenVMS DIGITAL Standard Runoff
Reference Manual or online help.

Format

RUNOFFfi | especl[, .. .]

SEARCH

SEARCH — Searches one or more files for the specified strings and displays the lines containing
those strings.

Format

SEARCHf i | espec[,...] search-string[,...]

Parameters
filespec[,...]

Specifies one or more files to be searched. You must specify at least one file name. If you specify
more than one file name, separate the file specifications with commas ().

You can use the asterisk (*) and the percent sign (%) wildcard characters in the file specification.
search-string[,...]

Specifies the character string to be located in the specified files. Enclose strings containing lowercase
letters, blanks, or other non-alphanumeric characters (including spaces) in quotation marks (““ ).

You can use the /MATCH and /EXACT qualifiers to alter the way that SEARCH matches search
strings.

Description

The SEARCH command searches through files for specific character strings; all lines containing
occurrences of the strings are displayed. Use the SEARCH qualifiers to tailor the search operation to
your specific needs.

The SEARCH command opens the file with shared read (R) and write (W) access. Therefore, any file
that has its attributes set to shared write is searched even if it is currently opened by other users.

Qualifiers

/BACKUP

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects files according to the dates of their most recent backups. This qualifier is
incompatible with the /CREATED, /EXPIRED, and /MODIFIED qualifiers, which also allow you
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to select files according to time attributes. If you specify none of these four time qualifiers, the
default is the /CREATED qualifier.

/BEFORE[=time]

Selects only those files dated prior to the specified time. You can specify time as absolute time,
as a combination of absolute and delta times, or as one of the following keywords: BOOT,
LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the following
qualifiers with the/BEFORE qualifier to indicate the time attribute to be used as the basis for
selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BY OWNER[=uic]

Selects only those files whose owner user identification code (UIC) matches the specified owner
UIC. The default UIC is that of the current process.

Specify the UIC by using standard UIC format as described in the VSI OpenVMS User's Manual.

JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each search operation to confirm that the operation
should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE, 0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

/CREATED (default)

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files based on their dates of creation. This qualifier is incompatible with

the /BACKUP, /EXPIRED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is

the /CREATED qualifier.

JEXACT
/NOEXACT (default)

Controls whether the SEARCH command matches the search string exactly or treats uppercase
and lowercase letters as equivalents. By default, SEARCH ignores case differences in letters.
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Specifying the /EXACT qualifier causes the system to use less CPU time;therefore, if you are sure
of the case of the letters in the string, it is more efficient to use the /EXACT qualifier.

/EXCLUDE=(filespec],...])

Excludes the specified files from the search operation. You can include a directory but not a
device in the file specification. The asterisk (*) and the percent sign (%) wildcard characters are
allowed in the file specification; however, you cannot use relative version numbers to exclude a
specific version. If you specify only one file, you can omit the parentheses.

/EXPIRED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED
qualifier selects files according to their expiration dates. (The expiration date is set with the
SET FILE/EXPIRATION DATE command.) The /EXPIRED qualifier is incompatible with
the /BACKUP, /CREATED, and /MODIFIED qualifiers, which also allow you to select files
according to time attributes. If you specify none of these four time qualifiers, the default is
the /CREATED qualifier.

/FORMAT=option

Formats output in one of the following five ways:

DUMP Displays all control characters (including <HT>, <CR>,and <LF>)
and non-printable characters as ANSI mnemonics.

NOFF Replaces control characters in text with ANSI mnemonics (for example,
Ctrl/C is replaced with <ETX>). The terminal formatting characters
<HT>, <CR>, <LF>, <VT>are passed without change. Form feed
characters are replaced with <FF>,

NONULLS Same as DUMP, but removes all null characters from the input file before
reformatting. (In dump mode, the null character is displayed as <NUL>.)
NONULLS is convenient when you are searching binary format files, such
as EXE or OBJ files, that generally contain many zero bytes.

PASSALL Moves control and non-printable characters to the output device without
translating them. The terminal driver cannot send 8-bit characters to the
terminal unless SET TERMINAL/EIGHT BIT is already in effect.

You can use /FORMAT=PASSALL whenever you do not want the
SEARCH command to substitute the ANSI mnemonic for control
characters (for example, <BEL> for Ctrl/G).

TEXT Replaces control characters in text with ANSI mnemonics (for example,
Ctrl/C is replaced with <ETX>). The terminal formatting characters <HT>,
<CR>, <LF>, <VT>, and <FF> are passed without change. TEXT is the
default format.

/HEADING (default)
/NOHEADING

Includes file names in the output file and displays a line of 30 asterisks (*) as a window separator
between groups of lines that belong to different files. With the default heading format, file names
are printed only when more than one file is specified or when the asterisk (*) and the percent sign
(%) wildcard characters are used.
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The /WINDOW qualifier displays a line of 15 asterisks to separate each window within a file.

/HIGHLIGHT[=keyword] (default)
/NOHIGHLIGHT

You can use one of the following keywords: BOLD, BLINK, REVERSE, and UNDERLINE.
BOLD is the default highlighting on ANSI video terminals with advanced video; REVERSE is
the default highlighting on ANSI video terminals without advanced video.

For hardcopy printing, you can use the HARDCOPY=OVERSTRIKE and
HARDCOPY=UNDERLINE keywords. This specifies that the strings should be highlighted in

a manner suitable for most hardcopy printers. With overstrike highlighting, matched strings are
double-printed, so that they appear darker. The matched strings are underlined with the underscore
character.

Hardcopy printing is accomplished by adding a carriage return and spacing back over the line to
overprint the string or underlines. Note that this can as much as double the length of the line, and
perhaps lead to truncation if the device buffer size is too small.

VSI recommends that you use the /HIGHLIGHT=UNDERLINE qualifier with the LNO1 printer
rather than using the /HIGHLIGHT=HARDCOPY=UNDERLINE qualifier. The LNO1 printer
ignores OVERSTRIKE highlighting.

VSI recommends that you use either the /HIGHLIGHT=BOLD or
the/HIGHLIGHT=UNDERLINE qualifier with the LNO3 printer rather than using
the /HIGHLIGHT=HARDCOPY=UNDERLINE qualifier. The LNO3 printer ignores
OVERSTRIKE highlighting.

Note

You cannot specify /WILDCARD MATCHING with /HIGHLIGHT. An error will occur.

/KEY=(POSITION=n,SIZE=n)

Searches the records of a file (beginning at the specified position)for the length of the specified
size.

You can specify the POSITION keyword value as 1 to 32,767. The first byte in a record is
considered position 1.

Note

The /KEY qualifier must appear before the file name, or after the specified search string. If the
qualifier is placed between these parameters, it is ignored.

/LIMIT=n (Alpha/Integrity servers Only)
Limits the number of matches displayed to the number specified by 7.

/LOG
/NOLOG (default)

Outputs a message to the current SYSSOUTPUT device for each file searched. The message
includes the file name, the number of records, and the number of matches for each file searched.
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/MATCH=option

Interprets and matches multiple search strings in one of the following ways:

AND A match occurs only if the record contains all the strings.

EQV A match occurs if none or all of the search strings are in the record.

NOR A match occurs only if the record contains none of the strings.

NAND A match occurs only if the record does not contain all of the strings.

OR A match occurs if the record contains any of the strings.

XOR A match occurs if any of the search strings are in the record but not if all or none of
them are in the record.

When only one search string is specified, the OR and AND options produce identical results.
Similarly, NOR and NAND produce identical results for a single search string. If you specify
none of these options, the default is /MATCH=OR.

/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified. This qualifier is
incompatible with the /BACKUP, /CREATED, and /EXPIRED qualifiers, which also allow you
to select files according to time attributes. If you specify none of these four time modifiers, the
default is the /CREATED qualifier.

/NUMBERS
/NONUMBERS (default)

Controls whether the source line number is displayed at the left margin of each line in the output.

JOUTPUT[=filespec]
/NOOUTPUT

Controls whether the results of the search are output to a specified file. The output is sent to the
current default output device (SYSSOUTPUT) if you omit the /OUTPUT qualifier or omit the file
specification with the qualifier. The /NOOUTPUT qualifier means that no matching records are
output as a result of the SEARCH command.

/PAGE[=keyword]
/NOPAGE (default)

Controls the display of information on the screen.

You can use the following keywords with the /PAGE qualifier:

CLEAR _SCREEN Displays information one page at a time.

SCROLL Displays information on a continuous stream.
SAVE[=n] Enables screen navigation of information, where #z is the number of pages
to store.

The /PAGE=SAVE qualifier allows you to navigate through screens of information.
The /PAGE=SAVE qualifier stores up to 5 screens of up to 255 columns of information. When
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you use the /PAGE=SAVE qualifier, you can use the following keys to navigate through the

information:

Key Sequence

Description

Up arrow key, Ctrl/B

Scroll up one line.

Down arrow key

Scroll down one line.

Left arrow key

Scroll left one column.

Right arrow key Scroll right one column.

Insert Here (E2) Scroll right one half screen.

Remove (E3) Scroll left one half screen.

Select (E4) Toggle 80/132 column mode.

Prev Screen (ES) Get the previous page of information.

Next Screen (E6), Return,
Enter, Space

Get the next page of information.

F10, Cul/Z Exit. (Some utilities define these differently.)
Help (F15) Display utility help text.

Do (F16) Toggle the display to oldest/newest page.
Ctrl/W Refresh the display.

The /PAGE qualifier is not compatible with the /OUTPUT qualifier.

/REMAINING
/NOREMAINING (default)

Includes in the output all records from the first matched record to the end of the file. This qualifier
overrides the value n2 in the /WINDOW qualifier, but allows the qualifier / WINDOW=n1.

/SINCE[=time]

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords: BOOT,
JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the

following qualifiers with the/SINCE qualifier to indicate the time attribute to be used as the basis
for selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the

online help topic Date.

/SKIP=n (Alpha/Integrity servers Only)

Skips the first » matches found before outputting match information.

/STATISTICS[=(keyword,...)]

/NOSTATSTICS[=(keyword,...)]
/STATISTICS=SYMBOLS (default)

Controls whether the following statistics about the search are displayed:

*  Number of files searched
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Number of records searched

Number of characters searched

Number of records matched

*  Number of lines printed
» Buffered I/O count

* Direct I/O count

*  Number of page faults

* Elapsed CPU time

* Elapsed time

You can use the following keywords with the /STATISTICS qualifier:

Keyword Explanation

OUTPUT Writes the statistics output lines into the output file in
addition to the standard SYSSOUTPUT device. The default
is /NOSTATISTICS=OUTPUT.

Keyword Explanation

OUTPUT Writes the statistics output lines into the output file in
addition to the standard SYSSOUTPUT device. The default
is /NOSTATISTICS=OUTPUT.

SYMBOLS Define symbols to hold statistic values. The default value
s /STATISTICS=SYMBOLS. The symbol names are as follows:
SEARCHSCHARACTERS Displays the number of
SEARCHED characters searched.
SEARCHSFILES SEARCHED |Displays the number of files

searched.
SEARCHSLINES PRINTED Displays the number of lines
printed.

SEARCH$RECORDS _ Displays the number of
MATCHED records matched.
SEARCHS$RECORDS Displays the number of
SEARCHED records searched.

SEARCHS$SCHARACTERS Displays the number of characters searched.

SEARCHED

SEARCHSFILES SEARCHED

Displays the number of files searched.

SEARCHSLINES PRINTED

Displays the number of lines printed.

SEARCHS$RECORDS Displays the number of records matched.
MATCHED

SEARCHSRECORDS Displays the number of records searched.
SEARCHED
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/STYLE=keyword

Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as

follows:
Keyword Explanation
CONDENSED (default) | Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.
EXPANDED Displays the file name representation of what is stored on disk. This file
name does not contain any DID or FID abbreviations.

The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if

requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED

keyword is specified.

See the VSI OpenVMS User's Manual for more information.

/SYMLINK=keyword

The valid keywords for this qualifier are [NOJWILDCARD and [NO]ELLIPSIS. Descriptions are

as follows:
Keyword Explanation
WILDCARD Indicates that symlinks are enabled during wildcard searches.
NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.
ELLIPSIS Equivalent to WILDCARD (included for command symmetry).
NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

If the file named in the SEARCH command is a symlink, the command operates on the symlink

target.

/WARNINGS (default)
/NOWARNINGS

Allows or disallows the following messages to be displayed when search operations are

performed:

NOMATCHES
TRUNCATE
NULLFILE

/WILDCARD_ MATCHING(= keyword] (Alpha/Integrity servers Only)

Specifies that the following characters in the search string are to be interpreted as wildcard

characters:
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asterisk (*) --- Accept any number of unspecified characters in this position when searching for a
match.
percent sign (%) --- Accept any single character in this position when searching for a match.

The optional keyword can be either of the following:

RELAXED (default) --- Automatically appends asterisks to the beginning and end of the string to
be searched.

STRICT --- Performs a narrow search based on the exact search string with no appended
asterisks. An entire record must match the criteria specified for the wildcarded search.

Note

You cannot specify /WILDCARD MATCHING with /HIGHLIGHT. An error will occur.

/WINDOW[=(n1,n2)]
/NOWINDOW (default)

Specifies the number of lines to be displayed with the search string.

If you specify nl and n2, the /WINDOW qualifier displays #n/ lines above the search string, the
search string, and #2 lines below the search string. Either of these numbers can be zero.

If you specify the /WINDOW qualifier without the values n/ and n2, two lines above the search
string, the search string, and the two lines below the search string are included in the output.

If you specify the /WINDOW qualifier with a single number ( 1), nl specifies the number of
lines to display including the search string. Half the lines precede the matched search string and
half follow it.(If ] is even, one line is added to the lines following the matched search string.)

For example, if you specify /WINDOW=10, nine additional lines are listed along with the line
containing the search string. Four lines are listed above the line containing the search string and
five lines are listed below it, for a total of 10 lines.

If you specify /WINDOW=0, the file name of each file containing a match (but no records) is
included in the output. This specification creates a file (using the /OUTPUT qualifier) that can be
inserted into a command file to manipulate the files containing matches.

If you omit the /WINDOW qualifier, only the line containing a match is displayed.
The /WINDOW qualifier displays a line of 30 asterisks to separate each window within a file.

/WRAP
/NOWRAP (default)

Use with the /PAGE=SAVE qualifier to limit the number of columns to the width of the screen
and to wrap lines that extend beyond the width of the screen to the next line.

The /NOWRAP qualifier extends lines beyond the width of the screen and can be seen when you
use the scrolling (left and right) features provided by the /PAGE=SAVE qualifier.

Examples

1. $ SEARCH CABLE. MEM JOYNER. MEM " MANUAL TI TLE"
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This command searches the files CABLE.MEM and JOYNER.MEM for occurrences of the
character string MANUAL TITLE. Each line containing the string is displayed at the terminal. It
is necessary to enclose the string in quotation marks because it contains a space character.

. $ SEARCH QUTPUT=RESULTS. DAT/ W NDOW9 DI SLI ST. MEM NAME

The SEARCH command searches the file DISLIST.MEM for occurrences of the character string
NAME and sends the output to the file RESULTS.DAT. The four lines preceding and following
each occurrence of NAME are included in the output.

. $ SEARCH OUTPUT=ALLSUB. COM W NDOW5000 *.COM SUBM T

The SEARCH command searches all command files in the current directory for the string
SUBMIT. If a match is found, SEARCH effectively copies the entire command file to the output
file, because the window is so large.

. $ SEARCH OUTPUT=COLUMBUS. OH W NDOW-( 3, 0) / NOHEAD/ MATCH=AND -

_$ *. DAT COLUMBUS, CH

The SEARCH command searches all files of type DAT for lines containing both COLUMBUS
and OH. When a match is found, the three previous lines (containing blank line, name, and street
address) are copied to the new file. The new file COLUMBUS.OH is ready to use, because it does
not contain headings and window separators.

. $ SEARCH QUTPUT=SWAP. LI S/ FORVAT=PASSALL/ NUMBERS/ EXACT -

_$ /W NDOW10000 SWAP. PAS SWAP

This SEARCH command produces a listing file with the line numbers at the left margin.

The /FORMAT=PASSALL qualifier is specified so that form-feed characters in the source are
passed through. The /EXACT qualifier is specified for efficiency (because it is known that the
name SWAP in the program statement is always in uppercase). The /WINDOW qualifier is
entered so that the entire file is copied to the output file SWAP.LIS.

. $ SEARCH REMAI NI NG CABLE. LOG FORTRAN

The SEARCH command displays all the lines in the CABLE.LOG file that follow the first
occurrence of the string FORTRAN.

. $ SEARCH OVAHA: : DI SK1: [ EXP] SUB. DAT, DATA. LI S VAX

The SEARCH command searches through the files SUB.DAT and DATA.LIS at remote node
OMAHA for all occurrences of the string VAX. The list of all records containing the string VAX
is displayed at the local terminal.

SET

SET — Defines or changes the session, batch job, or system values or characteristics. See the
Description of each command for details.

Format

SET opti on
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Description

The SET command options are described individually in this manual. Table 2 lists all the SET
command options, including those generally reserved for use by system operators and managers.

Table 2. SET Command Options

Option Function
ACCOUNTING Controls the current accounting file.
AUDIT Provides the management interface to the security auditing

system.

BOOTBLOCK (Integrity servers only)

Initializes the boot block on the target device.

BROADCAST

Determines which messages will be broadcast to
SYSSOUTPUT.

CACHE/RESET

Resets systemwide 1/O caching statistics for the extended
file cache (XFC).

CARD READER

Defines the default ASCII translation mode for a card
reader.

CLUSTER/EXPECTED VOTES

Sets the total expected votes in the OpenVMS Cluster to a
value that you specify or, if no value is specified, sets the
total votes to a value determined by the system.

COMMAND Adds commands that are defined in a command description
file to your process command set or a command tables file.

CONTROL Enables or disables interrupts caused by Ctrl/T or Ctrl/Y.

CPU Changes the user capabilities associated with the specified
CPUs.

DAY Overrides the default day type specified in the user
authorization file (UAF).

DEFAULT Establishes a device and directory as the current default for
file specifications.

DEVICE Defines device characteristics.

DEVICE/SERVED Lets you make a disk on a local node available to all the
nodes on an OpenVMS Cluster.

DIRECTORY Modifies the characteristics of one or more directories.

DISPLAY Redirects the output of a DECwindows application.

ENTRY Changes the current status or attributes of a job not
currently executing in a queue.

FILE Modifies the characteristics of one or more files.

HOST Connects your terminal (through the current host processor)
to another processor, called the remote processor.

HOST/DTE Connects your system to a remote system by way of an
outgoing terminal line.

HOST/DUP Connects your terminal to a storage controller through the

appropriate bus for that controller.
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Option Function

HOST/HSC Connects your terminal to a remote HSC50 disk and tape
controller through the computer interconnect (CI) bus.

HOST/LAT Connects your terminal to a specified service available in
the local area network (LAN), establishing one session for
communication between your terminal and that service.

HOST/RLOGIN Allows you to log in to a remote host over a TCP/IP
connection and start an interactive terminal session by
accessing the RLOGIN application.

HOST/TELNET Connects you to a remote host over a TCP/IP connection by
invoking the TELNET application.

HOST/TN3270 Connects you to a remote IBM host over a TCP/IP
connection, causing the local keyboard to emulate an IBM
3279-class terminal keyboard by invoking the TN3270
terminal emulator.

IMAGE Modifies or restores the image attributes of an OpenVMS
ELF format image file.

KEY Changes the current keypad state setting.

LOGINS Allows or disallows users to log in to the system.

MAGTAPE Defines characteristics of a magnetic tape device.

MESSAGE Overrides or supplements system messages.

NETWORK Registers the attributes of a network service.

ON Controls whether the command interpreter checks for an
error condition following the execution of commands in a
command procedure.

OUTPUT_RATE Sets the rate at which output is written to a batch job log
file.

PASSWORD Lets users change their own passwords; lets system

managers change the system password.

PREFERRED PATH

Specifies a particular host or preferred path to access a
specific MSCP class disk or TMSCP class tape device.

PREFIX Allows you to set a prefix control string for verified
command lines.

PRINTER Defines printer characteristics.

PROCESS Defines execution characteristics of the current process.

PROMPT Defines the DCL prompt.

PROTECTION/DEFAULT Establishes the default protection to be applied to all files
subsequently created.

QUEUE Changes the current status or attributes of the specified

queue.

RESTART VALUE

Establishes a test value for restarting portions of batch jobs.

RIGHTS LIST

Lets users modify the process rights list; lets privileged
users modify the system rights list.
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Option Function

RMS DEFAULT Provides default multiblock and multibuffer count values to
be used by RMS for file operations.

SECURITY Modifies the security profile of an object.

SERVER ACME (Alpha/Integrity Controls starting, stopping, and restarting of the ACME

servers only) server, which controls authentication policies for SACM

system service clients.
SERVER REGISTRY (Alpha/Integrity |Controls starting, stopping, and restarting of the Registry

servers only) server, which provides access to the Registry database for
$REGISTRY system service clients.
SERVER SECURITY Controls starting, stopping, and restarting of the security

server, which maintains information stored in the system
intrusion and proxy databases.

SHADOW (Alpha/Integrity servers Changes the characteristics of shadow sets created using

only) Volume Shadowing for OpenVMS.

SYMBOL Controls access to local and global symbols in command
procedures.

TERMINAL Defines terminal characteristics.

TIME Resets the system clock to the specified value.

VERIFY Controls whether the command interpreter displays lines in
command procedures as it executes them.

VOLUME Modifies the characteristics of one or more Files-11
volumes.

WORKING_ SET Changes the current working set limit or quota.

SET ACCOUNTING

SET ACCOUNTING — Controls the current accounting file. Requires OPER (operator) privilege.

Format

SET ACCOUNTI NG

Parameters

None.

Description

Each node on your system has its own current accounting file. You can control what resources this file
tracks, and start up a new version of this file using the SET ACCOUNTING command.

There are two occasions when the resources used by a process are not tracked, despite the SET
ACCOUNTING command:

*  When you use the RUN (Process) command with the/ NOACCOUNTING qualifier.
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*  When you use the SCREPRC system service with the PRCSM_NOACNT status flag.

Similarly, there is one occasion when the resources used by an image are always tracked, despite the
SET ACCOUNTING command:

*  When you install an image using the /ACCOUNTING qualifier of the Install utility.

For more information on how to use the SET ACCOUNTING command, see the VSI OpenVMS
System Manager's Manual.

Qualifiers

/DISABLE[=(keyword],...])]
Prevents the tracking of the resources specified by the keywords.
Table 3 lists the keywords you can use to specify the type of resource.

Table 3. SET ACCOUNTING Keywords for Resource Types

Keyword Type of Resource

IMAGE Resources used by an image

LOGIN_FAILURE Resources used by an unsuccessful attempt to log in

MESSAGE Unformatted record written to the accounting file by a call to the
$SNDJBC system service

PRINT Resources used by a print job

PROCESS Resources used by a process

You do not need to stop the tracking of all processes and images. You can prevent resources being
tracked for specific types of process and for images running in these types of process.

Table 4 lists the keywords you can use to specify the type of process.

Table 4. SET ACCOUNTING Keywords for Process Types

Keyword Type of Process

BATCH Batch process

DETACHED Detached process

INTERACTIVE Interactive process

NETWORK Network process

SUBPROCESS Subprocess (the parent process can be a batch, detached, network, or
interactive process)

If the system is no longer tracking any resources, /DISABLE closes the current accounting file.

If you use the /DISABLE qualifier and omit the keywords, the current accounting file does not
track any resources, and the system closes the file.

/ENABLE[=(keyword[,...])]

Enables the tracking of the specified resources, and opens the current accounting file if it is not
already open. The /ENABLE qualifier uses the same keywords as the /DISABLE qualifier.

89




DCL Commands

Use the keywords shown in Table 3 to specify the types of resource that you want the local node
to track in its current accounting file.

If the resources used by processes or images are being tracked, you can use the keywords shown
in Table 4 to enable the tracking of these resources for specified types of process and for images
running in those types of process.

If you use the /ENABLE qualifier and omit the keywords, the current accounting file tracks all
resources.

/LOG
Writes information to the current SYSSOUTPUT device as the command executes.
/NEW_FILE

Closes the current accounting file, and starts up a new version of it.

The name of the new file depends on whether the logical name ACCOUNTNG is defined in your
system logical name table.

If this logical name is not defined, the SET ACCOUNTING command opens the file
SYSSMANAGER:ACCOUNTNG.DAT.

If this logical name is defined, the command opens the file that this logical name points to. If
you omit the directory, SYSSMANAGER is the default, and if you omit the file type, .DAT is the
default.

The /NEW_FILE qualifier writes a record to the end of the old file that contains a forward pointer
to the new file, and a record to the beginning of the new file that contains a backward pointer to
the old file. These records contain the names of the new and old files respectively.

Examples

1. $ SET ACCOUNTI NG / DI SABLE / ENABLE=( PROCESS, BATCH, | NTERACTI VE)
$ SET ACCOUNTI NG / ENABLE=I MAGE

This example tells the system to track the resources used only by batch and interactive processes,
and by images running in batch and interactive processes. It illustrates the cumulative effect
of /ENABLE and /DISABLE qualifiers, and of SET ACCOUNTING commands.

The /DISABLE qualifier prevents the tracking of all resources. The /ENABLE qualifier then
tells the system to track the resources used by batch and interactive processes. The second SET
ACCOUNTING command tells the system to track the resources used by images.

2. $ SET ACCOUNTI NG / NEW FI LE
$ RENAME SYS$SMANAGER: ACCOUNTNG. DAT; - 1 WEEK_24_RESOURCES. DAT

This example closes the current accounting file, opens a new version of it, and changes the name
of the old file to WEEK 24 RESOURCES.DAT.

SET AUDIT

SET AUDIT — Provides the management interface to the security auditing system. Requires the
SECURITY privilege.
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Format

SET AUDI T/ qualifier

Parameters

None.

Description

The SET AUDIT command and the SHOW AUDIT command provide the management interface to
the security auditing system.

The SET AUDIT command enables or disables security auditing. In addition, you use the command to
do the following:

* Select categories of events to audit

* Change the operational characteristics of the audit server

» Establish the location of the audit journal and the security archive file

e Control the monitoring of disk resources

Values set by the command are saved so it is unnecessary to set them each time the system starts up.
Commands for event definition, resource monitoring, and starting a new log apply clusterwide, while
other commands apply only to the local node.

Security auditing features require a certain amount of system overhead; therefore, you should be
careful to select the features that will provide the most benefit in your work environment. Enable
only the auditing of information that you know you will examine and analyze regularly. Any other
collection of data is likely to be wasteful. For further information about auditing, see the V' S/
OpenVMS Guide to System Security.

There are five categories of qualifiers, grouped by task, for the SET AUDIT command:

Task Qualifiers Requirements
Define auditing events /AUDIT Specify whether you are
/ALARM defining alarms (/ALARM),
/CLASS audits (/AUDIT), or both.
/ENABLE Also specify whether you are
/DISABLE enabling (/ENABLE) or disabling
(/DISABLE) the reporting of the
event.
Define auditing log file /DESTINATION Requires both
/JOURNAL the /DESTINATION
/VERIFY and /JJOURNAL qualifiers.
Define operational /INTERVAL None.
characteristics of the audit ~ |/LISTENER
server and a listener mailbox |/SERVER
(if any) /VERIFY
Define secondary log file /ARCHIVE None.
/DESTINATION
/VERIFY
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Task Qualifiers Requirements

Define resource monitoring |/BACKLOG With the /RESOURCE

defaults /EXCLUDE or /THRESHOLD qualifier,
/JOURNAL include the /JOURNAL qualifier.
/RESOURCE
/THRESHOLD
/VERIFY

Qualifiers

/ALARM

Makes the command apply to alarms, which are messages displayed on an operator terminal. See
the description of the DCL command REPLY/ENABLE for details on how to enable terminals to
display security messages.

/ARCHIVE=[keyword,...]

Specifies which classes of audit event messages are written to the security archive file. Specify
one or more of the following keywords:

Keyword Description

NONE Disables archiving on the system.

[NOJALL (default) Enables or disables archiving of all system security events. By default,
no events are archived.

SYSTEM ALARM Enables archiving of all security alarm events.

SYSTEM_AUDIT Enables archiving of all security audit events.

Archiving should be run on only one node in an OpenVMS Cluster with its own audit server
database because multiple nodes will try to open the audit file exclusively.

/AUDIT

Makes the command apply to audits, which are messages recorded in the system security audit log
file.

/BACKLOG=[keyword],...]]

Specifies the thresholds for suspending a process that has exceeded the process message limit.
The thresholds include the total number of messages in memory and the number belonging to
the particular process. To prevent a process from being suspended, use the /EXCLUDE qualifier.
Specify the following keywords:

Keyword Description

TOTAL=(n1,n2,n3) Thresholds at which flow control is initiated and accelerated; see
description below.

PROCESS=(p1,p2) Thresholds at which process submissions are controlled.

Total Default Process Default Action Taken

Messages Messages

N1 100 P1 5 When there are 100 messages in
memory, the audit server suspends any
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Total
Messages

Default

Process
Messages

Default

Action Taken

process that has submitted 5 or more
messages until all messages are written
to disk.

200 P2 2 When there are 200 messages in
memory, the audit server suspends any
process that has submitted 2 or more
messages until all messages are written

to disk.

300 Any process with messages in memory
is suspended until all messages are
written to disk.

/CLASS=class

Specifies the class of the object whose auditing attributes are to be modified. If /CLASS is not
specified, the command assumes the class is FILE. Specify one of the following keywords with
the /CLASS qualifier:

CAPABILITY
COMMON_EVENT CLUSTER
DEVICE

FILE
GROUP_GLOBAL_SECTION
LOGICAL NAME TABLE
QUEUE
RESOURCE_DOMAIN
SECURITY CLASS
SYSTEM_GLOBAL_SECTION
VOLUME

/DESTINATION=filespec

When changing the destination of event messages, specifies the new location of the
system security audit log file. The device, if part of the file specification, must be a disk.
The /DESTINATION qualifier requires the /JOURNAL qualifier in this case.

Once you have relocated the log file, execute the command SET AUDIT/SERVER=NEW_LOG
to let all the nodes in the cluster know of the new location. The previous audit log file is closed
and all subsequent audit event messages generated throughout the cluster are sent to the new audit
log file.

When used with /ARCHIVE, specifies the name of the archive log file. Events can be archived to
a local or remote file on any file-structured disk device. For example, you can use an archive file
to redirect event messages from a satellite to a larger node in the cluster.

/DISABLE=(keyword[.,...])

Disables alarms or audits for the specified events. To disable all system events and file access
events, specify the keyword ALL. You must specify at least one of the keywords. For a list of
the keywords to use with the /DISABLE qualifier, see the /ENABLE qualifier description. You
must also specify either the /ALARM or /AUDIT qualifier, or both, when you use the /DISABLE
qualifier.
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Note

In processing the SET AUDIT command, the system processes the /DISABLE qualifier last. If
you specify both the /ENABLE and /DISABLE qualifiers for items in the same class on the same
command line, the /DISABLE qualifier disables any enabled items. VSI recommends that you use
separate lines for commands containing the /ENABLE and /DISABLE qualifiers.

/ENABLE=(keyword],...])

Enables alarms or audits for the specified events. To enable all system events and file access
events, specify the keyword ALL. You must specify at least one keyword. You must also specify
either the /ALARM or /AUDIT qualifier, or both, when you use the /ENABLE qualifier.

The keywords that you can specify with either the /ENABLE or the /DISABLE qualifier are as

follows:

Keyword

Description

ACCESS=(condition[:access],...]]
L...D

Specifies access events for all objects in a class. (To audit a
single object, use an auditing ACE and enable the access control
list (ACL) category.)

VSI recommends that when you enable auditing conditionally,
you enable it for all possible forms of access because the system
can check access rights at several points during an operation.
(For example, a FAILURE might occur on a read or write access
check.)

See the VSI OpenVMS Guide to System Security for information
about the various types of access permitted on each class. (For
example, the Access keyword, CREATE, is not defined for FILE
objects.)

Condition Keyword Description

ALL All object access

BYPASS Successful object access due to
the use of the BYPASS privilege

FAILURE Unsuccessful object access

GRPPRV Successful object access due to
the use of the group privilege
(GRPPRV)

READALL Successful object access due
to the use of the READALL
privilege

SUCCESS Successful object access

SYSPRV Successful object access due to
the use of the system privilege
(SYSPRV)

Access Keyword Description

ALL All types of access
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Keyword Description
ASSOCIATE Associate access
CONTROL Control access to examine or
change security characteristics
CREATE Create access. To audit create
events for files, use the CREATE
keyword.
DELETE Delete access
EXECUTE Execute access
LOCK Lock access
LOGICAL Logical I/0 access
MANAGE Manage access
PHYSICAL Physical I/0 access
READ Read access
SUBMIT Submit access
WRITE Write access
ACL Specifies an event requested by an audit or alarm ACE in the
access control list (ACL) of an object. To audit all objects of a
class, use the ACCESS keyword.
ALL Specifies all system events and file access events. It does not

enable access events for object classes other than FILE.

AUDIT=keyword

Specifies events within the auditing subsystem. Only one
keyword is currently defined.

Keyword Description

ILLFORMED Specifies illformed events
from internal calls (identified
by NSASM_INTERNAL)

to SAUDIT EVENT,
$CHECK PRIVILEGE,
$CHKPRO, or
$CHECK_ACCESS system
services. An illformed event
is caused by an incomplete or
syntactically incorrect argument
being supplied to one of these
system services by a piece of
privileged code.

AUTHORIZATION

Specifies the modification of any portion of the system user
authorization file (SYSUAF), network proxy authorization
file NETPROXY), or the rights list (RIGHTLIST) (including
password changes made through the AUTHORIZE, SET
PASSWORD, or LOGINOUT commands or the $SETUAI
system service).

BREAKIN=(keyword [,...])

Specifies the occurrence of one or more classes of break-in
attempts, as specified by one or more of the following keywords:
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Keyword

Description

ALL
DETACHED
DIALUP
LOCAL
NETWORK
REMOTE

CONNECTION

Specifies a logical link connection or termination through
DECnet-Plus, DECnet Phase IV, DECwindows, $IPC, or
SYSMAN.

CREATE

Specifies the creation of an object. Requires the /CLASS
qualifier if it is not a file.

DEACCESS

Specifies deaccess from an object. Requires the /CLASS
qualifier if it is not a file.

DELETE

Specifies the deletion of an object. Requires
the /CLASS=DEVICE qualifier.

IDENTIFIER

Specifies that the use of identifiers as privileges should be
audited. For further information, see the V'SI OpenVMS Guide to
System Security.

INSTALL

Specifies modifications made to the known file list through the
INSTALL utility.

LOGFAILURE= (keyword],...])

Specifies the occurrence of one or more classes of login failures,
as specified by the following keywords:

ALL All possible types of login failures
BATCH Batch process login failure
DETACHED Detached process login failure
DIALUP Dialup interactive login failure
LOCAL Local interactive login failure
NETWORK Network server task login failure
REMOTE Interactive login failure from

another network node, for
example, with a SET HOST

command
SERVER Server or TCB-based login failure.
SUBPROCESS Subprocess login failure

LOGIN= (keyword],...])

Specifies the occurrence of one or more classes of login attempts,
as specified by the following keywords. See the LOGFAILURE
keyword for further description.

ALL BATCH
DETACHED DIALUP
LOCAL NETWORK
REMOTE SERVER
SUBPROCESS
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Keyword

Description

LOGOUT= (keyword],...])

Specifies the occurrence of one or more classes of logouts, as
specified by the following keywords. See the LOGFAILURE
keyword for further description.

ALL BATCH
DETACHED DIALUP
LOCAL NETWORK
REMOTE SERVER
SUBPROCESS
MOUNT Specifies a mount or dismount operation.
NCP Specifies access to the network configuration database, using the

network control program (NCP).

PRIVILEGE= (keyword],...])

Specifies successful or unsuccessful use of privilege, as specified

by the following keywords:

FAILURE [:privilege(....)] --- Unsuccessful use of privilege
SUCCESS [:privilege(,...)] --- Successful use of privilege

For a listing of privileges, see the online help for the DCL
command SET PROCESS/PRIVILEGES.

PROCESS= (keyword],...])

Specifies the use of one or more of the process control system
services, as specified by the following keywords:

ALL Use of any of the process control
system services
CREPRC All use of SCREPRC
DELPRC All use of SDELPRC
SCHDWK Privileged use of SSCHDWK
CANWAK Privileged use of SCANWAK
WAKE Privileged use of SWAKE
SUSPND Privileged use of $SSUSPND
RESUME Privileged use of SRESUME
GRANTID Privileged use of SGRANTID
REVOKID Privileged use of SREVOKID
GETJPI Privileged use of SGETJPI
FORCEX Privileged use of SFORCEX
SETPRI Privileged use of SSETPRI

Privileged use of a process control system service means the
caller used GROUP or WORLD privilege to affect the target

process.

SYSGEN Specifies the modification of a system parameter with the
OpenVMS System Generation utility.

TIME Specifies the modification of system time.
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/EXCLUDE=process-id
/NOEXCLUDE=process-id

Adds a process identification (PID) to the audit server's process exclusion list. The process
exclusion list contains those processes that will not be suspended by the audit server if a resource
exhaustion reaches the action threshold. By default, realtime processes and all of the following
processes are included in the process exclusion list and are never suspended:

CACHE_SERVER
CLUSTER SERVER
CONFIGURE
DFS$COM_ACP
DNS$SADVER
IPCACP

JOB_ CONTROL
NETACP

NETSACP

OPCOM

REMACP

SHADOW SERVER
SMISERVER
SWAPPER

TP _SERVER
VWS$DISPLAYMGR
VWSSEMULATORS

Use the SET AUDIT/NOEXCLUDE command to remove a process from the process exclusion
list; however, processes listed above cannot be removed from the exclusion list. Also note that
PIDs are not automatically removed from the process exclusion list when processes log out of the

system.

/INTERVAL=(keyword][,...])

Specifies the delta times to be used for regular audit server operations. For information about
specifying delta times, see the VSI OpenVMS User's Manual.

The following table describes keywords for the /INTERVAL qualifier:

Keyword

Description

ARCHIVE FLUSH=time

Specifies the interval at which data collected by the audit server
is written to the archive file. The default is 1 minute.

JOURNAL FLUSH=time

Specifies the interval at which data collected by the audit server
is written to the audit log file. The default is 5 minutes.

RESOURCE_MONITOR=time

Specifies the interval at which the audit server retries log file
allocation or access. This interval applies whenever free space in
the log file is below either the warning or action thresholds, or
when the volume holding the log file is inaccessible. The default
interval is 5 minutes.

RESUME_SCAN=time

Specifies the interval at which the audit server reviews an
existing resource exhaustion condition. The default is 15
minutes.
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/JOURNAL[=journal-name]

Specifies the name of the audit journal; the name defaults to SECURITY. (Currently, there is only

one journal.)

The /JOURNAL qualifier is required when redefining the audit log file or when specifying
resource monitoring characteristics with the /RESOURCE or the /THRESHOLD qualifier.

/LISTENER=device
/NOLISTENER

Specifies the name of a mailbox device to which the audit server sends a binary copy of all
security audit event messages. Users can create such a mailbox to process system security events
as they occur. For a description of the message formats written to the listener mailbox, see

the Audit Analysis Utility documentation in the V.S OpenVMS System Management Utilities

Reference Manual.

Use the SET AUDIT/NOLISTENER command to disable a listener device.

/RESOURCE=keyword]....]

Enables or disables the monitoring of disk volumes to ensure adequate space for audit journal
entries; it also specifies the monitoring method to use. The /JOURNAL qualifier is required. For
more information about resource monitoring, see the VSI OpenVMS Guide to System Security.

Keyword Description

DISABLE Disables monitoring on the disk volume containing the audit journal.

ENABLE Enables resource monitoring on the disk volume containing the audit
journal.

/SERVER=keyword],...]

Modifies audit server characteristics. The following table describes keywords for the /SERVER

qualifier:
Keyword Description
EXIT Initiates an audit server shutdown. This is the only method for

removing the audit server process from the system; the audit
server cannot be deleted or suspended.

FINAL ACTION=action

Specifies the action the audit server should take when it runs out
of memory and cannot buffer messages. (For more information,

see the discussion of message flow control in the VSI OpenVMS
Guide to System Security.) Specify one of the following actions:

CRASH --- Crash the system if the audit server runs out of
memory.

IGNORE_NEW --- Ignore new event messages until memory
is available. New event messages are lost but event messages in
memory are saved.

PURGE OLD (default) --- Remove old event messages until
memory is available for the most current messages.

FLUSH

Copies all buffered audit and archive records to the security audit
log file and security archive file, respectively.
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Keyword

Description

INITIATE

Enables auditing during system startup. Ordinarily,

auditing is started from VMSSLPBEGIN in

STARTUP.COM but, if a site redefines the logical name
SYSSAUDIT SERVER INHIBIT, the OpenVMS system
waits for a SET AUDIT/SERVER=INITIATE command before
enabling auditing.

NEW_LOG

Creates a new clusterwide audit log file. Typically, this is used
daily to generate a new version of the audit log file.

The following sequence of commands can be used to reset the
space monitoring thresholds and then to recreate the auditing log,
thereby creating a smaller log file:

$ SET AUDIT /JOURNAL=SECURITY /THRESHOLD=
WARN=200

$ SET AUDIT /SERVER=NEW_LOG

By default, the size of the new auditing log file is based on the
size of the previous auditing logs.

RESUME

Requests the audit server process to resume normal activity on
the system, if adequate disk space is available. Normally, once
the resource monitoring action threshold has been reached, the
audit server process suspends most system activity and waits 15
minutes before attempting to resume normal system activity.

START

Starts the audit server process on the system. In

order to fully enable the auditing subsystem, the SET
AUDIT/SERVER=INITIATE command must be used after the
SET AUDIT/SERVER=START command has completed.

Use the following command procedure to start the audit server:

SYS$SYSTEM STARTUP AUDI T_SERVER

/THRESHOLD=type=value

Specifies threshold values used in monitoring available space in the audit log file. The
auditing system issues advisory messages to central and security operators whenever free
space in the audit log file falls below the WARNING threshold. The auditing system suspends
processes that generate audit events when free disk space is below the action threshold.

(See /RESOURCE=[enable|disable]). The /IOURNAL qualifier is required.

The following table lists the types of thresholds:

Keyword

Description

WARNING=value

Specifies the threshold at which the audit server notifies all security
operator terminals that resources are getting low.

ACTION=value

Specifies the threshold at which the audit server starts suspending
processes that are generating audit records. (Certain processes are
immune to this: see the VSI OpenVMS Guide to System Security.

The following table lists the default warning and action values for each monitoring mode:
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Mode Warning Action
Blocks 100 25

Delta time 2 0:00:00 0 0:30:00
/VERIFY

Do not return the dollar sign ($) prompt until the audit server completes the command. Associated
qualifiers determine which of the following actions occur:

* Redefinition of auditing events

* Redefinition of the audit log file or the archive file

*  Modification of the audit server's operational characteristics
* Modification of resource monitoring attributes

If you do not want to wait for the command to complete, specify /NOVERIFY.

Examples

1. $ SET AUDI T/ AUDI T/ ENABLE= -
_$ (CREATE, ACCESS=( SYSPRV, BYPASS) , DEACCESS) / CLASS=FI LE
$ SHOW AUDI T/ AUDI T
System security audits currently enabled for:

FI LE access:

Fai |l ure: read, wite, execute, del et e, control
SYSPRV.: read, wite, execute, del et e, control
BYPASS: read, wite, execute, del et e, control
O her: creat e, deaccess

The SET AUDIT command in this example enables auditing of file creation and file deaccess; it
also enables auditing for any file access done by using either SYSPRV or BYPASS privilege.

2. $ SET AUDI T/ JOURNAL=SECURI TY/ DESTI NATI ON=AUDI T$: [ AUDI T] TURI N
$ SET AUDI T/ SERVER=NEW
$ SHOW AUDI T/ JOURNAL
Li st of audit journals:

Jour nal nane: SECURI TY
Jour nal owner: (system audit journal)
Desti nati on: AUDI T$: [ AUDI T] TURI N. AUDI T$J OURNAL

The SET AUDIT command in this example demonstrates how to switch to a new journal.

3. $ SET AUDI T/ SERVER=FI NAL=CRASH
$ SHOW AUDI T/ SERVER
Security auditing server characteristics:

Dat abase versi on: 4.4

Backl og (total): 100, 200, 300

Backl og (process): 5 2

Server processing intervals:
Archive flush: 0 00:01:00.00
Jour nal flush: 0 00: 05:00.00
Resource scan: 0 00: 05: 00. 00
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Fi nal resource action: crash system

The SET AUDIT command in this example changes the audit server's final action setting so the
system crashes when the audit server runs out of memory.

4. $ SET AUDI T/ ARCHI VE/ DESTI NATI ON=SYS$SPECI FI C: [ SYSMER] TURI N- ARCHI VE
$ SHOW AUDI T/ ARCHI VE
Security archiving information:
Archiving events: system audits
Archive destination: SYS$SPECI FI C. [ SYSMGR] TURI N- ARCHI VE. AUDI T$J OURNAL

The SET AUDIT command in this example enables a node-specific archive file.

5. $ SET AUDI T/ JOURNAL/ RESOURCE=ENABLE
$ SHOW AUDI T/ JOURNAL
Li st of audit journals:

Jour nal nane: SECURI TY
Jour nal owner: (system audit journal)
Desti nati on: SYS$COMMON: [ SYSMGR] SECURI TY. AUDI T$J OURNAL
Moni t ori ng: enabl ed
Warni ng threshol ds, Bl ock count: 100 Duration: 2 00:00:00.0
Action threshol ds, Bl ock count: 25 Duration: 0O 00:30:00.0

The SET AUDIT command in this example enables disk monitoring and switches the mode so the
disk space is monitored in terms of time rather than free blocks.

SET BOOTBLOCK (Integrity servers Only)

SET BOOTBLOCK — Initializes the boot block on the target device.

Format

SET BOOTBLOCK|[ boot -fil €]

Parameters

boot-file
Specifies the file name of the boot file for the target disk.

Architecture-specific defaults are applied for the boot file. For Integrity servers, the default is
SYS$SYSROOT:[SYSSLDR]ISYSSEFI.SYS (SYSSEFI).

The boot file must be contiguous. If the target boot file is not contiguous, use the DCL command
COPY/CONTIGUOUS or another functionally similar mechanism to recreate a contiguous version of
the boot file.

The boot file must also be marked NOMOVE (using the DCL command SET FILE/NOMOVE)
to avoid a bootstrap failure that could result from the normal and expected operations of disk
defragmentation tools.

Description

The SET BOOTBLOCK command writes a boot block onto the specified disk.
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As an alternative to using the SET BOOTBLOCK command, you can use RUN to invoke the
SETBOOT utility, which then prompts you for all required input.

Qualifier

/BLOCK_SIZE=512 (default)
/BLOCK_SIZE=2048

Specifies the target block size for the bootstrap device, in bytes.

The 512-byte block size applies for most disk devices. The 2048-byte block size typically is used
only when writing the boot block to specific OpenVMS Integrity servers CD and DVD devices.

/Integrity servers

Specifies OpenVMS Integrity servers as the target architecture for the boot block. The default
boot file for OpenVMS Integrity servers is SYS$SYSROOT:[SYSSLDR]SYSSEFI.SYS.

/PRESERVE= keyword
/PRESERVE=SIGNATURE

/PRESERVE=SIGNATURE maintains the existing GUID disk signature value. The default is to
generate a new signature for the target volume.

SIGNATURE is the only keyword currently supported.

SET BROADCAST

SET BROADCAST — Enables you to selectively screen out various kinds of messages from being
broadcast to your terminal.

Format

=(cl ass-name[, ...])

Parameter

cl ass-nane[, ...]

Specifies the class of message that you want to enable or disable for broadcast to your terminal. If you
specify only one class, you can omit the parentheses. The class names are as follows:

ALL Enables all message classes.

[NO]DCL Specifies Ctrl/T and SPAWN/NOTIFY messages.

[NO]JGENERAL Specifies all normal REPLY messages or messages from $BRDCST.

[NOJMAIL Specifies notification of mail.

NONE Disables all message classes.

[NO]JOPCOM Specifies messages issued by the operator communication process
(OPCOM).

[NO]JPHONE Specifies messages from the Phone utility.
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[NO]JQUEUE Specifies messages referring to print or batch jobs issued by the queue
manager.

[NOJ[SHUTDOWN Specifies messages issued from the REPLY/SHUTDOWN command.

[NOJURGENT Specifies messages issued from the REPLY/URGENT command.

[NOJUSERI to Specifies messages from specific user groups. (For information on

[NOJUSER16 setting up user-written broadcast messages, see the description of the
$BRKTHRU system service in the VST OpenVMS System Services
Reference Manual.)

Description

The SET BROADCAST command enables you to receive certain kinds of messages at your terminal,
but not others. By default, you receive all messages at your terminal (SET BROADCAST=ALL). SET
BROADCAST=NONE screens out all messages.

After you have used the SET BROADCAST command to screen out some classes of messages (for
example, SET BROADCAST=NOPHONE), you can use the command to restore that class (SET
BROADCAST=PHONE).

Use the SHOW BROADCAST command to see which message classes are currently being screened
out.

Note

SYSSCOMMAND must be a terminal.

Examples

1. $ SET BROADCAST=( NOVAI L, NOPHONE)

$ SET BROADCAST=MAI L

In this example, the first SET BROADCAST command screens out all mail and phone messages.
Later the second SET BROADCAST command restores mail messages. Phone messages are still
screened.

2. $ SET BROADCAST=NONE

$ SET BROADCAST=( SHUTDOWN, URGENT, DCL, OPCOM)

In this example, the first SET BROADCAST command screens out all messages. Later the second
SET BROADCAST command restores shutdown, urgent, DCL, and OPCOM messages. General,
phone, mail, queue, and user messages are still screened.

SET CACHE/RESET

SET CACHE/RESET — Resets systemwide I/O caching statistics for the extended file cache (XFC).
OPER privilege is required to execute this command.
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Format

SET CACHE/ RESET

Parameters

None.

Description

The SET CACHE/RESET command resets several of the systemwide I/O caching statistics that are
displayed by the SHOW MEMORY/CACHE and SDA SHOW MEMORY commands. Statistics that
are reset include: I/0 counts, hit rates, hit counts, reads bypassing cache, and the read/write ratio.

A timestamp displays the time the cache was last reset, thus subsequent SHOW MEMORY/CACHE
commands display statistics from this time.

Example

$ SHOW MEMORY/ CACHE
System Menory Resources on 22- AUG 2017 11:22:22.50

Extended File Cache (Time of last reset: 16-AUG 2017 11:16: 24. 96)

Al |l ocat ed ( Moyt es) 151. 39 Maxi mum si ze ( Moyt es) 1024. 00
Free (Moytes) 0.21 M ni mum si ze ( Moyt es) 0.23
In use (Moytes) 151. 18 Wite hit rate 0%
Read hit rate 97% Wite I/0O count 5321
Read 1/ 0O count 208052 Wite hit count 0
Read hit count 203761 Wites bypassing cache 0
Reads bypassi ng cache 1787 Vol s in Full XFC node 0
Fil es cached open 316 Vol s in VIOC Conpati bl e node 1
Fil es cached cl osed 300 Vols in No Caching node 0
Read/ Wite ratio 97% Vols in Perm No Caching node O

This example shows the cache statistics prior to issuing the SET CACHE/RESET command.
$ SET CACHE/ RESET
This command resets the cache statistics and updates the timestamp.

$ SHOW MEMORY/ CACHE
System Menory Resources on 22- AUG 2017 11:27:41.11

Extended File Cache (Tinme of last reset: 22-AUG 2017 11:27:37.76)

Al |l ocat ed ( Moyt es) 151. 39 Maxi mum si ze ( Moyt es) 1024. 00
Free (Moytes) 0.21 M ni mum si ze ( Moyt es) 0.23
In use (Moytes) 151. 18 Wite hit rate 0%
Read hit rate 100% Wite 1/0O count 0
Read 1/ 0O count 9 Wite hit count 0
Read hit count 9 Wites bypassing cache 0
Reads bypassi ng cache 0 Vols in Full XFC node 0
Fil es cached open 316 Vols in VIQOC Conpati bl e nbde 1
Fil es cached cl osed 300 Vols in No Cachi ng node 0
Read/ Wite ratio 100% Vols in Perm No Caching npbde O

This example shows the reset cache statistics and the modified timestamp.
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SET CARD_READER

SET CARD READER — Defines the default translation mode for cards read from a card reader. All
subsequent input read from the specified card reader is converted using the specified mode.

Format

SET CARD_READERdevi ce- nane[ : ]

Parameter
devi ce- nane| : ]

Specifies the name of the card reader for which the translation mode is to beset. The device must not
be currently allocated to any other user.

Description

When the system is bootstrapped, the translation mode for cards read into all card readers is set at 029.
If you do not specify either of the command qualifiers, the SET CARD READER command has no
effect; that is, the current translation mode for the device remains the same.

Qualifiers

/026

Sets the card reader for cards punched on an 026 punch.
/029

Sets the card reader for cards punched on an 029 punch.

/LOG
/NOLOG (default)

Controls whether log information is displayed at the terminal to confirm that the card reader is set.

Example

$ ALLOCATE CR
_CRAO: ALLCCATED
$ SET CARD _READER CRAO: /029
$ COPY CRAO: [ PEARLMAN. DATAFI LES] CARDS. DAT

The ALLOCATE command requests the allocation of a card reader by specifying the generic device
name. When the ALLOCATE command displays the name of the device, the SET CARD_READER
command sets the translation mode at 029. Then the COPY command copies all the cards read by the
card reader CRAO into the file CARDS.DAT in the directory [PEARLMAN.DATAFILES].

SET CLUSTER/EXPECTED_VOTES

SET CLUSTER/EXPECTED VOTES — Sets the total expected votes in the OpenVMS Cluster to
a value that you specify or, if no value is specified, sets the total votes to a value determined by the
system. Requires OPER (operator) privilege.
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Format

[ =val ue]

Parameter

val ue

Specifies the total number of expected votes in the cluster.

Description

The SET CLUSTER/EXPECTED_VOTES command enables you to adjust the total number of
expected votes in the cluster. Set this value equal to the number of votes contributed by each node
plus the number of votes contributed by the cluster quorum disk. The system will automatically
calculate the value of the cluster quorum from the total number of expected votes in the cluster.

You can specify the expected total votes value as part of the SETCLUSTER/EXPECTED VOTES
command string. If you enter the command without specifying a value for expected votes, the system
calculates the value for you, using the following formula:

EXPECTED_VOTES=( NODE1_VOTES+NODE2_VOTES+. . . ) +QUORUM DI SK_VOTES

NODE n_VOTES is the value of the system parameter VOTES for each node in the cluster and
QUORUM_DISK VOTES is the value of the system parameter QDSKVOTES.

When you enter the SET CLUSTER/EXPECTED VOTES command without specifying a value, the
system assumes that all nodes that are expected to be in the cluster are currently members.

In general, you use the SET CLUSTER/EXPECTED_ VOTES command only when a node is leaving
the cluster for an extended period of time. Under normal circumstances, quorum is not reduced

when a node leaves the cluster, because it is assumed that the node may be rebooted and rejoin the
cluster. If a node is removed and is unable to rejoin the cluster within a reasonable period of time (for
example, if a node crashes due to a hardware problem and cannot rejoin the cluster for several days),
the quorum for the cluster can safely be reduced by lowering the total expected votes until that node
rejoins.

The purpose of a cluster quorum is to eliminate any possibility of the cluster partitioning into separate
clusters and simultaneously accessing the same resources (such as disks). If the sum of the votes

for all members of the cluster is smaller than the cluster quorum, all nodes will block activity until
new nodes join to increase the vote total. Lowering the quorum value (by reducing the value of the
total expected votes) when one or more nodes leave the cluster for long periods of time reduces this
possibility.

Note that no matter what value you specify for the SETCLUSTER/EXPECTED VOTES command,
you cannot increase quorum to a value that is greater than the number of the votes present, nor can
you reduce quorum to a value that is half or fewer of the votes present.

When you enter the SET CLUSTER/EXPECTED VOTES command, either with or without an
expected votes value specified, the system responds with a message indicating the new value that was
actually set. Note that you need to enter this command only on one node in the cluster, because the
new value for total expected votes is propagated through the cluster. This new expected votes value
should then be stored in the system parameter EXPECTED VOTES on each node, so that it remains
in effect after the nodes reboot.
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When a node that was previously a member of the cluster is ready to rejoin, you should increase
the system parameter EXPECTED_ VOTES to its original value before bringing the node back to
the cluster. Note that you do not need to use the SET CLUSTER/EXPECTED_ VOTES command
to increase the number of expected votes, because the expected votes value will be increased
automatically when the node rejoins the cluster.

Examples
1. $ SET CLUSTER/ EXPECTED VOTES

The SET CLUSTER command in this example instructs the system to calculate the total expected
votes value for you, because no value is specified as part of the command string. The system uses
the NODEn_VOTES + QUORUM_DISK VOTES formula.

2. $ SET CLUSTER/ EXPECTED VOTES=9

The SET CLUSTER command in this example sets the total expected votes to 9, which is the
value specified in the command string.

SET COMMAND

SET COMMAND — Invokes the Command Definition Utility, which adds commands to your process
command table or to a specified command table file. For a complete description of the Command
Definition Utility, see the VSI OpenVMS Command Definition, Librarian, and Message Utilities
Manual.

Format

SET COMWAND[ fil espec[,...]]

Parameter
[filespec[,...]]

Specifies the name of one or more command definition files. If you specify more than one name,
separate them with commas. The default file type is .CLD. See the VSI OpenVMS Command
Definition, Librarian, and Message Utilities Manual for more information about writing a command
definition file.

The asterisk (*) and the percent sign (%) wildcard characters are allowed in the file specification.

Qualifiers

/DELETE=(verb],...])
Specifies /DELETE mode to delete verbs from the command table you are modifying.

You can use the /DELETE qualifier to delete a verb in either your process command table or in a
command table file specified with the /TABLE qualifier. If you do not use the /TABLE qualifier
to specify an alternate command table, the default is to delete verbs from your process command
table. If you do not use the /OUTPUT qualifier to specify an output file, the default is to return the
modified command table to your process.
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The verb specifies a verb to be deleted. If you specify two or more verbs, separate them with
commas and enclose the list in parentheses. If you specify only one verb, you can omit the
parentheses.

You cannot use the /LISTING, /OBJECT, or /REPLACE qualifiers in /DELETE mode.

/LISTING][=filespec]
/NOLISTING

Controls whether an output listing is created and optionally provides an output file specification
for the listing file. A listing file contains a listing of the command definitions along with any error
messages. The listing file is similar to a compiler listing.

If you specify the /LISTING qualifier and omit the file specification, output is written to the
default device and directory; the listing file will have the same name as the first command
definition file and a file type of .LIS.

You can use the /LISTING qualifier only in /OBJECT or /REPLACE mode; you cannot create a
listing in /DELETE mode. In /OBJECT and /REPLACE modes, the default is /NOLISTING.

/OBJECT[=filespec]

Specifies /OBJECT mode to create an object module from a command definition file and
optionally provides an object file specification. You cannot use the /OBJECT qualifier to create an
object module from a command definition that contains the IMAGE keyword.

You can specify only one command definition file when you use SET COMMAND/OBJECT.

If you specify the /OBJECT qualifier and omit the file specification, output is written to the
default device and directory; the object file will have the same name as the input file and a file
type .OBJ.

You cannot use the /DELETE, /OUTPUT, /REPLACE, or /TABLE qualifiers in /OBJECT mode.

Note

When compiling very large command definition (CLD) files, you may encounter the following error:
%CDU- F- | NTNODESPACE, Internal error: node space exhausted

The default value of virtual memory allocated by the SET COMMAND/OBJECT command is
384KB. This value may not be sufficient to process large CLD files. To increase this size, use the
CDUSTABLE SPACE logical name to specify a larger value.

For example:

$ DEFI NE CDU$STABLE_SPACE 2048

/OUTPUT =filespec]
/NOOUTPUT

Controls where the modified command table should be placed. If you provide an output file
specification, the modified command table is written to the specified file. If you do not provide an
output file specification, the edited command table replaces your process table. The /NOOUTPUT
qualifier indicates that no output is to be generated.
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You can specify an output file specification with the /OUTPUT qualifier only when you also use
the /TABLE=filespec qualifier to provide the input tables. The default file type is .EXE.

You can use the /OUTPUT qualifier only in /DELETE or /REPLACE mode; you cannot use
the /OUTPUT qualifier in /OBJECT mode.

In /DELETE and /REPLACE mode, the default is /OUTPUT with no file specification.
/REPLACE
Specifies /REPLACE mode to add or replace verbs in the command table you are modifying.

You can use the /REPLACE qualifier to modify either the process command table or a command
table file specified with the /TABLE qualifier. If you do not use the /TABLE qualifier to specify
an alternate command table, the default is to modify your process command table. If you do

not use the /OUTPUT qualifier to specify an output file, the default is to return the modified
command table to your process.

You cannot use the /OBJECT or /DELETE qualifiers in /REPLACE mode.

If you do not explicitly specify /DELETE, /OBJECT, or /REPLACE mode, the default
is /REPLACE.

/TABLE=[filespec]

Specifies the command table that is to be modified. If you specify the /TABLE qualifier and
omit the file specification, the current process command table is modified. If you include a file
specification, the specified command table is modified. The default file type is .EXE.

If you use the /TABLE qualifier to provide an input command table file, you should also use
the /OUTPUT qualifier to provide an output table file; otherwise, the modified command table
will be written to your process and will replace your process command table.

You can only use the /TABLE qualifier in /DELETE or /REPLACE mode; you cannot use
the /TABLE qualifier in /OBJECT mode.

In /REPLACE and /DELETE mode, the default is /TABLE with no input file specification.

Examples
1. $ SET COWAND SNAG

This command adds the commands in SNAG.CLD to the command table in the current process.
2. $ SET COMVAND/ OBJECT SNAG

This command creates an object file using the commands in SNAG.CLD. This object file can then
be linked with other object files to process application defined commands.

3. $ SET COMVAND/ TABLE=MYTAB/ QUTPUT=MYCLI SNAG

This command adds the commands in SNAG.CLD to the command table MYTAB.EXE and
writes the updated table to MYCLILEXE.

When you use the /TABLE qualifier to specify an input command table, you should use
the /OUTPUT qualifier to specify an output file; otherwise, your process command table will be
overwritten.
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4. $ SET COMVAND/ DELETE=HOLD

This command deletes the definition for the verb HOLD from your process command table. The
modified command table is returned to your process.

SET CONTROL

SET CONTROL — Enables or disables the Ctrl/Y or the Ctrl/T function. Pressing Ctrl/Y
interrupts a command and returns you to the DCL command level. Pressing Ctrl/T momentarily
interrupts a command to print a line of statistics. SET CONTROL=T requires that SET
TERMINAL/BROADCAST be set for the information to be displayed at your terminal.

Format

SET CONTROL [ =(T, Y)] SET NOCONTROL[=(T,Y)]
Parameter

(T.Y)

Specifies that T (Ctrl/T) or Y (Ctrl/Y) be enabled or disabled. If you specify only one character, you
can omit the parentheses. If you do not specify either T or Y, Y is the default.

Description

The Ctrl/Y function provides a general-purpose escape from the current operation. The Ctrl/Y
function can generally be used during an interactive terminal session to interrupt the current
command, command procedure, or program image.

The SET NOCONTROL~=Y command can be used for special application programs. When the SET
NOCONTROL=Y command is executed in a system-specified command procedure for a particular
user at login, that user can communicate only with the application program that controls the terminal.

When you press Ctrl/Y and SET NOCONTROL=Y is in effect, the INTERRUPT message is
displayed, but no interruption takes place.

Note

Note that DCL maintains a pending Ctrl/Y asynchronous system trap (AST) to the terminal
driver. This affects captive command procedures when using the SET HOST command. For more
information, see the description of the SET HOST command.

SET NOCONTROL=Y also disables the Ctrl/C cancel function for all commands and programs that
do not have special action routines responding to the Ctrl/C function.

The Ctrl/T function displays a single line of statistical information about the current process.

When you press Ctrl/T during an interactive terminal session, it momentarily interrupts the current
command, command procedure, or image to display statistics. The statistical information includes the
node and user names, the current time, the current process, CPU usage, number of page faults, level of
I/0O activity, and memory usage. For example:

BOSTON: : SM TH 16: 21: 04 EDT CPU=00: 00: 03. 33 PF=778 |1 0O=296 MEM=277
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When SET NOCONTROL=T (the default) is in effect, pressing Ctrl/T does not cause any statistics to
be displayed.

Customizing the Output of Ctrl/T

By defining the new symbol DCLSCTRLT, users can augment the traditional Ctrl/T output with the
text defined for DCLSCTRLT. This technique can be used to indicate progress in user applications or
for debugging purposes.

Examples

L.

$ SET NOCONTROL=Y

The SET CONTROL command in this example disables the Ctrl/Y function as well as most Ctrl/C
functions.

$ SET CONTROL=T

The SET CONTROL command in this example enables the Ctrl/T function.

$ SET NOCONTROL=(T,Y)

The SET CONTROL command in this example disables both the Ctrl/T and Ctrl/Y functions.
$Crl/T

NODE22: : SM TH 16: 21: 04 (DCL) CPU=00: 03: 29. 39 PF=14802 | 0=18652 MEM-=68
$ SET NOCONTROL=T

$Crl/T

As shown in this example, when you press Ctrl/T, the system displays the appropriate information.
The SET NOCONTROL=T command disables the Ctrl/T function. Now when you press Ctrl/T,
no information is displayed.

$ TYPE CTRLT_LOOP. COM

$ i nner=0

$ outer=0

$ | oop:

$ | oopl:

$if inner .gt. 20000 then goto end_| oopl
$ i nner=inner +1

$ dcl $ctrlt=F$FAQ( "I nner |oop count is !SL Quter loop count is !
SL" ,inner,outer)

$ goto |l oopl

$ end_| oopl:

$ i nner=0

$ outer=outer+1

$ goto | oop

$ @TRLT_LOOP

<<Press Crl/T>>

NODE1: : JSM TH 10: 46: 37 (DCL) CPU=00: 03: 42. 68 PF=13453 | O=6743 MEME187
I nner | oop count is 12306

Quter loop count is O

NODE1: : JSM TH 10: 46: 43 (DCL) CPU=00: 03: 49. 19 PF=13455 | O=6744 MEME187
I nner | oop count is 19200

Quter |loop count is 2
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<<Press Crl/C> <<--- To exit the | oop.

$ SET NOCONTROL=T

$ @TRLT_LOOP

<<Press Crl/T>>

<<Not hing is displayed as CTRL/T is disabl ed. >>
<<Press CQrl/C> <<--- To exit the | oop.

This example demonstrates the use of DCLSCTRLT within a command procedure. The command
procedure is running in a loop that updates the symbol DCL$CTRLT to indicate the number of
loop iterations executed so far.

SET CPU

SET CPU — Changes the user capabilities associated with the specified CPUs. Requires ALTPRI
and WORLD privileges.

Format

SET CPU [cpu-id], ...]]

Parameter
cpu-id

Specifies a decimal value representing the identity of a processor in an OpenVMS multiprocessing
system. On an Alpha 7000 system, the CPU is the backplane slot number of the processor.

Qualifiers

/ALL

Applies the specified operation to all CPUs in the active set.
/ASSIGN [=option] (Alpha/Integrity servers only)

Assigns the CPU to the current instance if no option is specified.

If an option is specified, the CPU is assigned to that resource.

Option Description
$SPARTITION The current soft partition of the OpenVMS instance.
$SHARD_ PARTITION The hard partition of the OpenVMS instance.

Supported only on AlphaServer systems that support partitioning.

/AUTO_START (Alpha/Integrity servers only)
/NOAUTO_START

Sets or clears the instance-specific autostart flag for the specified CPUs.
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When autostart is enabled, that CPU will join the OpenVMS active set when it is assigned or
migrated into the partition. The CPU will also autostart if a power-up transition is completed
while the CPU is owned by the issuing instance.

Supported only on AlphaServer systems that support partitioning.

/CAPABILITY
/NOCAPABILITY

Allows bits in the process user capability mask to be set or cleared individually, in groups, or all

at once.

Note

The SET CPU/[NO]JCAPABILITY command will fail if there is an active process that requires a
capability that is not available on any remaining active CPU.

Specifying the /CAPABILITY qualifier has no direct effect, but merely indicates the target of the
operations specified by the following secondary qualifiers:

/SET=(n[,...])

Sets all user capabilities defined by the position values n, where n has
the range of 1 to 16.

/CLEAR=(n[,...])

Clears all user capabilities defined by the position values n, where n
has the range of 1 to 16.

The secondary qualifiers can all be used at once as long as the user capability bits defined in
the /SET and /CLEAR parameters do not overlap.

The /NOCAPABILITY qualifier clears all user capability bits.

JCLEAR=(n[....])

Clears all user capabilities defined by the position values nspecified by the /CAPABILITY

qualifier.

/FAILOVER=option (Alpha/Integrity servers only)

/NOFAILOVER

Establishes instance-specific failover relationships for each CPU in the instance's potential set.

When the instance crashes, CPUs with a failover target other than the current instance will be
assigned or migrated to that target.

Specifying the /FAILOVER qualifier has no direct effect; however, it indicates the target of the
operations specified by the following options:

Option

Description

i nstance_namne

The name of any valid running instance in the current hard partition.

partitionlD

The numeric ID of any partition(reflected in the configuration tree) in
the current hard partition. An operating system instance is not required
to be running with this identifier.

$SPARTITION

Assigns a resource to the current partition of the current instance.

$$HARD PARTITION

Assigns a resource to the hard partition node of the configuration tree.
This makes the CPU available to multiple soft partitions below it.
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The /FAILOVER qualifier generates a resource assignment only when the current instance
crashes.

Supported only on AlphaServer systems that support partitioning.
/GLOBAL

Modifies the global cell SCHSGL DEFAULT CPU_CAP. This global cell is used to initialize the
user capability mask of CPUs that are brought into the active set for the first time.

/MIGRATE=option (Alpha/Integrity servers only)

Transfers ownership of the CPU from the current instance to another soft partition.

Option Description
i nstance_nane The name of any valid running instance in the current hard partition.
partitionlD The numeric ID of any partition(reflected in the configuration tree) in

the current hard partition. An operating system instance is not required
to be running with this identifier.

Supported only on AlphaServer systems that support partitioning.

/POWER=option (Alpha/Integrity servers only)
Turns the power on or off in one or more CPU slots. Valid options are ON and OFF.
Supported only on AlphaServer GS series systems.

/OVERRIDE CHECKS (Alpha/Integrity servers only)

Directs the SET/CPU command to bypass a series of checks that determine whether the specified
processor is eligible for removal from the active set.

/REFRESH (Alpha/Integrity servers only)

Examines and updates the OpenVMS context for the specified CPU or CPUs, using the hardware
configuration tree.

/SET=(N[,...])

Sets all user capabilities defined by the position values n specified by the /CAPABILITY
qualifier.

/START (Alpha/Integrity servers only)

Initiates a request for the specified CPU to join the OpenVMS active set if it is not already there.

Examples
1. $ SET CPU CAPABI LI TY/ GLOBAL/ SET=( 2, 4)

This command sets user capabilities 2 and 4 in the global cell SCH$GL DEFAULT CPU_CAP.

2. $ SET CPU CAPABI LI TY/ GLOBAL/ SET=(2,4) O
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This command sets user capabilities 2 and 4 in the global cell SCH$GL DEFAULT CPU CAP,
as well in the active CPU 0.

$ SHOW CPU FULL

SYSTEM EURCS, HPE RX2600

$ SET CPU CAPABI LI TY/ SET=(1,2) O

(900MHZ/ 1. 5NVB)

SWP EXECLET = 3 : ENABLED : STREAM.I NED.
CONFI G TREE = VERSI ON 6
PRIMARY CPU = 0
HWRPB CPUS = 2
PAGE SI ZE = 8192
REVI SI ON CODE =
SERI AL NUMBER = US30464615
DEFAULT CPU CAPABI LI Tl ES:
SYSTEM QUORUM RUN
DEFAULT PROCESS CAPABI LI TI ES:
SYSTEM QUORUM RUN
CPUO  STATE: RWN CPUDB: 89010000 HANDLE: 00005D70
OMER 000004C8 CURRENT: 000004C8 PARTI TI ON 0
( EUROS)
CHGCNT: 1 STATE: PRESENT, PRI MARY,
REASSI GNABLE
PROCESS: TEST11 PID: 20201185
CAPABI LI TI ES:
SYSTEM PRI MARY QUORUM RUN RADO
USER USRL USR2
SLOT CONTEXT: 901EB00O
CPU - STATE..........: RC, PA, PP, CV, PV, PW, PL
TYPE. ..........c | TANIUM MAJOR = 31, MNOR = 0
SPEED..........: 900 MHZ
LID ..o 00000000
VAR ATION. ... ..: | EEE FP, PRI MARY ELI G BLE
SERI AL NUMBER. .: 0001A968930A1A25
REVISION.......:
HALT REQUEST...: O
SOFTWARE COMP..: 7.0
PALCODE - REVISION CODE..: 1.1
COVPATIBILITY..: 0
MAX SHARED CPUS: 0
Bl NDI NGS: * NONE *
FASTPATH:
FGBO
PKAO
PEAO
El AO
FEATURES:
AUTOSTART - ENABLED.
FASTPATH - SELECTI ON ENABLED AS PREFERRED CPU.
CPU1  STATE. RWN CPUDB: 89163480 HANDLE: 00005ES0
OMER 000004C8 CURRENT: 000004C8 PARTI TI ON 0
( EUROS)
CHGCNT: 1 STATE: PRESENT, REASS| GNABLE
PROCESS: * NONE *

CAPABI LI TI ES:
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SYSTEM QUORUM RUN RADO
SLOT CONTEXT: 901EC000
CPU - STATE..........:
TYPE. . .........:
SPEED. .........:
LID ...........:
VARI ATION. . ... .:
SERI AL NUMBER
REVISION.......:
HALT REQUEST...:
SOFTWARE COWP. . :
PALCODE - REVI SI ON CODE. . :
COVPATI BI LI TY. . :
MAX SHARED CPUS:
Bl NDI NGS: * NONE *
FASTPATH:
FGAO
EWAO
PKBO
B&D
FEATURES:
AUTOSTART - ENABLED.
FASTPATH -

$ SET CPU CAPABI LI TY/ CLEAR=1 O

$ SHOW CPU/ FULL
SYSTEM EURCS, HPE RX2600

SMP EXECLET = 3 ENABLED :
CONFIG TREE = VERSION 6
PRIMARY CPU =0
HWRPB CPUS =2
PAGE Sl ZE = 8192
REVI SI ON CODE =
SERI AL NUMBER = US30464615

DEFAULT CPU CAPABI LI TI ES:
SYSTEM QUORUM RUN
DEFAULT PROCESS CAPABI LI TI ES:

RC, PA, PP, CV, PV,
| TANl UM MAJOR = 31,

900 MHZ
01000000
| EEE FP
000363B4B0C5C862

0
7.0
1.1
0
0

SELECTI ON ENABLED AS PREFERRED CPU.

(900MHZ/ 1. 5NMB)

STREAMLI NED.

PW, PL
MNOR = 0

HANDLE: 00005D70
PARTI TION O

PRESENT, PRI MARY,

PW, PL
MNOR = 0

SYSTEM QUORUM RUN
CPUO  STATE. RWN CPUDB: 89010000
OMER 000004C8 CURRENT: 000004C8
( EUROS)
CHGCNT: 1 STATE:
REASS| GNABLE
PROCESS: TEST11 PID: 20201185
CAPABI LI TI ES:
SYSTEM PRI MARY QUORUM RUN RADO
USER USR2
SLOT CONTEXT: 901EB00O
CPU - STATE..........: RC, PA, PP, CV, PV,
TYPE. ..........c | TANI UM MAJOR = 31,
SPEED..........: 900 MHZ
LID ..o 00000000
VAR ATION. ... ..: | EEE FP, PRI MARY ELI G BLE
SERI AL NUMBER. .: 0001A968930A1A25
REVISION. ......:
HALT REQUEST...: O
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SOFTWARE COWP. .: 7
PALCODE - REVISION CODE..: 1
COWPATIBILITY..: O
MAX SHARED CPUS: 0
Bl NDI NGS: * NONE *
FASTPATH:
FGBO
PKAO
PEAO
El A0
FEATURES:
AUTOSTART - ENABLED.
FASTPATH - SELECTI ON ENABLED AS PREFERRED CPU.

CPU1  STATE. RWN CPUDB: 89163480 HANDLE: 00005ES0
OMER 000004C8 CURRENT: 000004C8 PARTI TI ON 0
( EUROS)
CHGCNT: 1 STATE: PRESENT, REASS| GNABLE
PROCESS: * NONE *
CAPABI LI TI ES:

SYSTEM QUORUM RUN RADO
SLOT CONTEXT: 901EC000

CPU - STATE..........: RC PA PP, CV, PV, PW, PL
TYPE...........: ITANNUM MAOR = 31, MNOR =0
SPEED..........: 900 MHZ
LID............: 01000000
VARIATION......: |EEE FP
SERI AL NUMBER. . : 000363B4B0C5C862
REVISION.......:

HALT REQUEST...: O
SOFTWARE COWP..: 7.0

PALCODE - REVISION CODE..: 1.1
COWPATIBILITY..: O
MAX SHARED CPUS: 0

Bl NDI NGS: * NONE *
FASTPATH:

FGAO

EWAO

PKBO

B&D
FEATURES:

AUTOSTART - ENABLED.
FASTPATH - SELECTI ON ENABLED AS PREFERRED CPU.
$

In this example, the first SET CPU command sets user capabilities 1 and 2 for CPU 0. The second
SET CPU command clears capability 1.

4. $ SET CPU REFRESH ALL

This command updates the OpenVMS context in this instance for all CPUs physically residing in
the current hard partition.

5. $ SET CPU FAI LOVER=WFGLXA 12

This command sets CPU 12 to failover to another instance (WFGLXA), if the current instance
crashes.
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6. $ SET CPU FAlI LOVER=$$HARD 13

This command assigns CPU 13 to hard partition ownership if the current instance crashes.
Assignment to the hard partition makes the CPU visible and available to other instances for
assignment.

7. $ SET CPU ASSI G\N=$$HARD 14

This command assigns CPU 14, currently owned by the instance, to hard partition ownership.
Assignment to the hard partition makes the CPU visible and available to other instances for
assignment.

8. $ SET CPU ASSI GN 15

This command assigns CPU 15, currently owned by the hard partition, to this instance. If the CPU
is powered, in the potential set, and autostart enabled, then it will automatically join the active set.

SET DAY

SET DAY — Sets the default day type specified in the user authorization file (UAF) for the current
day. Requires OPER (operator) privilege.

Format

SET DAY

Parameters

None.

Description

The SET DAY command overrides the default primary and secondary day types that are used
to control daily logins. These default day types are defined by the system manager in the user
authorization file (UAF).

The SET DAY command is useful when you need to override the day type because of a change in the
work days of a particular week. For example, Monday, which is normally a work day, is occasionally
a holiday. You can use the SET DAY command to override the normal day type for Monday and set it
to a different day type.

Qualifiers

/DEFAULT

Overrides any previous SET DAY specification and specifies that the normal UAF defaults are to
be used to determine today's day type.

/LOG
/NOLOG (default)

Controls whether log information is displayed at the terminal to confirm that the new SET DAY
information has been set.
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/PRIMARY
Sets today until midnight to a primary day.
/SECONDARY

Sets today until midnight to a secondary day.

Examples

1. $ SET DAY/ PRI MARY

The SET DAY command in this example overrides the current default day type and sets today
until midnight to a primary day.

2. $ SET DAY/ DEFAULT

The SET DAY command in this example overrides the previous SET DAY command and sets
today's day type to the UAF-defined default.

SET DEFAULT

SET DEFAULT — Sets your default device and directory specifications. The new default is applied to
all subsequent file specifications that do not explicitly include a device or directory name. When you
change the default device assignment, the system equates the specified device with the logical name
SYSS$DISK.

Format

SET DEFAULT [ devi ce-nane[:]][directory-spec]

Parameter
devi ce- name[ : ]

Specifies the name of the device you want to go to.

Note

The SET DEFAULT command will accept a node name with the device name(that is, node-
name::device-name). However, the results of operations using a default with a node name are
unpredictable. Some utilities and applications do not allow a node name to be specified in a file
specification and will fail if the default file specification contains a node name.

di rectory-spec

Specifies the name of the directory you want to go to. A directory name must be enclosed in brackets
([ D Use the minus sign (-) to specify the next higher directory from the current default.

On Alpha systems, if the length of the resulting default directory specification exceeds 255 characters,
the SET DEFAULT attempts to replace the default directory string with a generated directory
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specification. If this happens, then in addition to the normal syntax check, the entire path to that
specification, including the device, is verified and must exist for the call to succeed.

On Alpha systems, if the process parse style is set to extended, then the directory specification may
include a directory ID (DID).

You must specify either the device-name parameter or the directory-spec parameter. If you specify
only the device name, the current directory is the default for the directory-spec parameter. If you
specify only the directory name, the current device is the default for the device-name parameter.

You can use a logical name but it must constitute at least the device part of the specification. When
you use a search list logical name as the parameter, the logical name is not translated by the SET
DEFAULT command. Instead, the SET DEFAULT command retains the logical name so that
OpenVMS Record Management Services (RMS) is able to access the entire search list. If you enter
the SHOW DEFAULT command, the search list logical name is displayed as the default device, along
with its equivalence strings.

Examples

1. $ SET DEFAULT [ TANNER]

The SET DEFAULT command in this example changes the default directory to [TANNER]. The
default disk device does not change.

2. $ SET DEFAULT $FLOPPYL1: [ MOREAU. MEMOS]

The SET DEFAULT command in this example sets your default to the MOREAU.MEMOS
subdirectory on SFLOPPY 1.

3. $ SET DEFAULT $FLOPPY1:

The SET DEFAULT command in this example sets the default device to SFLOPPY1. The
directory name does not change.

4. $ SET DEFAULT [-]

The SET DEFAULT command in this example changes the default directory to the parent
directory of the one you are currently in. For example, if the current directory is SFLOPPY 1:
[NIELSEN.MEMOS], this command sets your default to SFLOPPY 1:[NIELSEN]. If you are in
SFLOPPY 1:[NIELSEN], this command sets your default to the master directory on the disk---
SFLOPPY 1:{000000].

5. $ SAVEDEF = F$ENVI RONMENT( " DEFAULT")
$ SET DEFAULT [122001. ZAMORA. APP10]
$ SET DEFAULT ' SAVEDEF'

The command procedure in this example uses the FEENVIRONMENT lexical function to save the
current default directory in the symbol named SAVEDEF. The SET DEFAULT command changes
the default directory 122001.ZAMORA.APP10. Later, the symbol SAVEDEF is used to restore
the original default directory.

6. $ SHOW DEFAULT
VORK: [ TOP]
$ DEFI NE X WORK: [ TOP. SUBL] , WORK: [ TOP. SUB2]
$ SET DEFAULT X
$ SHOW DEFAULT
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X [ TOP]

WORK: [ TOP. SUBL]

WORK: [ TOP. SUB2]

$ DI RECTORY

Directory WORK: [ TOP. SUB1]

KUDGCS. TWP; 1

Total of 1 file.

Directory WORK: [ TOP. SUB2]

KUDGCS. TWP; 1

Total of 1 file.

Grand total of 2 directories, 2 files.
$ DI RECTORY []

Directory WORK: [ TOP]

KUDGCS. TWP; 1 NETSERVER. LOG, 2
Total of 2 files.

In this example, the default directory is WORK:[TOP]. X is then defined to be a search list
consisting of two subdirectories. When the SETDEFAULT X command is entered, the search list
(X) is equated with the logical name SYS$DISK and is entered into the disk field. The subsequent
SHOW DEFAULT command shows both the search list and the current default directory, followed
by the expanded search list.

If a DIRECTORY command is entered, the directories searched are those contained in the logical
name X; however, if the current default directory specification ([]) is explicitly entered, the current
default directory, rather than SYS$DISK, is searched.

$SET PROCESS/ PARSE_STYLE=EXTENDED
$SET DEFAULT WORK: [ 11, 1, 0]

$SHOW DEFAULT

WORK: [ 11, 1, 0]

$DI RECTORY

Directory WORK: [ 11, 1, O]

X X1

Total of 1 file.

On Alpha systems, the SET DEFAULT command in this example uses a directory ID (DID) in the
directory specification.

$SET PROCESS/ PARSE_STYLE=EXTENDED

$SET DEFAULT -

WORK:

[ . LONG DI RECTORY_NAME_AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA]
$SET DEFAULT -

WORK:

[ . LONG_SUBDI RECTORY_NANME BBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBBB]
$SET DEFAULT -

WORK:

[ . LONG_SUBDI RECTORY_NANME_CCCCCCCCCCCCCCCCCCCCCCreeecrececeeceeeecceq
$SET DEFAULT -

WORK:

[ . LONG_SUBDI RECTORY_NANME_DDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDDD)
$SET DEFAULT -

WORK:

[ . LONG_SUBDI RECTORY_NANME EEEEEEEEEEFEEEEEEEFEEEFEFEEEEFEFEEFEEEEEEEEEEE]
$SHOW DEFAULT

MDAO: [ 15, 1, 0]

$SET DEFAULT [ -]
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YRVS-F-DIR, error in directory name
$SET DEFAULT [. TEST]

$SHOW DEFAULT

MDAO: [ 15, 1, 0. TEST]

On Alpha systems, because the total length of the default directory string would exceed 255
characters in this example, a Directory ID is used in the directory specification. When the default
directory string is replaced with a Directory ID, it is not possible to use the minus sign to specify
the next higher directory.

SET DEVICE

SET DEVICE — Establishes a print device or terminal as a spooled device or establishes the
operational status for a device.

Format

SET DEVI CE [devi ce-nane[:]]

Parameter
devi ce- nane| : ]

Specifies the name of the device whose spooling or operational status is to change. The device must
be a print device or a terminal if you want to change the spooling status; the device must be a disk or
magnetic tape if you want to change the operational status.

When you specify qualifiers that act on shadow sets, the device might be a shadow set member
(ddcu:) or the whole shadow set (DSA nnnn:), as noted in the qualifier format. Depending on the
qualifier, if no device name is supplied, the qualifier applies to a/l shadow sets mounted on the node
from which the command is executed.

Description

Requires OPER (operator) privilege.

PHY_IO (physical I/O) privilege is required when specifying the Alpha-only qualifiers that change
the characteristics of shadow sets. These qualifiers also can be specified using the SETSHADOW
command, which provides additional options for controlling shadow sets. Qualifier settings for
shadow sets remain in effect until they are changed using either SET DEVICE or SET SHADOW or
until the shadow set or shadow set member is dismounted. If the shadow set is remounted or a shadow
set member is returned to the shadow set from which it was dismounted, the settings must be specified
again. For more information about volume shadowing, see the V.SI OpenVMS Volume Shadowing
Guide.

When you specify any of the following qualifiers, the operational status of the drive is
changed: /ABORT_VIRTUAL_UNIT, /AVAILABLE, /COPY_SOURCE, /DUAL_PORT,
/ENABLE, /ERROR_LOGGING, /FORCE_REMOVAL, /MEMBER_TIMEOUT,
/MVTIMEOUT, /POLL, /READ_COST, /SITE, or /SSWITCH.

When you specify the /SPOOLED qualifier, program output that uses OpenVMS Record Management
Services (RMS) or file control system (FCS) and that specifies the print device name is written onto
an intermediate disk rather than written directly to the print device or terminal.
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Qualifiers

/ABORT_VIRTUAL UNIT DSAnnnn: (Alpha/Integrity servers only)
Aborts mount verification on a shadow set.

Use this qualifier when you know that the unit cannot be recovered. When you use this qualifier,
the shadow set must be in mount verification. The shadow set aborts mount verification
immediately on the node from which the command is issued. If the shadow set is not in mount
verification, this command returns the error

YSYSTEM E- UNSUPPORTED, unsupported operation or function.

After this command completes, the shadow set still must be dismounted. Use the following
command to dismount the shadow set:

$ DI SMOUNT/ ABORT DSAnnnn:

/AVAILABLE
/NOAVAILABLE

Controls whether the specified disk or magnetic tape is to be considered available.

You must dismount the specified disk or magnetic tape before entering the SET
DEVICE/[NO]JAVAILABLE command. If you specify the /NOAVAILABLE qualifier, any
attempt to allocate or mount the specified disk or magnetic tape is prevented. Devices are
automatically set /AVAILABLE when brought online even if the device had been previously
set /NOAVAILABLE.

/COPY_SOURCE {ddcu: | DSAnnnn:} (Alpha/Integrity servers only )

Specifies which source member of a shadow set will be used as the source for read data during
full copy operations when a third member is added to the shadow set. This qualifier affects only
copy operations that do not use disk copy data (DCD) commands.

Some storage controllers, such as the HSG80, have a read-ahead cache, which significantly
improves single-disk read performance. Copy operations normally alternate reads between
the two source members, which effectively nullifies the benefits of the read-ahead cache. This
qualifier lets you force all reads from a single, specified source member for a copy operation.

If only a shadow set (DSAnnnn:) is specified, all reads for full copy operations will be performed
from the disk that is the current “master” member, regardless of physical location of the disk.

If a shadow set member (ddcu:) is specified, that member will be used as the source of all
copy operations. This allows you to choose a local source member, rather than a remote master
member.

/DUAL_PORT
/NODUAL_PORT

Controls whether the port seize logic in the device driver of the specified disk is to be enabled.
This qualifier should be used only on disks that contain a dual port kit and have been dismounted.

/ENABLE
/NOENABLE

Enables or disables a path to a multipath device; the affected path is the one named in the /PATH
qualifier. All paths are initially enabled; the current path cannot be disabled.
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JERROR_LOGGING
/NOERROR LOGGING

Controls whether device errors are logged in the error log file. When you specify
the /ERROR_LOGGING qualifier, all error messages reported by the device on which error

logging is enabled are recorded in the error log file. Use the SHOW DEVICE/FULL command to
find out the current status.

/FORCE_REMOVAL ddcu: (Alpha/Integrity servers only )
Expels the specified shadow set member from the shadow set.

If connectivity to a device has been lost and the shadow set is in mount verification, this qualifier
causes the member to be expelled from the shadow set immediately.

If the shadow set is not currently in mount verification, no immediate action is taken. If
connectivity to a device has been lost but the shadow set is not in mount verification, this qualifier
lets you flag the member to be expelled from the shadow set, as soon as it does enter mount
verification.

The specified device must be a member of a shadow set that is mounted on the node where the
command is issued.

/LOG
/NOLOG (default)

Controls whether log information is displayed at the terminal.
/MEMBER TIMEOUT=n ddcu: (Alpha/Integrity servers only)
Specifies the timeout value to be used for a shadow set member.

The value supplied by this qualifier overrides the system parameter SHADOW_MBR TMO
for this specific device. Each member of a shadow set can be assigned a different
MEMBER TIMEOUT value.

The valid range for nis 1 to 16777215 seconds.

The specified device must be a member of a shadow set that is mounted on the node where the
command is issued.

/MV_INTVL=n

Overrides the systemwide setting of the MVSUPMSG_INTVL system parameter with the

value specified by n (seconds) for the specified device only. If /MV_INTVL=0, the value for
MVSUPMSG _INTVL is used instead. [f MVSUPMSG INTVL=0 or MVSUPMSG NUM=0, all
mount verifications are announced. For more information about MVSUPMSG INTVL, see the
VSI OpenVMS System Management Utilities Reference Manual.

/MV_NUM=n
Overrides the systemwide setting of the MVSUPMSG NUM system parameter with the

value specified by n (seconds) for the specified device only. If /MV_NUM=0, the value for
MVSUPMSG_NUM is used instead. [f MVSUPMSG NUM=0 or MVSUPMSG_INTVL=0, all
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mount verifications are announced. For more information about MVSUPMSG NUM, see the VSI
OpenVMS System Management Utilities Reference Manual.

/MVTIMEOUT=n DSAnnnn: (Alpha/Integrity servers only)

Specifies the mount verification timeout value to be used for the shadow set specified by its
virtual unit name (DSA nnnn:).

The value supplied by this qualifier overrides the value specified by the system parameter
MVTIMEOUT for this specific shadow set.

Note

You cannot change the value of MVTIMEOUT for a system disk. Any attempt to do so results in an
error.

The valid range for n is 1 to 16777215 seconds.
The specified shadow set must be mounted on the node where the command is issued.
/PATH=path-description-string

(For multipath devices only) Specifies a particular route to the device. The path description string
identifies a path from the host to the device (for example, PGA0.2343-A855-BC99-876F or
PKCO0.5). Wildcard characters have no special meaning. The path description can be abbreviated
to the minimum unique string.

Note that this qualifier does not imply that any action be taken. To take action, you must also
specify one of the following qualifiers: /(NO)ENABLE, /(NO)POLL, or /SWITCH.

/POLL
/NOPOLL

Specifies that the path specified by the /PATH qualifier is to be polled for continued availability
as a path switch destination. This does not affect any attempt to switch to this path. Its purpose is
only to inform an operator that a path may or may not be viable as a path switch destination. By
default, all device paths are enabled for polling when they are discovered. Note that this qualifier
applies only to multipath devices.

/PREFERRED CPUS=cpu-a[,cpu-b,cpu-c,...]
/NOPREFERRED CPUS

Allows you to specify a CPU or a set of candidate CPUs from which the operating system chooses
the CPU to assign to the Fast Path port. The chosen CPU is called the preferred CPU for this Fast
Path port. The Fast Path port's interrupt /O completion processing and I/O initiation processing
are performed on this preferred CPU.

In addition to selecting the preferred CPU, the User Preferred CPU is set for this port.

Setting the User Preferred CPU prevents the port from being reassigned to another CPU

unless the User preferred CPU is being stopped. The qualifier can be negated. When

the /NOPREFERRED CPUS qualifier is specified, the User Preferred CPU is cleared for the port,
but it remains a Fast Path port, and the current preferred CPU is not changed.

If both /PREFERRED CPUS and /NOPREFERRED CPUS are specified on the same command
line, NOPREFERRED_CPUS is ignored.
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If Fast Path is enabled, you can use the DCL command, SHOW DEVICE/FULL, to display the
current preferred CPU and the User Preferred CPU.

For more information about using Fast Path features to improve I/0O performance, see the V'S/
OpenVMS 1/0 User's Reference Manual.

/READ_COST=n {ddcu: | DSAnnnn:} (Alpha/Integrity servers only )

Enables you to modify the default cost assigned to each shadow set member (ddcu:).By
modifying the assignments, you can bias the reads in favor of one member of a two-member
shadow set, or, in the case of three-member shadow sets, in favor of one or two members of the
set over the remaining members. The device specified must be a shadow set or member of a
shadow set that is mounted on the node where the command is issued.

The valid range for the specified cost is 1 to 65,535 units.

The shadowing driver assigns default READ COST values to shadow set members when each
member is initially mounted. The default value depends on the device type and its configuration
relative to the system mounting it. The following list of device types is ordered by the default
READ_COST assignments, from the lowest cost to the highest cost:

e DECram device

» Directly connected device in the same physical location
* Directly connected device in a remote location

*  DECram served device

» Default value for other served devices

The value supplied by the /READ_COST qualifier overrides the default assignment. The
shadowing driver adds the value of the current queue depth of the shadow set member to the
READ_COST value and then reads from the member with the lowest value.

Different systems in the cluster can assign different costs to each shadow set member.

When this qualifier specifies a shadow set (DSA nnnn:) instead of a shadow set member,

the /READ_COST qualifier switches the read cost setting for a/l shadow set members back to
the default read cost settings established automatically by the shadowing software. The specified
shadow set must be mounted on the node where the command is issued. In this case, the value
specified for the cost can be any number because it will be ignored.

If the /SITE command qualifier has been specified, the shadowing driver takes site values into
account when it assigns default READ COST values. In order for the shadowing software to
determine whether a device is in the category of “directly connected device in a remote location,”
the /SITE command qualifier must have been applied to both the shadow set and the shadow set
member.

Reads requested for a shadow set from a system at site 1 are performed from a shadow set
member that is also at site 1. Reads requested for the same shadow set from site 2 can read from
the member located at site 2.

/RESET=(keyword[ ,keyword])

Requires CMKRNL and DIAGNOSE privileges.
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Resets either or both the error count and the operation count for a device. You must specify one or
both of the following keywords:

ERROR_COUNT Resets the error count.
OPERATION_COUNT |Resets the operation count.

When either count is reset, a message is sent to the error log. The message indicates that the count
was reset and includes the value of the counter before the reset.

/SITE=n {DSAnnnn: | ddcu:} (Alpha/Integrity servers only )

Indicates to the shadowing driver the site location of the specified shadow set (DSA nnnn:) or
shadow set member ( ddcu:). If the member is removed from the shadow set and later is returned,
this qualifier must be specified again.

The SHADOW _SITE_ID system parameter defines the default site location of the shadow set.
You can override the default location of the shadow set with the /SITE qualifier.

The valid range for the site location, represented by n, is 1 through 255.

After you apply this qualifier, the setting remains in effect until you change it either with this
command or with the SET SHADOW/SITE command.

This qualifier can improve read performance because the member that is physically local to the
system will be the preferred disk from which to read, provided that you specify the /SITE qualifier
for each shadow set member and for the shadow set. (In a Fibre Channel configuration, shadow
set members at different sites are directly attached to the system. For the Volume Shadowing and
cluster software, there is no distinction between local and remote in multiple-site Fibre Channel
configurations.)

/SPOOLED[=(queue-name[:],intermediate-disk-name[:])]
/NOSPOOLED

Controls whether files are spooled to an intermediate disk.

The queue name indicates the printer queue to which a file is queued. If a queue name is not
supplied, the default is the name of either the printer or terminal.

The intermediate disk name identifies the disk to which the spooled files are written. If the
intermediate disk name is not supplied, the default is SYS$DISK (the current default disk). The
intermediate disk must be mounted before files can be written to it.

Once the device has been set spooled to a disk, that disk cannot be dismounted until the spooled
device is set to /NOSPOOLED. All channels must be deassigned from a print device before its
spooling characteristics can be changed. Also, the queue that is assigned to the device must be
stopped.

/SWITCH

Attempts to switch from the current path of a multipath device to the path named in the /PATH
qualifier. The path switch is attempted only if the path has not been disabled by SET
DEVICE/NOENABLE. The path switch is initiated but not completed before returning control
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to the user; use SHOW DEVICE/MULTIPATH to verify that the path switching has completed
successfully.

This command requires the OPER privilege. Additionally, if the device is currently allocated by
another process, as tape devices often are, the SHARE privilege is needed.

Examples
1. $ SET DEVI CE/ SPOOLED=( LPAO) LPAO:

In this example, the /SPOOLED qualifier requests that the printer queue LPAO be spooled to an
intermediate disk before files directed to the disk are printed. Because no intermediate disk was
specified, the intermediate disk defaults to SYS$DISK.

2. $ SET DEVI CE/ ERROR LOGGE NG DKB2:

The SET DEVICE command in this example requests that all device errors reported on device
DKB?2 be logged in the error log file.

3. $ SET DEVI CE/ NCAVAI LABLE DRAO:

The SET DEVICE command in this example prevents any attempt to mount a disk on device
DRAO.

4. $ SET DEVI CE/ DUAL_PORT DRAO:

The SET DEVICE command in this example enables the dual port seize logic in device DRAO.
5. $ SET DEVI CE/ PREFERRED_CPU=1 PNAO

The Fast Path port PNAO is assigned to CPU 1, and the User Preferred CPU is set to 1.
6. $ SET DEVI CE/ NOPREFERRED CPU PNAO

The port PNAO will have the User Preferred CPU cleared, but will remain a Fast Path port, with
CPU 1 as its current preferred CPU.

7. $ SET DEVI CH/ PREFERRED_CPU=(0, 1,2) PNAO

The operating system selects CPU 0,1, or 2 as the preferred CPU for Fast Path port PNAO, and
sets its User Preferred CPU to the selected CPU.

8. $ SET DEVI CE $1$DGA1001: / PATH=PGB0. 0123- 4567- 89AB- CDEF/ ENABLE

In this example, a request is made to enable path PGB0.0123-4567-89AB-CDEF as a switch
path destination. No error is indicated if the path was in the enabled state prior to the request.
Had the /NOENABLE option been used, the path would have been removed from switch path
consideration.

9. $ SET DEVI CE $1$DGA1001: / PATH=PGBO0. 0123- 4567- 89AB- CDEF/ POLL

In this example, a request is made to enable path PGB0.0123-4567-89AB-CDEF for polling of its
continued availability as a path switch destination. Had the /NOPOLL option been used, the path
would have been removed from path availability polling consideration.

10.$ SET DEVI CE $1$DGA1001: / PATH=PGBO. 0123- 4567- 89AB- CDEF/ SW TCH
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In this example, a request is made to switch from the current path to path PGB0.0123-4567-89AB-
CDEF. Should the path fail, the switch algorithm of the unspecified path is used.
11.$ ! Command sequence used on system 1l at site 1:
MOUNT/ SYSTEM DSAQ: / SHADOW=( $1$DGAO: , $1$DGAL: ) TEST
SET DEVI CE/ SI TE=1  DSAO:
!
I Command sequence used on system?2 at site 2:
MOUNT/ SYSTEM DSAQ: / SHADOW=( $1$DGAO: , $1$DGAL: ) TEST
SET DEVI CE/ SI TE=2 DSAO:
!
I Commands used on both system 1 and system 2:
SET DEVI CE/ SI TE=1 $1$DGAO:
SET DEVI CE/ SI TE=2 $1$DGAL:

PR HHPPR

In this example, the system at site 1 will perform all reads from $1$DGAO, which is the physically
local disk, while the system at site 2 will perform all reads from its physically local disk,
SISDGAL.

SET DEVICE/SERVED

SET DEVICE/SERVED — Makes a disk on a local node available to all the nodes in an OpenVMS
Cluster. Applies only to OpenVMS Cluster environments.

Format

SET DEVI CE/ SERVED node- nane$DDcu:

Parameter

node- nane$DDcu:

Specifies the device name of the device that you want to make available to the cluster.

Description

The SET DEVICE/SERVED command is used in conjunction with the mass storage control protocol
(MSCP) server to make a disk on a local node available to all nodes on the cluster. The local node
must be a member of an OpenVMS Cluster, and the local MSCP server must have been invoked by
the System Generation utility (SYSGEN).

You cannot use the SET DEVICE/SERVED command under the following conditions:

* Inservice of a Phase II shadow set virtual unit

* On devices that are already mounted

*  On system disks

*  On quorum disks
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The SET DEVICE/SERVED command string can be included as part of the local startup command
file and entered before the Mount utility mounts the disk to be served (made available to the entire
cluster).

Example
$ SET DEVI CE/ SERVED DRA4:

The SET DEVICE/SERVED command in this example instructs the MSCP server to make the disk
device DRA4 on your local node available to all other processors on your cluster.

SET DIRECTORY

SET DIRECTORY — Modifies the characteristics of one or more directories. See the qualifier
descriptions for restrictions.

Format

SET DI RECTORY [device-nane[:]]directory-spec[,...]

Parameters
devi ce- nang[ : ]

Specifies the device on which the directory that you want to modify is located. The device name
parameter is optional.

directory-spec[,...]

Specifies one or more directories to be modified. If you specify more than one directory, separate the
directory specifications with commas. The asterisk (*) and the percent sign (%) wildcard characters
are allowed.

Qualifiers

/BACKUP

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects directories according to the dates of their most recent backups. This qualifier is
incompatible with the /CREATED, /EXPIRED, and /MODIFIED qualifiers, which also allow you
to select directories according to time attributes. If you specify none of these four time qualifiers,
the default is the /CREATED qualifier.

/BEFORE[=time]

Selects only those directories dated prior to the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords: BOOT,
LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one of the following
qualifiers with the /BEFORE qualifier to indicate the time attribute to be used as the basis for
selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.
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For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BY OWNER[=uic]

Selects only those directories whose owner user identification code (UIC) matches the specified
owner UIC. The default UIC is that of the current process.

Specify the UIC by using standard UIC format as described in the VSI OpenVMS Guide to System
Security.

The /OWNER_UIC qualifier requires control access, a system UIC, or privilege.

JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each SET DIRECTORY operation to confirm that the
operation should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE, 0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

/CREATED (default)

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects directories based on their dates of creation. This qualifier is incompatible with
the /BACKUP, /EXPIRED, and /MODIFIED qualifiers, which also allow you to select directories
according to time attributes. If you specify none of these four time qualifiers, the default is

the /CREATED qualifier.

/EXCLUDE=(filespec],...])

Excludes the specified directories from the SET DIRECTORY operation. You can include a
directory but not a device in the file specification. The asterisk (*) and the percent sign (%)
wildcard characters are allowed in the file specification; however, you cannot use relative version
numbers to exclude a specific version. If you specify only one directory, you can omit the
parentheses.

/EXPIRED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED
qualifier selects directories according to their expiration dates. (The expiration date is set with
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the SET FILE/EXPIRATION DATE command.) The /EXPIRED qualifier is incompatible with
the /BACKUP, /CREATED, and /MODIFIED qualifiers, which also allow you to select directories
according to time attributes. If you specify none of these four time qualifiers, the default is

the /CREATED qualifier.

/LOG
/NOLOG (default)

Controls whether the system displays the directory specification of each directory that is modified
as the command executes.

/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects directories according to the dates on which they were last modified. This qualifier
is incompatible with the /BACKUP, /CREATED, and /EXPIRED qualifiers, which also allow you
to select directories according to time attributes. If you specify none of these four time modifiers,
the default is the /CREATED qualifier.

/OWNER_UIC[=uic]

Requires control access, a system UIC, or privilege.

Specifies an owner UIC for the directory. The default UIC is that of the current process.
/SINCE[=time]

Selects only those directories dated on or after the specified time. You can specify time as
absolute time, as a combination of absolute and delta times, or as one of the following keywords:
BOOT, JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify one
of the following qualifiers with the /SINCE qualifier to indicate the time attribute to be used as the
basis for selection: /BACKUP, /CREATED (default), /EXPIRED, or /MODIFIED.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/STYLE=keyword
Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation

CONDENSED (default) | Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This file
name does not contain any DID or FID abbreviations.

The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.
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File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS User's Manual for more information.

/SYMLINK=keyword

The valid keywords for this qualifier are [NOJWILDCARD and [NO]ELLIPSIS. Descriptions are
as follows:

Keyword Explanation

WILDCARD Indicates that symlinks are enabled during wildcard searches.

NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.

ELLIPSIS Equivalent to WILDCARD (included for command symmetry).

NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

If the file named in the SET DIRECTORY command is a symlink, the command operates on the
symlink target.

/VERSION LIMIT[=n]

Sets the maximum number of versions that files in a specified directory can have. If you do not set
a version limit, a value of 0 is used, indicating that the number of file versions is limited only to
the Files-11 architectural limit of 32,767. If you change the version limit for a directory, the new
version limit applies only to files created after the change has been made. When creating a file,

if the total number of versions of that file name exceeds the specified version limit, then the file
with the lowest version number is deleted from the directory without notification to the user.

The version limit set on a directory has no effect on the version limit set on a particular
file in that directory. To set a version limit on a particular file in a directory, use the SET
FILE/VERSION_LIMIT[=n] command.

To view the version limit on a directory, use the DIRECTORY/FULL command on a directory file
and look at the File Attributes field of the output.

Examples

1.

3.

$ SET DI RECTORY/ VERSI ON_LI M T=5/ CONFI RM [ VERCAMMVEN. . . ]

The SET DIRECTORY command in this example sets a version limit of 5 for all files in the
VERCAMMEN directory (the root directory) and all subdirectories of [VERCAMMEN].

The /CONFIRM qualifier requests that you confirm whether the specified directory should
actually be modified. Note that this version limit applies only to files created after the command is
entered.

$ SET DI RECTORY/ VERSI ON_LIM T=8 [.JAI MON.. .]

In this example, the SET DIRECTORY command sets a version limit of 8 for all files in the
JAIMON subdirectory and any of its subdirectories (for example, [.JAIMON.ADRIAN]). The
setting for these specific directories overrides any version limit that might be set for the root
directory and its other subdirectories.

$ SET DI RECTORY/ OWNER_UI C=[ 360, 020] [ WOERTMAN] , [ MOSER]
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The SET DIRECTORY command in this example modifies both the [WOERTMAN] and
[MOSER] directories, changing their owner UICs. Using the OWNER UIC qualifier requires
SYSPRYV (system privilege).

SET DISPLAY

SET DISPLAY — Directs the output of an OpenVMS DECwindows application. Output can be
directed from any processor running a DECwindows application, including workstations, to any
DECwindows workstation. Both source and destination nodes must be part of the same network.

Format

SET DI SPLAY [di spl ay-devi ce]

Parameter
di spl ay- devi ce

Specifies a logical name for the workstation display you are creating or modifying. If you are
directing application output to multiple workstation displays, you can use different logical names
to point to each display. If you do not specify a display-device parameter, the logical name
DECWSDISPLAY is used. This means that, by default, application output will be displayed on the
workstation display device referred to by DECW$DISPLAY.

By entering the command SHOW DISPLAY, you can see the default workstation node where
applications will be displayed, as well as related device, screen, and transport information.

If you specified your own logical name in the SET DISPLAY/CREATE command, include that logical
name in the SHOW DISPLAY command.

Description

DECwindows gives you the ability to run applications across a network. The SETDISPLAY
command enables you to direct the output of client applications across the network to an alternate
workstation (X display server) for viewing. For example, the SET DISPLAY command allows you to:

» Redirect the output from local client applications to a remote workstation for display.

* Redirect the output from remote client applications to your local workstation for display. Although
the application runs on another processor, it looks the same as any other application running
locally on your workstation.

By running applications on a remote processor for local display on your workstation monitor,
you can take advantage of larger computers that might be better suited to a specific computing
task. By default, applications running on your workstation are displayed on your workstation.
While DECwindows must be available on both nodes, only the display (X server) node must be a
workstation.

The SET DISPLAY command affects only those applications running from the process from which
you enter the command. This means that although you might be running one application on your
workstation and displaying it on another workstation, you can continue to run applications on your
workstation for display in other windows on your workstation as illustrated in Figure 1.
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Figure 1. Running Remote and Local Applications
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Qualifiers to the SET DISPLAY command enable you to create the display device and manage aspects
of the network connection between the client application and the X display server, as described in the
following sections.

Redirecting Application or Display Output

To direct application output to another DECwindows workstation, enter the SET DISPLAY command
in the following form:

SET DI SPLAY/ CREATE/ NODE=wor kst ati on_di spl ay/ TRANSPORT=t r ansport _nane

If you do not specify the /TRANSPORT qualifier, the value defined by the logical
DECWSSETDISPLAY DEFAULT TRANSPORT is used. If this logical is not defined, the value of
DECNET is used as the default.

Subsequently, you can redirect the display to other workstation devices by entering a DCL command
in the following form:

SET DI SPLAY/ NODE=wor kst ati on_di spl ay

Specifying Workstation Access

By default, you are authorized to run client applications locally on your workstation (X display
server). You cannot log into another node and direct applications to display on your workstation
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unless you explicitly authorize yourself to do so. This prevents unauthorized users on other nodes in
the network from directing output to or receiving input from your workstation without your specific
permission.

Using the DECwindows Session Manager, you or a privileged user can grant other users running
remote applications access to your workstation using one of the following access control schemes:

* User-based access control

» Token-based access control (Alpha/Integrity servers only)
*  Magic Cookie (based on the MIT-MAGIC-COOKIE-1 protocol)
* Kerberos (based on the MIT-KERBEROS-5 protocol)

Once access is granted, authorized users can use the SET DISPLAY command to create a display
device that accesses the remote workstation, or more specifically, the remote X display server.

When using a display device to access a remote X display server, make sure that the

node or host name you specify in the SET DISPLAY command represents a workstation

on which you are authorized to display applications. For example, if you specify
SETDISPLAY/CREATE/NODE=HUBBUB from node ZEPHYR, and are not authorized to display
applications on the workstation HUBBUB, an error message is displayed indicating that you are not
authorized to use the device.

On Alpha and Integrity server systems, the /GENERATE, /REVOKE, and /[NO]XAUTHORITY
qualifiers to SET DISPLAY enable you to specify additional authorization information when directing
client applications to a workstation that uses a token-based access control scheme.

Note

The MIT-KERBEROS-5 protocol does not currently support key generation, as defined by the
SECURITY extension. Do not use the /GENERATE and /REVOKE qualifiers when connecting to an
X display server protected by Kerberos access control.

For information about displaying applications on other workstation nodes, using the DECwindows
Session Manager to authorize remote connections, and supported access control schemes see the
DECwindows documentation.

Using Proxy Servers (Alpha/lntegrity servers Only)

Some system configurations use Low-Bandwidth X (LBX) proxy servers to manage communication
between client applications and one or more X display servers. With DECwindows, an LBX proxy
server configuration can be categorized as either standalone or managed. Managed configurations
use a proxy manager application to further filter and direct incoming connection requests by client
applications.

The /PROXY qualifier specifies that a proxy manager application be used to locate a managed proxy
server. The /PMPORT and /PMTRANSPORT qualifiers identify the port and network transport

for the proxy manager. The /[NOJLBXAUTHENTICATE and /[LBXDATA qualifiers specify the
authorization protocol used between the proxy server and the X display server.

For information about using and configuring an LBX proxy server or a proxy manager, see the
DECwindows documentation.
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Specifying Named Properties (Alpha/lntegrity servers Only)

Named property values are designed to store configuration information associated with the display
device, such as the network address of a session manager. By using the /VALUE qualifier, you can set
or modify one or more values associated with the display device.

See also the description of the SHOW DISPLAY command for more information.

Specifying the Device Mode

By using one of the following qualifiers: /EXECUTIVE _MODE, /SUPERVISOR MODE,
or /USER MODE, you can specify the mode of the device you are creating. The default is
the /SUPERVISOR_MODE qualifier.

See also the description of the SHOW DISPLAY command for more information.

Qualifiers

/CREATE

Creates the workstation display device (WSA n:) on which a DECwindows application is
displayed. You must specify the /CREATE qualifier the first time you use the SET DISPLAY
command, but you need not respecify it if you continue to redirect output from applications to
other workstations with subsequent SET DISPLAY commands.

When you specify the /CREATE qualifier without the /NODE qualifier, the workstation device
defaults to the current node. Additionally, if you omit the /TRANSPORT qualifier, the transport
defaults to either the value specified by the DECWSSETDISPLAY DEFAULT_TRANSPORT
logical, if defined, or to DECNET.

/DELETE

Cancels the redirected display by deassigning the logical name DECWS$DISPLAY and deleting
the created display device. If you specified a logical name as the display-device parameter with
the SET DISPLAY/CREATE command, entering the SET DISPLAY/DELETE display-device
command cancels the redirected display by deassigning the logical name you specified and
deleting the created display device.

The DECwindows Session Manager defines DECWS$DISPLAY in your job logical name table
when you open a terminal (DECterm) window. When you redirect application output to another
workstation with the SET DISPLAY/CREATE command, an additional DECW$DISPLAY logical
name is defined in your process logical name table. This definition supersedes the definition in
the job logical name table. Output from applications run from the process in which you executed
the SET DISPLAY/CREATE command will be displayed on the workstation referred to by the
definition of DECWS$DISPLAY in the process logical name table. Enter the SHOW DISPLAY
command to see where this application will be displayed. To see whether multiple definitions for
DECWS$DISPLAY exist, enter the command SHOWLOGICAL DECWS$DISPLAY.

If DECWS$DISPLAY is still defined (for example, in the job logical name table) after you specify
the /DELETE qualifier, any DECwindows applications run from this process will be displayed on
the workstation device to which output is now directed. Enter the SHOW DISPLAY command if
you are unsure of the node to which DECWS$DISPLAY refers.
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Caution

If you modify or delete the definition of DECWS$DISPLAY from the job logical name table, you will
be unable to start another session. Be careful not to specify the /DELETE qualifier without having
first redirected the display with the SET DISPLAY/CREATE command.

You cannot specify the /DELETE and /CREATE qualifiers on the same command line.
/EXECUTIVE_MODE

Creates an executive-mode device and assigns the logical name DECW$DISPLAY to
point to it. This qualifier must be used with the /CREATE qualifier. Devices created with
the /EXECUTIVE MODE qualifier are deleted only in the following situations:

* They are explicitly deleted with the /DELETE qualifier.
* The system is rebooted.

To modify or delete executive-mode devices, you must have SYSNAM (system logical name)
privilege.

/GENERATE[=(keyword[=value][,...]) (Alpha/Integrity servers only)

Requires a trusted network connection to an X display server and the SECURITY extension must
be enabled on that server.

Instructs the display device to connect to the X display server and generate anew authorization
key (consisting of the authorization protocol name and a magic cookie). This authorization key is
then stored in the X authority file currently in use. If you do not want to overwrite any previously
existing keys for this display device, use the  XAUTHORITY qualifier to write the generated key
to an alternate X authority file.

Note

The MIT-KERBEROS-5 protocol does not currently support key generation, as defined by the
SECURITY extension. Do not use the /GENERATE qualifier when connected to an X display server
protected by Kerberos access control.

Each generated key follows the default settings unless otherwise specified. This means that, by
default, each generated authorization key:

* Follows the MIT-MAGIC-COOKIE-1 protocol
* QGrants an untrusted connection to the X server
* Is not associated with a particular application group

* Maintains a timeout period of 60 seconds before which it must be used(otherwise, it is
automatically revoked)

Possible keyword values are as follows:
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Value Description

TRUSTED Specifies that the key grant unrestricted access to the X server. This

keyword permits a client application to perform all actions.

UNTRUSTED Specifies that the key grant restricted access to the X server. This

keyword restricts client applications to a subset of X server extensions
and prevents access to windows other than those created by the
requesting application.

TIMEOUT=seconds Specifies the number of seconds after which the key is revoked

automatically if not in use. The timeout period begins immediately,
and refreshes once all connections using this key have closed.

NOTIMEOUT Specifies that the key has no expiration and must be explicitly
revoked.
GROUP=groupid Specifies that the key is associated with a particular application

group and is to be revoked if that group is deleted. Although the use
of application groups is supported by DECwindows Motif via the
XC-APPGROUP extension, DECwindows Motif does not currently
supply any utilities or desktop applications to create these groups.
To create an application group, you must use an X Window System
application or utility external to DECwindows Motif.

PROTOCOL=name Specifies the protocol to be used to authenticate the key. Valid values

are server dependent. For the DECwindows X display server, the only
valid value for the nanme parameter is MIT-MAGIC-COOKIE-1.

If you are connecting to a third-party X server, the names of any
additional authorization protocols on that X server that support the
SECURITY extension and key generation are also valid.

The keyword sets TRUSTED/UNTRUSTED and TIMEOUT/NOTIMEOUT are mutually
exclusive. Do not enter both values on the same command line.

/LBXAUTHENTICATE=protocol-name (Alpha/Integrity servers only)
/NOLBXAUTHENTICATE (Alpha/Integrity servers only)

Specifies the authorization protocol used to grant the LBX proxy server access to the X display
server. This qualifier is used with the /PROXY and /CREATE qualifiers when creating an initial
LBX proxy server connection. If a proxy server connection already exists, these qualifiers are
ignored. If you do not specify /LBXAUTHENTICATE, the authorization protocol is obtained
from the current X authority file. If you specify /NOLBXAUTHENTICATE, the proxy server
defaults to the X authority file of the user who started the proxy manager application.

Valid values for the pr ot ocol - nanme parameter are MIT-MAGIC-COOKIE-1 and MIT-
KERBEROS-5. If you supply a pr ot ocol - nane value of MIT-MAGIC-COOKIE-1, you must
also specify the value of the magic cookie using the /[LBXDATA qualifier.

/LBXDATA=value (Alpha/Integrity servers only)

Specifies a data value for the authorization protocol used between the LBX proxy server and
the X display server. This qualifier must be used with the /LBXAUTHENTICATE, /PROXY,
and /CREATE qualifiers.

When you issue a SET DISPLAY/CREATE/PROXY/LBXAUTHENTICATE=MIT-MAGIC-
COOKIE-1 command, use this qualifier to provide a hexadecimal magic cookie value to the MIT-
MAGIC-COOKIE-1 protocol.
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/NODE=workstation display

Defines the workstation on which you want to display DECwindows applications. The node name
you provide cannot be a cluster alias (a name that represents multiple nodes configured in an
OpenVMS Cluster), but must instead identify an actual node.

You must create a workstation display device with the /CREATE qualifier before you
can redirect the output from applications to other workstations. Do not enter the SET
DISPLAY/NODE=workstation_display command without having previously specified
the /CREATE qualifier.

When you specify the /CREATE qualifier without the /NODE qualifier, the workstation defaults
to the current node.

Make sure that you are authorized to display applications on the workstation you specify. For
more information about using the DECwindows Session Manager to authorize yourself to display
applications from other nodes, see the DECwindows documentation.

Each node, both source and destination, must be defined in the other's network node database. For
example, to display applications on node HUBBUB from ZEPHYR, HUBBUB must be entered
in ZEPHYR's network node database, and ZEPHYR must be entered in HUBBUB's network
node database. In addition, users on ZEPHYR must be authorized in the DECwindows Session
Manager to display applications on HUBBUB. For information about entering nodes in a network
node database, see the DECnet-Plus for OpenVMS documentation.

/PMPORT=[port-number]| (Alpha/Integrity servers only)

Specifies the port number on which the proxy manager is listening. This qualifier is used with
the /PROXY and /CREATE qualifiers. The default port is 6500.

/PMTRANSPORT=transport-name (Alpha/Integrity servers only)

Specifies the network transport used to connect to the proxy manager. This qualifier is used with
the /PROXY and /CREATE qualifiers.

Valid values for the t r anspor t - name parameter are the same as those listed for
the /TRANSPORT qualifier. If you do not specify a transport, then the network transport specified
by the  /TRANSPORT qualifier is used.

/PROXY[=node] (Alpha/Integrity servers only)

Specifies that a proxy manager application should be used to locate an LBX proxy server, which
serves as an intermediary for processing client and server connections for a display device. Use
an LBX proxy server when connecting to a remote node located over a low-bandwidth network
connection, such as the Internet. The proxy manager should run on the local network. This
qualifier is used with the /CREATE qualifier.

When you create a display device using the SET DISPLAY/CREATE/PROXY command, you
can use that device to connect to an X display server exactly the same as you would with any
other display device. The client connects to the LBX proxy server returned by the proxy manager,
which in turn connects to the X display server.

The value of the /PROXY qualifier specifies the node on which the proxy manager is running.
The proxy manager is responsible for starting or locating a proxy server to provide access to the X
display server specified by the transport, node, and server values. The proxy manager returns the
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transport, node, and server values for the selected proxy server to the display device. If you do not
specify a value for the node parameter, the default location is the current node.

The /PMPORT and /PMTRANSPORT qualifiers can be used to further specify the proxy
manager's location.

/QUOTA=(quota-name=value][,...]) (Alpha/Integrity servers only)

Requires SYSPRV (system privilege) privilege or the DECW$WS QUOTA rights identifier. If
using an executive mode device, SYSNAM (system name) privilege is also required.

Modifies the value of the name count or data space quota associated with the display device.
These quotas influence the amount of non-paged pool available for storing named properties.

Possible values for the quot a- name parameter are as follows:

* NAME COUNT - The name count quota restricts the total number of named properties
associated with the device. The default name count quota is the value of the DECW
$WS DEFAULT NAME COUNT logical, or 12 if the logical is not defined.

* DATA SPACE - The data space quota restricts the total amount of space available (in bytes)
for storing property values. Note that this space includes some data overhead and may not
total the exact length of the values. The default data space quota is the value of the DECW
SWS DEFAULT DATA SPACE logical, or 10752 if the logical is not defined.

/REVOKE (Alpha/Integrity servers only)

Requires a trusted network connection to an X display server and that the SECURITY extension
be enabled on that server.

Revokes an authorization key created with the /GENERATE qualifier.

If you specify the /REVOKE qualifier, the revoke operation is performed before the other actions
on the SET DISPLAY command. For example, you can use both the /REVOKE and /GENERATE
qualifiers on the same command line, in any order, to revoke one key and generate another.

Do not use with the /CREATE qualifier.

/SCREEN=screen-number

Defines the screen to be associated with this display device. In some hardware configurations,
the system supports more than one screen. In such a configuration, you can specify the screen to
which the application is directed.

/SERVER=server-number

Defines the server to be associated with the display device indicated by the display-device
parameter to the SET DEVICE command. Using the transport mechanism, the server passes data
between the user and the application. In some hardware configurations, the system supports more
than one server. In such a configuration, you can specify the server to which the application is
directed.

On Alpha and Integrity server systems in LBX proxy server configurations, this qualifier specifies
either an X display server or a standalone LBX proxy server. Standalone LBX proxy servers are
not managed by the proxy manager and are manually assigned a server number on startup.

If you do not specify the display-deviceparameter, the SET DISPLAY/SERVER command
associates the server with the display device indicated by the logical name DECWS$DISPLAY.
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/SUPERVISORMODE (default)

Creates a supervisor-mode device and assigns the logical name DECWS$DISPLAY to point to it.
This qualifier must be used with the /CREATE qualifier. When the user logs out, the device is
deleted.

/TRANSPORT=transport-name

Defines the transport mechanism, for example, DECnet or local, that passes information
between the application and the workstation. The transport mechanism is used to send input
from the user to the application and output from the application to the display device. In proxy
manager configurations, the value specified for this qualifier also acts as a default value for
the /PMTRANSPORT qualifier.

The transport-name parameter can be one of the following values:
* TCPIP or DECNET

Specifies the appropriate network transport for applications running

and displaying on different nodes. You can specify the default transport

value used with the SET DISPLAY/CREATE command by defining the
DECWSSETDISPLAY DEFAULT TRANSPORT logical in the job, process, or system
table. The value of this logical is then used each time you enter the SET DISPLAY/CREATE
command without the  /TRANSPORT qualifier. If you specify neither the qualifier nor the
logical, the value of DECNET is used as default.

« LOCAL
Optimizes the performance of applications running and displaying on the same node.

On Alpha and Integrity server systems, the valid set of values for the transport-name parameter
is further determined by the DECwindows logical DECWS$IPV6_SUPPORT. This logical
specifies which Internet Protocol version is supported: IPv4 or IPv6. See the DECwindows Motif
documentation for more information about the DECWS$IPV6 _SUPPORT logical and support for
the IPv6 protocol.

When using a proxy manager on Alpha and Integrity server systems, this qualifier specifies the
transport that the selected LBX proxy server should use to connect to the X server.

When using a standalone proxy server (specified by the /SERVER qualifier), this qualifier
specifies the transport that the client should use to connect to the proxy server.

JUSER._ MODE

Creates a user-mode display device and assigns the logical name DECWS$DISPLAY to point to it.
This qualifier must be used with the /CREATE qualifier. The lifetime of a user-mode device is one
DECwindows image: when the next DECwindows image exits, the device is deleted.

/VALUE=(NAME=property-name,action[=data]) (Alpha/Integrity servers only)

Sets, deletes, or modifies a named property value associated with the display device. Named
property values are intended to store configuration information associated with the display device,
such as the network address of a session manager.

Use the following options to specify the type of action to perform:

+ DELETE — Deletes the specified property value.
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+ SET=dat a — Sets the specified property to the supplied value.

+ APPEND=dat a — If the property exists, adds the supplied value to the end of list of values
associated with the property. If the property does not exist, it is created and set to the supplied
value.

Use the SHOW DISPLAY/VALUES command to display all existing named properties and their
current values. Property names are restricted to 31 characters. Names that include a dollar sign ($)
are reserved by VSI for use with OpenVMS products and facilities. For example, names starting
with the string DECWS$ are reserved for DECwindows Motif.

/XAUTHORITY=([filespec] (Alpha/Integrity servers only)
/NOXAUTHORITY (Alpha/Integrity servers only)

Directs the display device to use a specific X authority file when connecting the X display
server. The X authority file contains data that grants or restricts access to the X display server
depending on the authorization protocol in use. If a file specification is not entered with this
qualifier, the default of SYSSLOGIN:DECWS$XAUTHORITY.DECWS$XAUTH is used. If the
file specification is entered and the file does not currently exist, it is created automatically when
an entry is made into the file.

Note that with this qualifier, all X authority file specifications resolve to a physical device (rather
than a logical device) in order to remain available to other detached processes. If you specify a
search list, and the file is not found, the X authority file specification resolves to the first directory
in the search list.

Use /INOXAUTHORITY to clear the setting and return to the file referenced by the
DECWS$XAUTHORITY logical or the default file if the logical is not defined.

Examples
1. $ SHOW DI SPLAY
Devi ce: WBAL: [super]
Node: 0
Transport: LOCAL
Server: 0
Screen: 0

$ SET DI SPLAY/ CREATE/ NODE=ZEPHYR/ EXECUT| VE_MODE
$ SHOW DI SPLAY

Devi ce: WBA2: [ exec]
Node: ZEPHYR
Transport: DECNET
Server: 0

Scr een: 0

$ SPAVWN NOMAI T/ | NPUT=NL: RUN SYS$SYSTEM DECWSCLOCK
$ SET DI SPLAY/ DELETE

$ SHOW DI SPLAY

Devi ce: WBAL: [ super]
Node: 0

Transport: LOCAL

Server: 0

Scr een: 0
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In this example, you are logged in to your workstation (device WSA1:), here referred to as
node 0. (0 is the standard shorthand notation for representing your node.) You want to run the
DECwindows Clock on your workstation and display it on another workstation, ZEPHYR.

Assuming you are authorized to display applications on ZEPHYR, you redirect the application's
output to ZEPHYR with the SET DISPLAY command. The device created on ZEPHYR is an
executive-mode device. You enter the SHOW DISPLAY command to verify the location of

the redirected display. You then run Clock. When you finish running Clock, you disable the
redirected display by entering the SET DISPLAY/DELETE command. Finally, you enter the
SHOW DISPLAY command to verify that any applications subsequently run on your node will
also be displayed there.

Note that a new workstation display device, WSA2, is created when you enter the SET
DISPLAY/CREATE command. When you cancel the redirected display with the SET
DISPLAY/DELETE command, application output is once again displayed on the workstation
display device referred to by WSAT.

$ SET DI SPLAY/ CREATE/ NODE=FLOPSY RABBI T
$ SHOW DI SPLAY RABBI T

Devi ce: WBA2: [ super]
Node: FLOPSY
Transport: DECNET

Server: 0

Screen: 0

$ RUN DETACHED QUTPUT=WBA2: SYS$SYSTEM DECWSCLOCK

$ SET DI SPLAY/ CREATE/ NODE=ZEPHYR ZNODE
$ SHOW DI SPLAY ZNODE

Devi ce: WBA3: [ super]
Node: ZEPHYR
Transport: DECNET

Server: 0

Screen: 0

$ RUN DETACHED/ QUTPUT=W5A3: SYS$SYSTEM DECWSCALENDAR

$ RUN SYS$SYSTEM DECWSBOOKREADER
$ SHOW DI SPLAY

Devi ce: WBALl: [ super]
Node: 0

Transport: LOCAL

Server: 0

Screen: 0

In this example, you are logged in to your node (device WSAT1:), and want to direct the output
from applications to several workstation displays in the same session. By specifying different
logical names in the SET DISPLAY command, you can redirect the output without changing the
logical name definition for DECWS$DISPLAY. This allows you to display the output from most
applications on your default display but occasionally display output on another workstation. You
can also continue to run and display applications on your node. In this example, Clock is displayed
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on node FLOPSY, Calendar is displayed on node ZEPHYR, and Book reader is displayed on your
workstation.

Note that to run your applications with the DCL command RUN/DETACHED, you must use the
device name that equates to the logical display device name you specified in the SET DISPLAY
command. Use the SHOW DISPLAY command to obtain this device name.

$ SET DI SPLAY/ CREATE/ GENERATE=TRUSTED-

_$ / XAUTHORI TY=XAUTHORI TY_TEMP/ NODE=ZEPHYR

$ PI PE SHOW DI SPLAY/ EXTR | RSH FLOPSY " XAUTH NVERGE SYS$I NPUT"
$ SET HOST FLOPSY

$ SET DI SPLAY/ NODE=ZEPHYR

$ RUN SYS$SYSTEM DECWSCLOCK

In this example, you are logged into your workstation (WSA1:) and want to run the DECwindows
Clock application on a remote node (FLOPSY) and display it on another workstation (ZEPHYR).
Both systems are using Magic Cookie authorization to control access to the X display server.

Assuming you are already authorized to connect to the server on node ZEPHYR, you

create a display device that connects to ZEPHYR and generates a new authorization key.
This key grants trusted connections to the server on ZEPHYR within 60 seconds of key
generation. To restrict trusted access to the server, the key is stored in a new X authority file,
XAUTHORITY _TEMP.DECWS$XAUTH.

The authorization key is then extracted and copied to FLOPSY, and merged with other entries
in your X authority file on that system. You then set host to node FLOPSY and set display to
node ZEPHYR. When you run the clock application from FLOPSY, it connects to the server on
ZEPHYR and is allowed access as specified by the generated authorization key.

$ SET DI SPLAY/ CREATE/ VALUE=-
~$ ( NAVE=DECWSSESSI ON_MANAGER, SET="t cpi p/ zephyr: 9510")
$ SHOW DI SPLAY/ SYMBOLS/ ALL

Devi ce: W5A23: [ super]
Node: 0

Transport: DECNET

Server: 0

Screen: 0

User - def i ned val ues:
" DECWBSESSI ON_ MANAGER' = "t cpi p/ zephyr: 9510"
$ SHOW SYMBOL DECWSDI SPLAY DECWHSESSI ON_ MANAGER
DECWSDI SPLAY__ DECWSSESSI ON_ MANAGER == "t cpi p/ zephyr: 9510"
$ SET DI SPLAY UNTRUSTED/ CREATE/ XAUTHORI TY=TEMP/ GENERATE-
_$ / VALUE=( NANE=DECWSESSI ON_MANAGER, - )
_$ SET="' DECWSDI SPLAY _DECWSSESSI ON_ MANAGER "

In this example, you create a display device, and set the DECWS$SESSION MANAGER property
to the network address of a session manager on remote node ZEPHYR using port number 9510.
The SHOW DISPLAY/SYMBOLS command then defines a DCL symbol for the port value. The
symbol is then used to set the port value for a new display device.

$ SET DI SPLAY/ CREATE/ PROXY=GATEWY/ NODE=hubbub. conpany. com
_$ / PMTRANSPORT=DECNET/ NOLBXAUTHENT| CATE/ TRANSPORT=TCPI P
$ SHOW DI SPLAY

Devi ce: WBA23: [ super]
Node: HUBBUB. COVPANY. COM
Transport: TCPIP

Server: 0
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Screen: 0
Connection will use:
LBX proxy on node: gatewy.conpany.com
Transport to proxy: TCPIP
Server nunber: 63
$ RUN SYS$SYSTEM DECWHCLOCK

In this example, you are logged into a local workstation (FLOPSY) and want to connect to an
external host (hubbub.company.com), which is outside of your company's firewall. You use the
proxy manager on a gateway host (GATEWY) to start the LBX proxy server, connect to the
external host, and display the DECwindows Clock application.

Note that DECnet is used within the local area network (LAN) to communicate to the proxy
manager, and TCP/IP is used by the proxy server to communicate to the X display server on the
external host. When using a managed proxy server, the proxy server chooses the transport for the
client-to-proxy server connection.

SET ENTRY

SET ENTRY — Changes the current status or attributes of a job not currently executing in a queue.
Requires delete (D) access to the job or manage(M) access to the queue.

Format

SET ENTRY entry-nunber[,...]

Parameter

entry-nunber[,...]

Specifies the entry number of the job you want to change. If you specify more than one entry, separate
the entry numbers with commas (,).

The system assigns a unique entry number to each queued print or batch job in the system. By default,
the PRINT and SUBMIT commands display the entry number when they successfully queue a job

for processing. These commands also create or update the local symbol $SENTRY to reflect the entry
number of the most recently queued job. To find a job's entry number, enter the SHOW ENTRY or the
SHOW QUEUE command.

Description

The SET ENTRY command allows you to change the status or attributes of one or more jobs, as long
as the jobs are not executing currently. You cannot affect individual files within a multifile job with
the SET ENTRY command.

The qualifiers enable you to specify different attributes or delete attributes. Some qualifiers apply
to both batch and print jobs. Others are restricted to either batch jobs or print jobs. The defaults for
all the SETENTRY qualifiers are the attributes and status that the job has before you enter the SET
ENTRY command.

This command requires delete (D) access to the job, manage (M) access to the queue, or OPER
(operator) privilege.

147



DCL Commands

Qualifiers

/AFTER=time
/NOAFTER

Requests that the specified job be held until after a specific time. If the specified time has already
passed, the job is scheduled for processing.

You can specify either absolute time or a combination of absolute and delta times. For complete
information on specifying time values, see the VSI OpenVMS User's Manual or the online help
topic Date.

Note

Releasing or rescheduling a job before its submission time is not supported for security reasons.
Therefore, if you set the system time to a future time and submit a job on anode where the queue
manager is running, you cannot release or reschedule that job back to the present time if you reset the
system time.

For example, you can set the system time to a future time of January 1, 2020 and submit a job to run
on January 9, 2020; however, if you set the system time back to the present time and try to release the
job to the present time, the job will be released to January 1, 2020.

This situation impacts the following qualifiers: /AFTER, /NOHOLD, and /RELEASE.

To specify /AFTER for a job on hold, you must also specify /NOHOLD in order to cause the job
to be held only until the specified time. Jobs can be released before the specified time by using
the /NOAFTER or /RELEASE qualifier with the SET ENTRY command.

/BURST
/NOBURST

Controls whether two file flag pages with a burst bar between them are printed preceding each file
in a job.

Use the /[NO]BURST qualifier to override the /DEFAULT qualifier options that have been set for
the output queue you are using. The /[NO]BURST qualifier does not override the /SEPARATE
qualifier options set for the queue.

When you specify the /BURST qualifier for a file, the /[NO]JFLAG qualifier does not add or
subtract a flag page from the two flag pages that are printed preceding a file.

/CHARACTERISTICS= (characteristic],...])
/NOCHARACTERISTICS

Specifies the name or number of one or more characteristics to be associated with the job.
Characteristics can refer to such things as color of ink. If you specify only one characteristic, you
can omit the parentheses.

A characteristic's number must range from 0 to 127. To see which characteristics have been
defined for your system, use the SHOWQUEUE/CHARACTERISTICS command. To see which
characteristics are associated with a particular queue, use the SHOW QUEUE/FULL command.

A print job can be processed on an execution queue if none, some, or all of the characteristics
associated with the queue also are associated with the job. That is, the job's characteristics must be
a subset of the queue's characteristics. However, if any of the characteristics associated with the
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job are not associated with the queue, the job remains pending until one or more of the following
occurs:

» The characteristics specified with the queue are changed to make the job's
characteristics a subset of the queue's characteristics (using, for example, the SET
QUEUE/CHARACTERISTICS command).

* The characteristics specified with the job are changed to make the job's characteristics a subset
of the queue's characteristics (using, for example, the SET ENTRY/CHARACTERISTICS
command).

* The job is moved to a queue on which all the job's characteristics have been specified (using,
for example, the SET ENTRY/REQUEUE command).

* The job is deleted (using, for example, the DELETE/ENTRY command).
/CLI=filename

Specifies the name of a command language interpreter (CLI) to use in processing the batch job.
The file name specifies that the CLI be SYS$SYSTEM:filename.EXE. If you do not specify
the /CLI qualifier, the job is run by the CLI specified in the user authorization file (UAF), or
whatever CLI was specified when the job was originally submitted to the queue.

/COPIES=n

Specifies the number of copies to print. The value of n can be any number from 1 to 255. When
you use the /COPIES qualifier with the SET ENTRY command, the number of copies can apply
only to the entire print job. You cannot use this qualifier to specify different numbers of copies for
individual files within a multifile job.

/CPUTIME=time

Specifies a CPU time limit for the batch job. You can specify the time parameter as delta

time, the value 0, INFINITE, or NONE. If the queue on which the job executes has a defined
CPUMAXIMUM value, the smaller of the specified job and queue values is used. If the queue
on which the job executes does not have a specified maximum CPU time limit, the smaller of the
SUBMIT command and user authorization file (UAF) values is used. If the queue on which the
job executes does not have a specified maximum CPU time limit and the UAF has a specified
CPU time limit of NONE, either the value 0 or the keyword INFINITE allows unlimited CPU
time. If you specify NONE, the specified queue or UAF value is used. CPU time values must be
greater than or equal to the number specified by the system parameter PQL MCPULM.

For more information on specifying CPU time limits, see the CPU Time Limit Specifications and
Actions table for the INITIALIZE/QUEUE command. For information on specifying time values,
see the VSI OpenVMS User's Manual or the online help topic Date.

/FEED
/NOFEED

Controls whether form feeds are inserted into the print job when the printer reaches the bottom
margin of the form in use. You can suppress this automatic form feed (without affecting any of the
other carriage control functions that are in place) by using the /NOFEED qualifier.

When you use the /FEED qualifier with the SET ENTRY command, the qualifier applies to all
files in the print job. You cannot use this qualifier to specify form feeds for individual files within
a multifile job.
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/FLAG
/NOFLAG

Controls whether a flag page is printed preceding each file in a print job. The flag page contains
the name of the user submitting the job, the job entry number, and other information about the file
being printed.

Use the /[NO]JFLAG qualifier to override the installation-defined defaults that have been set for
the output queue you are using or to override the qualifier specified in the PRINT command that
queued the job.

/FORM=form

Specifies the name or number of the form to be associated with the print job. If you omit
the /FORM qualifier, the default form for the execution queue is associated with the job.

Forms have attributes such as print image width and length or paper stock, which the print
symbiont associates with a job when the job is processed. To see which forms have been defined
for your system, use the SHOW QUEUE/FORM command. To find out which form is mounted
currently on a particular queue and which form is specified as that queue's default form, use the
SHOW QUEUE/FULL command.

The stock of the form associated with the job must match the stock of the form mounted on the
execution queue on which you want the job to be processed. If the stocks do not match, the job
remains pending until one or more of the following occurs:

e A form with the same stock as the job's form is mounted on the queue(using, for example, the
SET QUEUE/FORM_MOUNTED command).

* A form with the same stock as the queue's mounted form is specified with the job (using, for
example, the SET ENTRY/FORM command).

* The job is moved to a queue on which the stock of the mounted form matches the stock of the
job's form (using, for example, the SET ENTRY/REQUEUE command).

* The job is deleted (using, for example, the DELETE/ENTRY command).

/HEADER
/NOHEADER

Controls whether a heading line is printed at the top of each output page in a print job.

/HOLD
/NOHOLD

Controls whether the job is to be made available for processing or held for processing later.
If you specify the /HOLD qualifier, the job is not released for processing until you enter SET
ENTRY/NOHOLD or SET ENTRY/RELEASE.

You can use the /NOHOLD qualifier to release jobs that have been held for the following reasons:
* A job was submitted with the /HOLD qualifier.
* A completed job is being retained in a queue.

* A user-written symbiont has refused a job.
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Note

Releasing or rescheduling a job before its submission time is not supported for security reasons.
Therefore, if you set the system time to a future time and submit a job on anode where the queue
manager is running, you cannot release or reschedule that job back to the present time if you reset the
system time.

For example, you can set the system time to a future time of January 1, 2020 and submit a job to run
on January 9, 2020; however, if you set the system time back to the present time and try to release the
job to the present time, the job will be released to January 1, 2020.

This situation impacts the following qualifiers: /AFTER, /NOHOLD, and /RELEASE.

/JOB_COUNT=n

Requests that an entire print job be printed n times, where 7 is a decimal integer from 1 to 255.
This qualifier overrides the /JOB_COUNT qualifier with the PRINT command.

/KEEP
/NOKEEP

Controls whether the batch job log file is deleted after it is printed.

/LOG_FILE[=filespec]
/NOLOG_FILE

Creates a log file with the specified file specification. You can specify a different device name,
as long as the process executing the batch job has access to the device on which the log file will
reside. Logical names in the file specification are translated in the context of the process that
executes the SET ENTRY command.

If you omit the /LOG_FILE qualifier and specify the /NAME qualifier, the log file is written to
a file having the same file name as that specified by the /NAME qualifier; the file type is .LOG.
When you omit the /[LOG_FILE qualifier, the job-name value used with the /NAME qualifier
must be a valid file name.

/LOWERCASE
/NOLOWERCASE

Indicates whether the print job must be printed on a printer that can print both uppercase and
lowercase letters. The /NOLOWERCASE qualifier means that files can be printed on printers that
print only uppercase letters. If all available printers can print both uppercase and lowercase letters,
you do not need to specify the /LOWERCASE qualifier.

/NAME=job-name

Names the job. The job name must be 1 to 39 alphanumeric characters. The SHOWENTRY and
SHOW QUEUE commands display the job name. For batch jobs, the job name is also used for the
batch job log file. For print jobs, the job name is also used on the flag page of the printed output.

The default job name is the name of the first file in the job.
/NOCHECKPOINT

For a batch job, erases the value established by the most recently executed
SETRESTART VALUE command. For a print job, clears the stored checkpoint so that the job
will restart from the beginning.
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/NODELETE

Cancels file deletion for a job that was submitted with the /DELETE qualifier. If you did

not specify the /DELETE qualifier when the job was originally submitted to the queue, you
cannot use the SET ENTRY command to establish file deletion at a later time. You cannot use
the /NODELETE qualifier to cancel deletion of individual files in a multifile job.

/NOTE=string

Specifies a message of up to 255 characters to appear on the flag page of the print job. Enclose
messages containing lowercase letters, blanks, or other non alphanumeric characters (including
spaces) in quotation marks ().

/NOTIFY
/NONOTIFY

Controls whether a message notifies you when your job has been completed or aborted.
Notification is sent to any terminal session on the same OpenVMS Cluster system to which you
are logged in.

/OPERATOR=string

Specifies a message string of up to 255 characters to be sent to the operator just before the print
job begins to print. Enclose the message in quotation marks (““ ) if it contains spaces, special
characters, or lowercase characters.

/PAGES=([lowlim,Juplim)

Specifies the number of pages to print for the specified job. You can use the/PAGES qualifier to
print portions of long files. By default, all pages of the file are printed. When you use the /PAGES
qualifier with the SET ENTRY command, the qualifier can apply only to an entire job. You
cannot use this qualifier to specify different numbers of pages to be printed for individual files
within a multifile job.

The lowlim specifier refers to the first page of the file that you want to print. If you omit the
lowlim specifier, the printing starts on the first page of the file.

The uplim specifier refers to the last page of the file that you want to print. When you want to
print to the end of the file but do not know how many pages are in the file, use quotation marks (*
) as the uplim specifier.

You can omit the parentheses when you specify only a value for the uplim specifier. For
example, /PAGES=10 prints the first 10 pages of the file; /PAGES=(5,10) prints pages 5 to
10; /PAGES=(5,"") starts printingat page 5 and continues until the end of the file is reached.

/PARAMETERS=(parameterf[,...])

Specifies from one to eight optional parameters to be passed to the job. Each parameter can have
as many as 255 characters. If you specify only one parameter, you can omit the parentheses. To
specify a parameter that contains any special characters or delimiters, enclose the parameter in
quotation marks.

For batch jobs, the parameters define values to be equated to the symbols named P1 to P8 in each
command procedure in the job. The symbols are local to the specified command procedures.
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/PASSALL
/NOPASSALL

Specifies whether the symbiont bypasses all formatting of the print job and sends the output
QIO to the driver with format suppressed. All qualifiers affecting formatting, as well as
the /HEADER, /PAGES, and /PAGE_SETUP qualifiers, are ignored.

When you use the /PASSALL qualifier with the SET ENTRY command, the qualifier applies to
the entire job. You cannot use this qualifier to specify PASSALL mode for individual files within
a multifile job.

/PRINTER[=queue-name]
/NOPRINTER

Queues the batch job log file for printing when the job is completed. The default output queue
for the log file is SYS$SPRINT. The /PRINTER qualifier allows you to specify an output queue.
The /NOPRINTER qualifier assumes the/KEEP qualifier.

/PRIORITY=n

Requires OPER (operator) or ALTPRI (alter priority) privilege to raise the priority above the
value of the queue's maximum scheduling priority.

Specifies the job-scheduling priority of the job. The value of nis an integer in the range of 0 to
255, where 0 is the lowest priority and 255 is the highest.

The default value for the /PRIORITY qualifier is the value of the system parameter DEFQUEPRI.
No privilege is needed to set the priority lower than the queue's maximum scheduling priority.

/RAD=n
Specifies the RAD number on which the submitted batch job is to execute.

When a job is submitted to a batch queue that does not have a RAD setting, the job will execute
using the RAD specified. If the batch queue has a RAD setting, the job will execute using the
RAD specified on the queue.

RAD is supported on AlphaServer GS series systems and starting from OpenVMS Version 8.4,
support is extended to NUMA capable Integrity servers.

/RELEASE
You can use the /RELEASE qualifier to release jobs that have been held for the following reasons:
* A job was submitted with the /AFTER qualifier.
* A job was submitted with the /HOLD qualifier.
* A completed job is being retained in a queue.

* A user-written symbiont has refused a job.

Note

Releasing or rescheduling a job before its submission time is not supported for security reasons.
Therefore, if yous et the system time to a future time and submit a job on anode where the queue
manager is running, you cannot release or reschedule that job back to the present time if you reset the
system time.
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For example, you can set the system time to a future time of January 1, 2020 and submit a job to run
on January 9, 2020; however, if you set the system time back to the present time and try to release the
job to the present time, the job will be released to January 1, 2020.

This situation impacts the following qualifiers: /AFTER, /NOHOLD, and /RELEASE.

/REQUEUE=queue-name|:]
Requests that the job be moved from the original queue to the specified queue.

/RESTART
/NORESTART

Specifies whether a batch or print job is restarted after a system failure or a
STOP/QUEUE/REQUEUE command.

/RETAIN=option

Specifies the circumstances under which you want your jobs to be retained in a queue. When a
job is retained in the queue, you can issue the SHOW QUEUE command after the job completes
to see the status of the job. Without job retention, no record of a job is left in a queue after a job
completes.

Use the following options to specify job retention:

*  ALWAYS — Holds the job in the queue regardless of the job's completion status.

»  DEFAULT - Holds the job in the queue as specified by the queue's retention policy.
*  ERROR - Holds the job in the queue only if the job completes unsuccessfully.

e UNTIL= time-value — Holds the job in the queue for the specified length of time, regardless of
the job's completion status.

Note

You cannot specify a /NORETAIN qualifier with the SET ENTRY command (as system managers can
with the commands INITIALIZE/QUEUE, START/QUEUE, and SET QUEUE); however, you can
specify /RETAIN=DEFAULT with the SET ENTRY command. The default option holds the job in the
queue as specified by the queue's retention policy. If the system manager has not specified retention
for the queue, the job is not retained.

How Job Retention Is Determined

Although you can specify job retention options for your own jobs, the job retention option you
specify may be overridden by the job retention option of the queue on which your job executed.
If you submit or print a job to a generic queue, the generic queue's job retention setting may
also override the job retention option you specify. This section describes how job retention is
determined.

An execution queue's job retention setting takes precedence over a generic queue's job retention
setting; however, if the job's completion status does not match the job retention setting (if any)
on the execution queue, then the generic queue's job retention setting attempts to control job
retention. If the job's completion status does not match the job retention setting (if any)on the
generic queue, then the user-specified job retention setting is used. Jobs submitted directly to
execution queues are not affected by job retention settings on generic queues.
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If the execution queue's retention setting applies, the job is retained on the execution queue.
Likewise, if the generic queue's retention setting applies, the job is retained on the generic queue.
If the user-specified setting applies, the job is retained in the queue to which it was submitted.

The following example illustrates how the queue manager determines job retention:

Suppose you submit a job to a generic queue and specify /RETAIN=ALWAYS, and the job
completes successfully.

First, the queue manager compares the job's completion status to the execution queue's retention
setting. Suppose the queue is set with /RETAIN=ERROR (retains only jobs that complete
unsuccessfully). The job is not retained in the execution queue because the error condition was
not met.

Second, the queue manager compares the job's completion status to the generic queue's retention
setting. Suppose the generic queue has no retention setting. The queue manager's comparison
again fails to retain the job.

Finally, the queue manager compares the job's completion status to the retention setting you
specified for the job. This comparison reveals that the job should be retained. Because the user-
specified setting leads the queue manager to retain the job, the job is held in the queue to which
the job was submitted -- in this case, the generic queue.

For more information on types of queues, see the INITTALIZE/QUEUE command. For
more information on setting retention options for queues, see the INITIALIZE/QUEUE,
START/QUEUE, or SET QUEUE command.

Timed Retention

Timed retention, which you specify using the UNTIL=t i me- val ue option, allows you to retain
a job in the queue only as long as you need it. This eliminates the need to delete the job from the
queue later.

For example, the following command retains job 172 in the queue until 7:31 on April 19, when
the job will automatically be deleted from the queue.

$ SET ENTRY/ RETAI N=UNTI L=19- APR- 2001: 07: 31: 0.0 172

However, depending on the queue's job retention policy, the job might be retained indefinitely.
The job retention policy set on the queue takes precedence over the user-specified job retention
setting. Because system managers cannot specify timed job retention for a queue, any jobs
retained as a result of a queue's setting are retained indefinitely.

If you specify the /RETAIN=UNTIL=t i me- val ue option, you must supply a time value. The
time value is first interpreted as a delta time, then as a combination time, and finally as absolute
time. If you specify a delta time, the delta begins when the job completes. For example, if you
specify SETENTRY/RETAIN=UNTIL="+3:00", the job will be retained for three hours after the
job completes. For information on specifying time values, see the VSI OpenVMS User's Manual.

/SETUP=module[,...]

Extracts the specified modules from the device control library (containing escape sequence
modules for programmable printers) and copies the modules to the printer before each file in a
print job is printed.
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When you use the /SETUP qualifier with the SET ENTRY command, the qualifier applies to the
entire print job. You cannot use this qualifier to specify different setup modules for individual
files within a multifile job.

/SPACE
/NOSPACE

Controls whether the output of a print job is double-spaced. Specifying the/NOSPACE qualifier
causes the output to be single-spaced. When you use the /SPACE qualifier with the SET ENTRY
command, the qualifier applies to the entire job. You cannot use this qualifier to specify different
spacing for individual files within a multifile job.

/TRAILER
/NOTRAILER

Controls whether a trailer page is printed at the end of each file in a print job. The trailer page
displays the entry number, as well as information about the user submitting the job and the files
being printed.

When you use the /TRAILER qualifier with the SET ENTRY command, trailer pages are placed
at the end of each file in a multifile job.

Use the /[NO]TRAILER qualifier to override the installation-defined defaults that have been set
for the output queue you are using or the qualifier specified in the PRINT command that queued
the job.

/WSDEFAULT=n

Defines, for a batch job, a working set default, which is the default number of physical pages that
the job can use.

If the queue on which the job executes has a nonzero default working set, the smaller of the
specified job and queue values is used. If the queue on which the job executes has a working
set default of zero, the smaller of the specified job value and the value established in the user
authorization file (UAF) is used.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the operating system
rounds up this value to the nearest CPU-specific page so that the actual amount of physical
memory allowed may be larger than the specified amount on Alpha. If you specify zero or NONE,
the specified queue or UAF value is used. Working set default values must range between the
numbers specified by the system parameters PQL_MWSDEFAULT and WSMAX.

/WSEXTENT=n

Defines, for the batch job, a working set extent, which is the maximum amount of physical
memory that the job can use. The job uses the maximum amount of physical memory only when
the system has excess free pages. If the queue on which the job executes has a nonzero working
set extent, the smaller of the specified job and queue values is used. If the queue on which the

job executes has a working set extent of zero, the smaller of the specified job value and the value

established in the user authorization file (UAF) is used.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the operating system
rounds up this value to the nearest CPU-specific page so that the actual amount of physical
memory allowed may be larger than the specified amount on Alpha. If you specify zero or NONE,
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the specified queue or UAF value is used. Working set extent values must range between the
numbers specified by the system parameters PQL. MWSEXTENT and WSMAX.

/WSQUOTA=n

Defines, for the batch job, a working set quota, which is the amount of physical memory that the
job is guaranteed. If the queue on which the job executes has a nonzero working set quota, the
smaller of the specified job and queue values is used. If the queue on which the job executes has
a working set quota of zero, the smaller of the specified job value or the value established in the
user authorization file (UAF) is used.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the operating system
rounds up this value to the nearest CPU-specific page so that the actual amount of physical
memory allowed may be larger than the specified amount on Alpha. If you specify zero or NONE,
the specified queue or UAF value is used. Working set quota values must range between the
numbers specified by the system parameters PQL MWSQUOTA and WSMAX.

Examples

L.

$ PRINT/HOLD  MYFI LE. DAT
Job MYFI LE (queue SYS$PRINT, entry 112) hol di ng
$ SET ENTRY 112/ RELEASE/ JOB_COUNT=3

The PRINT command in this example requests that the file MYFILE.DAT be queued to the
system printer, but placed in a hold status. The SET ENTRY command releases the job for
printing and requests that three copies of the job be printed.

$ SUBM T CLI MATE
Job CLI MATE (queue SYS$BATCH, entry 211) pending
$ SET ENTRY 211/ HOLD/ NAME=TEMP

The SUBMIT command in this example queues the command procedure CLIMATE.COM for
processing as a batch job. The SET ENTRY command places the job in a hold state and changes
the job name to TEMP, assuming that the job has not yet begun execution.

(wi de)

$ PRI NT/ FLAG=ALL/ AFTER=20: 00 MEMO. MEM LETTER. MEM REPORT. MEM SPACE
Job MEMO (queue SYS$PRINT, entry 172) holding until 20:00

$ SET ENTRY 172 / BURST/ NOSPACE/ HEADER

The PRINT command in this example requests that three files be printed after 8:00 P.M. on the
default printer with flag pages preceding each file. It also requests that the file REPORT.MEM be
double-spaced. Later a SET ENTRY command calls for a burst page at the beginning of each file
and requests that all files in the job be single-spaced. This command also requests that headers be
printed on each page of each file in the job.

$ SUBM T/ HOLD/ QUEUE=ANYRADQ TEST. COM
Job TEST (queue ANYRADQ entry 23) hol di ng

$ SET ENTRY 23 /RAD=1
$ SHOW ENTRY/ FULL 23
Entry Jobnane User name Bl ocks Status
23 TEST SYSTEM Hol di ng
On idle batch queue ANYRADQ
Submi tted 24-JUL-2001
14:19: 37. 44 | KEEP / NOPRI NT /PRI ORI TY=100 / RAD=0
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Fil e:

_$1$DKB200: [ SWEENEY. CLI UTL] TEST. COM 1

In this example, TEST.COM is submitted to the queue ANYRADQ, and the SET ENTRY
command is used to set the RAD to 1.

SET FILE

SET FILE — Modifies the characteristics of one or more files. See the qualifier descriptions for

restrictions.
Format

SET FILE fil espec[,...]

Parameter

filespec[,...]

Specifies one or more files to be modified. If you specify more than one file, separate the file
specifications with commas (,). The asterisk (*) and the percent sign (%) wildcard characters are

allowed.

Description

The SET FILE command modifies a number of file characteristics.

Qualifiers

/ATTRIBUTE=(file-attribute[,...])

Sets the attributes associated with a file. The following table lists possible keywords and the
relationship to both ACP-QIO and OpenVMS RMS File attributes:

Keyword ACP-QIO File Attribute' OpenVMS RMS File
Attribute”
ATTDATE=date FAT$C ATTDATE XAB$Q_ATT
ACCDATE=date FAT$C ACCDATE XAB$Q_ACC
BAKDATE=date FAT$C BAKDATE XAB$Q BDT
BKS:value FAT$SB_BKTSIZE=byte FAB$B BKS=byte
CREDATE=date FAT$C CREDATE XAB$Q_CDT
DEQ:value FAT$W_DEFEXT=word FABSW_DEQ=word
EBK:value FATSL EFBLK=longword XABSL EBK=longword
EXPDATE=date FAT$C EXPDATE XAB$Q EDT
FFB:value FATSW_FFBYTE=word XAB$SW_FFB=word
FSZ:value FAT$B_VFCSIZE=byte FABS$B_FSZ=byte
GBC:value FAT$W_GBC=word FABSW_GBC=word
HBK:value FATSL HIBLK=longword XABSL HBK=longword
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Keyword ACP-QIO File Attribute' OpenVMS RMS File
Attribute’

LRL:value FAT$W_RSIZE=word XABSW_LRL=word

MODDATE=date FAT$SC _MODDATE XAB$Q _MOD

MRS:value FAT$SW_MAXREC=word FABSW_MRS=word

ORG:IDX FAT$V_FILEORG=FAT FAB$B ORG=FABS$C IDX
$C _INDEXED

ORG:REL FAT$V_FILEORG=FAT FAB$B_ORG=FABS$C REL
$C RELATIVE

ORG:SEQ FAT$V_FILEORG=FAT FAB$B ORG=FABS$C SEQ
$C SEQUENTIAL

RAT:BLK FAT$B_RATTRIB=FAT FAB$B_RAT=FAB$M_ BLK
$M_NOSPAN

RAT:CR FAT$SB_RATTRIB=FAT FAB$B RAT=FAB$M CR
$M_IMPLIEDCC

RAT:FTN FAT$SB_RATTRIB=FAT FAB$B_RAT=FAB$M_FTN
$M_FORTRANCC

RAT:MSB FAT$B_RATTRIB=FAT FAB$B RAT=FAB$M MSB
$M_MSBVAR

RAT:NONE FAT$B_RATTRIB=0 FAB$B RAT=0

RAT:PRN FAT$B_RATTRIB=FAT FAB$B RAT=FAB$M PRN

$M_PRINTCC

REVDATE=date

FATSC REVDATE

XAB$Q RDT

RFM:FIX FAT$V_RTYPE=FAT FAB$B RFM=FABS$C FIX
$C _FIXED

RFM:STM FAT$V_RTYPE=FAT FAB$B_RFM=FABS$C STM
$C_ STREAM

RFM:STMCR FATSV_RTYPE=FAT FAB$B RFM=FAB$C STMCR
$C_STREAMCR

RFM:STMLF FATSV_RTYPE=FAT FABSB RFM=FAB$C STMLF
$C_STREAMLF

RFM:UDF FAT$V_RTYPE=FAT FAB$B RFM=FABS$C UDF
$C_UNDEFINED

RFM:VAR FAT$V_RTYPE=FAT FAB$B_RFM=FABS$C VAR
$C_VARIABLE

RFM:VFC FAT$SV_RTYPE=FAT$SC VFC |FAB$B RFM=FABS$C VFC

VRS:value FATSW_VERSIONS=word XAB$SW_VERLIMIT=word

'For further information, see the ¥SI OpenVMS 1/0 User's Reference Manual.
%For further information, see the VSI OpenVMS Record Management Services Reference Manual.

/BACKUP
/NOBACKUP

Specifies that the Backup utility (BACKUP) records the contents of the file. The /NOBACKUP
qualifier causes BACKUP to record the attributes of the file but not its contents. This qualifier is

valid only for Files-11 Structure On-Disk Level 2 and 5 files.
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The /NOBACKUP qualifier is useful for saving files that contain unimportant data, such as
SWAPFILES.

/BEFORE[=time]

Selects only those files dated prior to the specified time. You can specify time as absolute time, as
a combination of absolute and delta times, or as one of the following keywords: BOOT, LOGIN,
TODAY (default), TOMORROW, or YESTERDAY. Specify the /CREATED or the /MODIFIED
qualifier to indicate the time attribute to be used as the basis for selection. The /CREATED
qualifier is the default.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BY OWNER[=uic]

Selects only those files whose owner user identification code (UIC) matches the specified owner
UIC. The default UIC is that of the current process.

Specify the UIC by using standard UIC format as described in the VSI OpenVMS Guide to System
Security.

JCACHING ATTRIBUTE=keyword

Use this qualifier to control which files are cached by the Extended File Cache. It sets the caching
attribute for a file or directory in a Files-11 ODS-2 or ODS-5 volume.

The caching attribute of a file is the default caching option that is used by the Extended File
Cache when an application accesses the file without specifying which caching option it wants to
use.

The keywor d can be either WRITETHROUGH or NO_CACHING. Use WRITETHROUGH for
files that you want to be cached. Use NO_CACHING for files that you don't want to be cached.

The Extended File Cache does not cache directories. The caching attribute of a directory controls
only how the caching attribute is inherited by new files and subdirectories created in the directory:

*  When you create a new directory or file, it inherits its caching attribute from its parent
directory.

*  When you create a new version of an existing file, the new file inherits its caching attribute
from the highest version of the existing file.

When you use the INITIALIZE command to create a new Files-11 volume, the caching attribute
of its root directory (000000.DIR;1) is set to write-through. This means that by default, all the
files and directories you create in the volume will inherit a caching attribute of write-through
unless you use SET FILE /CACHING_ATTRIBUTE.

When you change the caching attribute of a directory, it does not affect the caching attribute of
any existing files and subdirectories in the directory.

When you change the caching attribute of a file, it does not affect the type of caching being used
by any applications that are currently accessing the file.
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JCONFIRM
/NOCONFIRM (default)

Controls whether a request is issued before each SET FILE operation to confirm that the operation
should be performed on that file. The following responses are valid:

YES NO QUIT

TRUE FALSE Cul/Z

1 0 ALL
Return

You can use any combination of uppercase and lowercase letters for word responses. Word
responses can be abbreviated to one or more letters (for example, T, TR, or TRU for TRUE),

but these abbreviations must be unique. Affirmative answers are YES, TRUE, and 1. Negative
answers include: NO, FALSE,0, and pressing Return. Entering QUIT or pressing Ctrl/Z indicates
that you want to stop processing the command at that point. When you respond by entering ALL,
the command continues to process, but no further prompts are given. If you type a response other
than one of those in the list, DCL issues an error message and redisplays the prompt.

JCREATED (default)

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files based on their dates of creation. This qualifier is incompatible with

the /MODIFIED qualifier, which also allows you to select files according to time attributes.
The /CREATED qualifier is the default qualifier.

/DATA_CHECK[=([NOJREAD,[NO]JWRITE)]

Specifies whether a read data check (rereading each record), a write data check (reading each
record after it is written), or a combination of the two is performed on the file during transfers. By
default, a write data check is performed.

/END_OF _FILE
Resets the end-of-file (EOF) mark to the highest block allocated.
/ENTER=new-filespec

The new-filespec parameter is used to create either an alias or a hard link for the file specified in
the SET FILE command. For detailed information about using hard links and aliases, see the VS/
OpenVMS System Manager's Manual.

Normally you would use /ENTER to create an alias or a hard link in a directory different from
the one where the original file name resides. If the names are not in different directories, you or
another user could subsequently lose data during a delete or purge operation. The DELETE and
PURGE commands and the file version limit feature can behave unpredictably if the original
name and the new name are in the same directory.

To remove an alias or hard link, use the SET FILE /REMOVE command. Exercise caution when
using the DELETE and SET FILE /REMOVE commands, or you could end up with either an
inaccessible file that has no name or a name that does not refer to a file. Follow these guidelines
to avoid such problems:
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¢ Use SET FILE /REMOVE to remove an alias; do not use the DELETE command to remove
an alias.

* Do notuse SET FILE /REMOVE to remove the original file name.

If you do not follow these guidelines and encounter problems, use ANALYZE /DISK /REPAIR to
move inaccessible files to the SYSLOST directory and remove names that no longer refer to files.

/ERASE ON_DELETE

Specifies that the specified files are erased from the disk (not just written over) when the
DELETE or PURGE command is issued for the files. See the DELETE/ERASE command for
more information.

/EXCLUDE=(filespec],...])

Excludes the specified file from the SET FILE operation. You can include a directory name but
not a device name in the file specifications. The asterisk (*) and the percent sign (%) wildcard
characters are allowed in the file specification; however, you cannot use relative version numbers
to exclude a specific version. If you specify only one file, you can omit the parentheses.

/EXPIRATION DATE=date
/NOEXPIRATION_DATE

Requires read (R), write (W), and control access. Being the owner of the file is one way to get
control access.

Controls whether an expiration date is assigned to the specified files.

Specify the date according to the rules described in the VSI OpenVMS User's Manual or the
online help topic Date. Absolute date keywords are allowed. If you specify zero as the date,
today's date is used.

/EXTENSION[=n]

Sets the extend quantity default for the file. The value of the parameter n can range from
0 to 65,535. If you omit the value specification or specify a value of 0, OpenVMS Record
Management Services (OpenVMS RMS) calculates its own value for the /EXTENSION qualifier.

See the SET RMS_DEFAULT command for a description of the /EXTEND QUANTITY
qualifier.

/GLOBAL BUFFER][= keyword[= n]|
/NOGLOBAL BUFFER

For OpenVMS versions prior to Version 8.3, sets the OpenVMS Record Management Services
(OpenVMS RMS) global buffer count (the number of buffers that can be shared by processes
accessing the file) for the specified files. The value » must be an integer in the range from 0 to
32,767. A value of 0 disables buffer sharing.

The /SHARE qualifier can be used to enable or disable global buffers on a file currently being
accessed; however, any new global buffer settings will only be applied to new accessors of the
file. If a file is already open with global buffers, any new number of global buffers will not take
effect until the file is closed by all accessors of the file.
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For OpenVMS V8.3 and later, sets the OpenVMS RMS global buffer count for the specified files.
Note, you can specify only one type of global buffer qualifier in the same command string.

The keyword can be:
*  COUNT= n — The value #n sets the longword count of the number of global buffers. For
indexed files, this keyword allows you to exceed the traditional maximum of 32767. For other

files, the maximum of 32767 still applies.

*  PERCENT= p — The value p expresses the size of the global cache as a percentage of the total
number of used blocks currently used in the file.

* DEFAULT -- Requests RMS at runtime to recalculate the global cache size based on an
algorithm that makes use of two global buffer SYSGEN parameters, GB. CACHEALLMAX
and GB_ DEFPERCENT.

The following qualifiers can also be used with the /SHARE qualifier:

/GLOBAL_BUFFER=#n

JGLOBAL_BUFFER=COUNT=
/GLOBAL BUFFER=PERCENT=
 /GLOBAL BUFFER=DEFAULT
- /NOGLOBAL BUFFER

«  /[NOJSTATISTICS

/LOG
/NOLOG (default)

Displays the file specification of each file modified as the command executes.
/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified. This qualifier is
incompatible with the /CREATED qualifier, which also allows you to select files according to
time attributes. If you do not specify the /MODIFIED qualifier, the default is the /CREATED
qualifier.

/MOVE
/NOMOVE

Controls whether movefile operations are enabled on the specified file.
When you create a file, movefile operations are enabled on that file. You should disable movefile
operations on specialized files that are accessed other than through the XQP (such as files

accessed through logical I/0 to a disk).

Note that movefile operations are automatically disabled on critical system files. Do not enable
movefile operations on these files.
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/NODIRECTORY
Use with extreme caution. Requires SYSPRV (system privilege).

Removes the directory attributes of a file and allows you to delete the corrupted directory file
even if other files are contained in the directory. When you delete a corrupted directory file, the
files contained within it are lost.

Use ANALYZE/DISK _STRUCTURE/REPAIR to place the lost files in [SYSLOST]. You can
then copy the lost files to a new directory. This qualifier is valid only for Files-11 On-Disk
Structure Level 2 files. For more information about the Verify utility, see the VST OpenVMS
System Management Utilities Reference Manual.

/OWNER_UIC[=uic]

This qualifier has been superseded by the SET SECURITY/OWNER command.
/PROTECTION[=(ownership[:access][,...])]

This command has been superseded by the SET SECURITY/PROTECTION command.
/REMOVE

Use with caution.

Enables you to remove one of the names of a file that has more than one name, without deleting
the file. If you have created an additional name for a file with the /ENTER qualifier of SET FILE,
you can use the /REMOVE qualifier to remove either the original name or the alias. The file still
exists and can be accessed by whatever name or names remain in effect.

However, if you accidentally remove the name of a file that has only one name, you cannot access
that file with most DCL commands; use the ANALYZE/DISK _STRUCTURE utility to retrieve
the file.

/SEMANTICS=semantics-tag
/NOSEMANTICS

Use the /SEMANTICS qualifier to create or change a semantics tag. Use the/NOSEMANTICS
qualifier to remove a semantics tag from a file. For more information, see the VST OpenVMS
Guide to OpenVMS File Applications.

/SHARE

Allows you to enable or disable global buffers or statistics on a file currently being accessed by
other users.

Requires SYSPRYV privilege.

Only new accessors of the file acquire the new settings. For example, if a file is opened with no
global buffers specified and the SET FILE/GLOBAL=n/SHARE command is issued, only new
accessors of the file will use global buffers. If /STATISTICS is enabled on an active file, only
operations performed by new accessors of the file are measured.

If a file is already open with global buffers, any new number of global buffers will not take effect
until the file is closed by all accessors of the file.
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The /SHARE qualifier is valid only with the following qualifiers:
* /[INO]JGLOBAL BUFFER=n
* /[NO]STATISTICS

/SHELVABLE
/NOSHELVABLE

Controls whether the file is shelvable.
/SINCE[=time]

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords:

BOOT, JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify
the /CREATED or the /MODIFIED qualifier to indicate the time attribute to be used as the basis
for selection. The/CREATED qualifier is the default.

For complete information on specifying time values, see the V'SI OpenVMS User's Manual or the
online help topic Date.

/STATISTICS
/NOSTATISTICS (default)

Enables the gathering of RMS statistics on the specified file. These statistics can then be viewed
by using the Monitor utility, which is invoked with the DCL command MONITOR. The SET
FILE/STATISTICS command applies an application ACE to the specified file. The ACE does not
affect access control and is only meaningful to the application assigning it.

The /SHARE qualifier can be used to enable or disable statistics on a file currently being
accessed. However, only statistics of new accessors of the file will be measured.

/STYLE=keyword
Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation

CONDENSED (default) | Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This file
name does not contain any DID or FID abbreviations.

The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS User's Manual for more information.
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/SYMLINK=keyword
/NOSYMLINK (default)

If an input file is a symbolic link, the file referred to by the symbolic link is the file that is set.
The /SYMLINK qualifier indicates that the symbolic link itself is set.

The valid keywords for this qualifier are [NOJWILDCARD, [NO]ELLIPSIS, and [NO]TARGET.
Descriptions are as follows:

Keyword Explanation

NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.

WILDCARD Indicates that symlinks are enabled during wildcard searches.

NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

ELLIPSIS Equivalent to WILDCARD (included for command symmetry).

TARGET Indicates that if the target file of the file specification is a symlink, then the
target file is followed.

NOTARGET Indicates that the command operates on the target file even if it is a
symlink.

If the file named in the SET FILE command is a symlink, the command by default operates on the
symlink target.

/TRUNCATE

Truncates the file at the end of the block containing the end-of-file (EOF)marker, that is, the
qualifier releases allocated but unused blocks of the file.

/UNLOCK

Clears a file marked as deaccess locked. Deaccess locking is required by and used by those few
applications that maintain their own locking and consistency, typically without the use of the
OpenVMS distributed lock manager, and potentially also without the use of RMS. When an
application using deaccess locking does not correctly deaccess the file (often due to an application
or system failure), the file is marked as locked, and is thus inaccessible until the integrity of the
contents of the file are verified and the SET FILE/UNLOCK command is used.

This command does not affect the state of files that are locked using RMS or the distributed lock
manager.

For details on file deaccess locking, see the VSI OpenVMS I/O User's Reference Manual, the
ACP-QIO interface documentation, and specifically the FIB§V_DLOCK option available on the
I0$_CREATE and I0$_ACCESS functions.

The SET FILE/UNLOCK command can clear the cause of the following error message:
YSYSTEM W FI LELOCKED, file is deaccess | ocked
However, this command cannot resolve the cause of the error message:

URVS-W FLK, file currently | ocked by another user
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/VERSION_LIMIT|[=n]

Sets the maximum number of versions that a specified file can have in a directory. If you do not
set a version limit, a value of 0 is used, indicating that the number of file versions is limited only
to the Files-11 architectural limit of 32,767. When creating a file, if the total number of versions
of that file name exceeds the specified version limit, then the file with the lowest version number
is deleted from the directory without notification to the user.

If you set the version limit to 3 when there are already five versions of that file in a directory,
there will continue to be five versions of that file unless you specifically delete some or purge the
directory. Once the number of file versions is equal to or less than the current version limit, this
version limit is maintained.

The version limit applies to all existing versions of a specified file in a directory regardless of
whether or not you specified any version in the command.

To view the version limit on a file, use the DIRECTORY/FULL command
on a file name and look at the File Attributes field of the output or use the
FSFILE ATTRIBUTES(filename,"VERLIMIT") lexical function.

Examples

1.

$ SET FI LE/ EXPI RATI ON_DATE=19- DEC- 2001: 11: 00 BATCH. COM 3

The SET FILE command requests that the expiration date of the file BATCH.COM;3 be set to
11:00 A.M., December 19, 2001.

$ SET FI LE/ BEFORE=31- DEC/ ERASE_ON DELETE PERSONNEL*. SAL

This SET FILE command calls for all files that match the file specification PERSONNEL*.SAL
and are dated before December 31 of the current year to have their disk locations erased whenever
one of them is deleted with commands such as DELETE or PURGE.

$ SET FI LE/ OAWNER_Ul C=[ 360, 020] / VERSI ON_LI M T=100 MYFI LE. DAT

The SET FILE command modifies the characteristics of the file MYFILE.DAT, changing the
owner user identification code (*). You must have system privilege(SYSPRV) to change the owner
UIC.

$ SET FI LE/ NOVOVE TEST. FDL
$ DI RECTORY/ FULL TEST. FDL

Di rectory SYS$SYSDEVI CE: [ BERGVANN]

TEST.FDL;1 File ID. (10,8,0)

File attributes: Allocation: s, Extend: 0, dobal buffer count: O
No version limt, MveFile disabled

Movefile operations are disabled on the file TEST.FDL. A DIRECTORY/FULL command on the
file TEST.FDL affirms that the file attribute Movefile is disabled.
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5. $ SET FILE ATTRI BUTES=CRG SEQ -
_$ TESTS$: [ DATA] SET_ATTRI BUTES. DATA_FI LE/ LOG
%SET- 1 - MODI FI ED, TEST$: [ DATA] SET_ATTRI BUTES. DATA_FI LE; 1 MODI FI ED

The command, SET FILE/ATTRIBUTES, changes the file organization of the specified file.

6. $ SET FILE/ PROTECTI ON=( S: RVWE, O=RWE, G RE, WRE) TEMP.DIR
$ DI RECTORY/ PROTECTI ON TEMP. DI R

Di rectory DKBO: [ FULGHUM
TEMP. DIR; 1 ( RVE, R\E, RE, RE)

This example sets the protection on the TEMP.DIR file with the SET FILE command and then
displays the protection of the file with the DIRECTORY command.

7. $ SET FI LE/ SHARE/ GLOBAL_BUFFER=5000/ STATI STI CS | NVENTCRY. | DX

This example sets 5000 global buffers on the INVENTORY.IDX file and enables statistics. If the
file is open and the SET FILE command is issued without the /SHARE qualifier, the following
error is returned: SYSTEM-W-ACCONFLICT (file access conflict). The /SHARE qualifier allows
the global buffers and statistics to be enabled on an open file; however, these settings only apply to
new accessors of the file.

8. $ SET FI LE/ GLOBAL_BUFFER=100 NEWFI LE. DAT
$ SET Fl LE/ GLOBAL_BUFFER=COUNT=100000 NEWFI LE. DAT

In a clustered environment with mixed OpenVMS versions, the same file can be opened on
different nodes with different global buffer counts. For nodes prior to Version 8.3, use the old
compatibility setting, and for Version 8.3 nodes and later use the new values.

9. $ dir NEWILE. TXT
Directory WORK: [ DOCUVENTS]
NEWFI LE. TXT; 3
NEWFI LE. TXT; 2
NEWFI LE. TXT; 1

$ set file/version_limt=10/10og NEWFILE. TXT;
USET- | - MODI FI ED, WORK: [ DOCUVENTS] NEWFI LE. TXT; 3 nodi fi ed

This example sets the version limit of 10 on all three existing versions of NEWFILE.TXT. Note
that in this case, the /[LOG qualifier shows only the highest version file specification as modified
though the version limit has been applied to all file versions.

SET HOST

SET HOST — Connects your terminal (through the current host processor) to another processor,
called the remote processor.

Format

SET HOST node- nane
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Parameter

node- name

Specifies the node name of the remote processor to which you will connect.

Description

The SET HOST command connects you to another processor on a network. The command requires
that:

* You must have an account on the remote system to log in.
*  The NETMBX (network mailbox) privilege is set.

(The SHOWNETWORK command lists the names of nodes accessible to your node.) Once the
connection is made, the remote processor prompts for a user name and password. You must have an
account on the remote processor to log in.

Once you have connected to the remote processor and have logged in, you can use DCL commands
just as you would on your local processor. You can even use the SET HOST command to connect to
another remote processor.

For example, if your local node is BOSTON, you can use the command SET HOSTALBANY to
connect to the node ALBANY. You can then use the command SET HOSTAKRON to connect (still
through BOSTON and ALBANY) to the node AKRON.

Use the LOGOUT command to log out of the last processor you have logged into and return to the
previous processor. For example, when you use the LOGOUT command, you have logged out of
(and disconnected from) the processor at node AKRON, but you are still logged in (and connected)
to the processor at ALBANY.A second LOGOUT command logs you out of node ALBANY, and
disconnects you from it. A third LOGOUT command logs you out of the local processor, BOSTON.

You can also abort operations and return directly to the original host processor, if necessary. Press
Ctrl/Y at least two times in rapid succession. the following message is displayed:

Are you repeating "Y to abort the renote session?

If you respond Y or YES, control returns to the original node. Other responses, such as N or NO, do
not abort the connection. This technique is useful when you want to exit quickly without entering a

series of LOGOUT commands, or when part of the network becomes disconnected and you want to
return to the host.

Note that SET HOST, unlike the OpenVMS terminal driver, buffers output data from an executing
program. Buffering improves performance in wide-area networks; however, in the case of programs
providing output only, the buffering causes a discrepancy between what is happening in the remote
program and what is displayed on the local terminal. That is, a program might finish executing before
you see the output on the local terminal.

This discrepancy can be particularly confusing when you use the Ctrl/Y or the Ctrl/C function, or out-
of-band abort characters to abort the execution of a program. For example, when you press Ctrl/Y or
Ctrl/C (or enter out-of-band abort characters) during the execution of a captive command procedure,
SET HOST immediately stops the display on the local terminal. It also aborts the current read and
write operations and any pending write operations, including all buffered write operations. Therefore,
although it seems that the remote program aborts at the point in the program at which the display on
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the local terminal is stopped, the program might have executed beyond that point already — and might
have finished executing — before you pressed Ctrl/Y.

Note that several SET HOST qualifiers, such as /MOP, /VTP, and /X29, are available only if DECnet-
Plus is installed on your system. For information about using these qualifiers, type the following
command:

$ HELP DECnet - Pl us

Qualifiers

/APPLICATION PROTOCOL[= protocol]

Specifies the protocol connection, CTERM (CTDRIVER) or RTERM (RTTDRIVER) on the
specified node. CTERM protocol is the default if no connection is specified.

/BUFFER_SIZE=n

Changes the packet size of the protocol message sent between the terminal and the remote
processor if a connection to the remote processor is already established. The default buffer size is
1010 bytes; however, the buffer size n can range from 140 bytes to 1024 bytes. The value of the
parameter # is reset to 140 bytes if a value below 140 is specified; a value for n above 1024 bytes
is reset to 1024.

You can force the host node to write to the terminal in smaller packets, thereby ensuring that write
operations to the terminal are displayed at more frequent intervals, by setting # to a value just
above the minimum of 140 bytes. On slow DECnet links, setting the buffer size to a smaller value
may decrease pauses between write operations when large amounts of data are being scrolled to
the screen.

/LOG][=filespec]
/NOLOG (default)

Controls whether a log file of the entire session is kept. If you use the /LOG qualifier without the
file specification, the log information is stored in the file SETHOST.LOG.

/RESTORE
/NORESTORE (default)

Saves current terminal characteristics before a remote terminal session is begun and restores them
when the remote session is terminated.

Examples
1. $ SET HOST/ APPLI CATI ON_PROTOCOL=CTERM DAKCOTA

The /APPLICATION PROTOCOL qualifier specifies the CTERM protocol (the default) on node
DAKOTA in this command line.

2. $ SET HOST I TALIC
User nanme: GRESO
Passwor d: <PASSWORD>
Wl cone to OpenVMS VAX Version 7.3 on node | TALIC
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$ LOGOUT
GRESO | ogged out at 19- DEC 2001 15: 04: 25. 27
YREM S- END, Control returned to node _CASLON: :

In this example, the name of the local node is CASLON. This SET HOST command connects
the user terminal to the processor at the network node named ITALIC. The remote processor then
prompts for user name and password. Use the normal login procedure to log in to the remote
processor.

Once you are logged in at a remote node, you can use the SET HOST command to establish
communication with another node. After logging in to node ITALIC, you could type SET HOST
BODONIL.

You would again be prompted for a user name and password. If you then supply a valid user name
and password, you will be logged in to node BODONI.

Note that when you log out of node BODONI, control is returned to node ITALIC. You must log
out of node ITALIC to return to your local node, CASLON.

3. $ SET TERM NAL/ W DTH=80
$ SET HOST/ RESTORE GENEVA
User nane: Jones

Passwor d: <PASSWORD>
$ SET TERM NAL/ W DTH=132

$ | ogout
JONES | ogged out at 19-DEC-2001 11:04:51.45

YREMt S- END, control returned to node _ORACLE

This example shows user JONES on node ORACLE logging in to remote node GENEVA and
specifies that the original terminal screen width be restored to 80 characters when the remote
session is terminated.

SET HOST/DTE

SET HOST/DTE — Connects your system to a remote system through an outgoing terminal line. You
must have an account on the remote system in order to log into that system after the connection
is made. You must also have the ability to assign a channel to the terminal port specified. Your
system manager can set the device protection on the terminal port to allow you access.

Format

SET HOST/ DTE t er m nal - nane

Parameter

t erm nal - name

Specifies the name of an outgoing terminal line, which connects your system directly to another
system or modem.
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Description

The SET HOST/DTE command allows you to connect your terminal to another system. Once the
connection is made, the remote system prompts for a user name and password. You must have an
account on the remote system to log in.

Once you have logged in to the remote system, you can use DCL commands just as you would on
your local system.

To log in on lines that expect a break rather than a carriage return, press Ctrl/br eak- char act er to
generate the break.

While connected to the remote system, you can issue configuration commands from DTE command
mode. DTE commands enable you to configure a SET HOST/DTE session while it is in progress.

To issue DTE commands, you must get into DTE command mode by pressing Ctrl/command
char act er By default, the command character is the at sign (@). Once you are in command mode,
the DTEPAD prompt will be displayed on your screen.

Table 5 describes the DTE commands.

Table 5. SET HOST/DTE Session Commands

Command Description

CLEAR Disconnects your local system from DTEPAD. This command is equivalent
to the QUIT command.

EXIT Returns the session to emulation mode.

QUIT Disconnects your local system from DTEPAD. This command is equivalent
to the CLEAR command.

SAVE filespec Saves information on the current configuration settings. The current

settings are written to the specified file as a series of SET DTE commands.
You can later use this file as an initialization file.

SEND BREAK Sends a break to remote systems that expect a break rather than a carriage
return.
SET DTE Modifies configurable characteristics of DTEPAD while in a SET

HOST/DTE session. You can use the SET HOST/DTE qualifiers in
command mode.

SHOW DTE Displays the current settings of all the configurable characteristics of
DTEPAD. It also displays the number of bytes of data transmitted and
received during the current SET HOST/DTE session and the number of
errors detected by the terminal port.

SPAWN Creates a subprocess of your current /ocal process. The command is
identical to the DCL SPAWN command except that the DTESPAWN
command has fewer qualifiers, as follows:

/INPUT=filespec

/LOGICAL NAMES and /NOLOGICAL NAMES
/OUTPUT=filespec

/PROCESS=subprocess-name

/SYMBOLS and /NOSYMBOLS

/WAIT and /NOWAIT
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Command Description

See the SPAWN command in this manual for more information about these
qualifiers.

To terminate a session, you should first log out of the remote system. Then quit DTEPAD by pressing
Ctrl/lescape- char act er . By default, the escape character is a backslash (\). Alternatively, quit
DTEPAD by entering the QUIT or the CLEAR command from DTE command mode.

Qualifiers

/BREAK=break-character

Selects the break character. The break character is used to generate a break on lines that expect a
break rather than a carriage return. To generate a break, press Ctrl/br eak- char act er .

The break character can be any ASCII character between @ and z, except C, M, Q, S, Y, or the
left bracket ([). You cannot select a character currently defined as either the command character
(see the description of the/COMMAND=command-character qualifier) or the escape character
(see the description of the /ESCAPE=escape-character qualifier).

The ASCII characters between @ and z include the alphabetic characters in both upper and lower
cases, the at sign (@), the backslash (\), the right bracket (]), the circumflex (*), the underscore
(1), and the grave accent ().

By default, the break character is the right bracket (]).
/COMMAND=command-character

Selects the command character. Use the command character to access DTE command mode by
pressing Ctrl/command- char act er .

The command character can be any ASCII character between@ and z, except C, M, Q, S, Y, or
the left bracket ([). You cannot select a character currently defined as either the break character
(see the description of the /BREAK=break-character qualifier) or the escape character (see the
description of the /ESCAPE=escape-character qualifier).

The ASCII characters between @ and z include the alphabetic characters in both upper and lower
cases, the at sign (@), the backslash (\), the right bracket (]), the circumflex (*), the underscore
(), and the grave accent ().

By default, the command character is the at sign (@).
/DIAL=(NUMBER:number [ MODEM_TYPE:modem-type])

Allows a modem attached to the outgoing terminal line to be autodialed using the autodial
protocol of that modem. The NUMBER keyword is the telephone number to be autodialed and is
a required parameter.

Before you dial a new number, you must log out of the current remote system.

On Alpha, the MODEM_TYPE keyword defaults to DMCL (any modem that uses the DEC
Modem Command Language).

Each modem type requires a specific modem dialer code. Check with your system manager to see
which modem dialer codes are installed on your system.
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In addition, the MODEM _TYPE keyword can be used to specify a modem type other than DF03,
DF112, or DMCL. A template is provided for users interested in supporting other modems with
autodial capabilities (see SYSSEXAMPLES:DTE DF03.MAR).

JECHO
/NOECHO (default)

Determines whether the terminal input is echoed by your local system. By default, all echoing is
performed by the remote system.

/EIGHT BIT (default)
/NOEIGHT BIT

Determines whether the outgoing terminal line supports 8-bit or 7-bit characters. By default, 8-bit
characters are supported. If you specify /NOEIGHT _BIT, then 7-bit characters are supported.

JERROR_ACTION=CONTINUE (default)
/ERROR_ACTION=EXIT

Specifies the error action by using the EXIT or the CONTINUE keyword.

When an error is detected on the outgoing terminal line, the error is reported to the local system
and an error message is displayed on your terminal.

If the error action is CONTINUE, then communication with the remote system continues
uninterrupted.

If the error action is EXIT, then the local system immediately exits from the remote system.

/ESCAPE=escape-character

Selects the escape character. You can use the escape character to exit from DTEPAD by pressing
Ctrl/escape- char act er.

The escape character can be any ASCII character between @ and z, except C, M, Q, S, Y, or the
left bracket ([). You cannot select a character currently defined as either the break character (see
the description of the /BREAK=break-character qualifier) or the command character (see the
description of the /COMMAND=command-character qualifier).

By default, the escape character is a backslash (\).

The ASCII characters between @ and z include the alphabetic characters in both upper and lower
cases, the at sign (@), the backslash (\), the right bracket (]), the circumflex ("), the underscore
(), and the grave accent ().

JFLOW_CONTROL (default)
/NOFLOW_CONTROL

Determines whether XON/XOFF flow control is enabled. By default, flow control is enabled.

XON/XOFF flow control is a means of preventing data-overrun errors. Incoming data is stored
in receive buffers; when these buffers are full, a signal is sent to the remote system to stop
transmission. Once there is sufficient space in the receive buffers, another message is sent to
restart transmission.

You should disable XON/XOFF flow control when the remote system has no XON/XOFF flow
control.
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/INIT[=filespec] (default)
/NOINIT

Sets the configurable characteristics of DTEPAD according to values contained in the specified
initialization file.

If you use qualifiers in the command line to define the values of any of the configurable
characteristics, these will supersede the values contained in the initialization file.

By default, DTEPAD tries to translate the logical name DTEPADSINI in order to find the
appropriate initialization file. If you use the /INIT qualifier and omit the file specification,
DTEPAD translates the logical name DTEPADSINI and finds the appropriate file. If
DTEPADSINI is not defined, then DTEPAD uses /NOINIT as the default.

An initialization file can contain any combination of any of the following DTE commands:
+ SAVE

+ SEND BREAK

« SETDTE

*+ SPAWN

The following is an example of an initialization file:

SET DTE/ MAX BUFFERS=150SET DTE/ READ DELAY=100SEND BREAK

/LOG[=filespec]
/NOLOG (default)

Controls whether a log file of the session is kept.

If you use the /LOG qualifier and omit the file specification, then the log information is written to
the file DTEPAD.LOG.

When used to log a modem session, the log file contains any noise that occurred on the phone
line. For example, typing a file in order to get it recorded in the log file could result in noise being
recorded along with the file data. Therefore, the use of a log file is not recommended for the
purpose of file transfers.

VSI recommends that you use asynchronous DECnet to transfer files.
/MAX_BUFFERS=number-buffers

Specifies the maximum number of receive buffers. Receive buffers are buffers used to receive
incoming data from the modem port. They are allocated as they are required.

By default, the maximum number of receive buffers is 100. The minimum number you can
specify is 20.

/PARITY=NONE (default)
/PARITY=0DD
/PARITY=EVEN

Selects parity on the outgoing terminal line.
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/READ DELAY=delay

Specifies the modem port read delay in milliseconds. The modem port read delay is the time
interval during which data in the modem port is transferred into receive buffers at the terminal.

By default, the modem port read delay is 50 milliseconds. This is also the minimum value.

A long modem port read delay slows the rate at which data is displayed at your terminal, and
also increases the risk of data-overrun errors; however, a longer read delay requires less CPU
overhead.

/SPEED=(output-rate,input-rate)

Sets the baud rate at which the terminal receives and transmits data. If the input and output rates
are the same, specify the qualifier as /SPEED=rate.

Not all terminals support different input and output baud rates. For specific information on baud
rates for your terminal, consult the manual for that terminal.

The default transmission rates are installation dependent.

The valid baud rates are as follows:

50 150 1800 4800 38400
75 300 2000 7200 57600
110 600 2400 9600 76800
134 1200 3600 19200 115200

If you select an invalid or unsupported speed, then the terminal line speed will remain set at its
previous value.

Examples

1.

$ SET HOST/ DTE TTAZ2:/ DI AL=NUMBER: 5551234
User nane: SM TH
Passwor d:

This command connects the user terminal to the outgoing terminal line TTA2:, which is attached
to a modem (type DFO03 by default) set to autodial the phone number 555-1234. The remote
processor then prompts for user name and password. Use the normal login procedure to log in to
the remote system.

$ SET HOST/ DTE/ DI AL=( NUMBER: 5551234+#, MODEM TYPE: DF112) TTA2:
User nane: SM TH
Passwor d:

This command accomplishes the same thing as in the first example, except that it uses the DF112
modem. The number sign (#) is required to activate the autodialer in the DF112.

$ SET HOST/ DTE/ NCEI GHTBI T TTA2
This command sets the outgoing terminal port, TTA2, to support 7-bit characters.
$ SET HOST/ DTE/ NOFLOW CONTROL TTA2

This command disables the XON/XOFF flow control.
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10.

I1.

12.

13.

14.

15.

16.

$ SET HOST/ DTE/ ERROR_ACTI ON=EXI T TTA2

This command sets the error action to EXIT.

$ SET HOST/ DTE/ MAX_BUFFERS=150 TTA2

This command sets the maximum number of receive buffers to 150.
$ SET HOST/ DTE/ ESCAPE=E TTA2

This command defines the letter E as the escape character. Note that DTEPAD is not case
sensitive.

$ SET HOST/ DTE/ LOG TTA2

This command enables logging of the session. Since no log file is specified, the log is written to
the default log file, DTEPAD.LOG.

$ SET HOST/DTE/ I Nl T=MYFI LE. INI TTA2
This command uses the initialization file MYFILE.INI.

$ Grl/@
DTEPAD>

This example shows you how to access DTE command mode by pressing Ctrl/@, where @ is the
command character.

DTEPAD> SAVE MYFI LE. I NI

This command saves the information on the current configuration in the file MYFILE.INI.
DTEPAD> SET DTE/ BREAK=G

This command defines the letter G as the break character.

DTEPAD> SET DTE/ ECHO

This command sets the terminal port so that echoing is performed by the local system.
DTEPAD> SET DTE/ SPEED=4800

This command sets the input and output baud rates to 4800.

DTEPAD> SET DTE/ LOG=nyfile.log

This command directs logging to the file MYFILE.LOG.

DTEPAD> SHOW DTE

Port TXAO El GHT_BI T ECHO
Fl ow contr ol XON/ XOFF
Parity NONE

Transmit Speed 4800

Recei ve Speed 4800

Error action CONTI NUE

Break character B

Escape character \

Command char act er @
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Maxi mum buffers 100

Read del ay 50 milliseconds
Log file MYFI LE. I NI
Nurber di al ed 12345678

Modem t ype DFO3

Bytes transmtted 75

Bytes received 132

Errors 0

This command displays all the current settings of the configurable characteristics, the number of
bytes transmitted and received, and the number of errors detected.

SET HOST/DUP

SET HOST/DUP — Connects your terminal to a storage controller through the appropriate bus
for that controller. The /SERVER and /TASK qualifiers are required. For use only with storage
controllers. Requires the DIAGNOSE privilege.

Format

SET HOST/ DUP/ SERVER=ser ver - nane

/| TASK=t ask- name node- nane

Parameter

node- name

Specifies the node name of the storage controller.

Description

The SET HOST/DUP command creates a virtual terminal connection and executes a utility or
diagnostic program on a storage controller that uses the Diagnostic and Utilities Protocol (DUP)
Standard Dialogue.

Once the connection is established, operations are performed under the control of the utility or
diagnostic program.

When the utility or diagnostic program terminates, control is returned to the local system.
To abort or prematurely terminate the connection and return control to the local system, press Ctrl/\.

Further information regarding the operation of the utility and diagnostic programs available on a
particular controller may be obtained from the appropriate documentation set for that controller.

Preparing for Use

To use the SET HOST/DUP facility, you must first install FYDRIVER, the DUP class driver. To load
FYDRIVER, add the following commands to the SYSTARTUP.COM command procedure in the
SYS$MANAGER directory.
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On Alpha and Integrity servers, specify the following commands:

$ RUN SYS$SYSTEM SYSMANSYSMAN> | O CONNECT FYAO/ NOADAPTER/ DRI VER=SYS
$FYDRI VER

This operation requires CMKRNL (change mode to kernel) privilege.

Qualifiers

/LOG[=filespec]
/NOLOG (default)

Controls whether a log file of the entire session is kept. If you use the /LOG qualifier without the
file specification, the log information is stored in the file HSCPAD.LOG.

/SERVER=server-name
Specifies the server name for the target storage controller.
This qualifier is required.

/TASK=task-name

Specifies the utility or diagnostic name to be executed on the target storage controller under
direction of the server.

This qualifier is required.

Example

$ SET HOST/ DUP/ SERVER=MSCP$DUP/ TASK=DI RECT R2DH5Y
%HSCPAD- | - LOCPROGEXE, Local program executing - type "\ to exit utility

The SET HOST/DUP command in this example connects the user terminal to the utility program
called DIRECT executing on a storage controller named R2DHS5Y under direction of the MSCPSDUP
server.

SET HOST/HSC

SET HOST/HSC — Connects your terminal to an HSC disk and tape controller through the computer
interconnect (CI) bus. Used only with HSC controllers. Requires the DIAGNOSE privilege.

Format

SET HOST/ HSC node- nane

Parameter

node- name

Specifies the node name of the HSC.
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Description

The SET HOST/HSC command establishes a connection to an HSC disk and tape controller by
way of the CI bus. (The SHOW CLUSTER command lists the names of HSC controllers that
are accessible to your node.) No password is required to access the HSC; however, only SHOW
commands are accepted when the HSC Secure/Enable switch is in the Secure position.

Once the connection is made to the HSC, operations can be performed as if you were attached to the
local terminal of the HSC; however, access to ODT(Octal Debugging Tool) and offline diagnostics are
not permitted.

Press Ctrl/C to obtain a prompt from the HSC before entering commands. To exit from the HSC and
return to the local system, press Ctrl/\.

A description of HSC commands and utilities can be obtained from the HSC documentation.

Preparing for Use

To use the SET HOST/HSC facility, you must first install FYDRIVER, which is the Diagnostic
and Utilities Protocol (DUP) driver associated with the CI. To load FYDRIVER, add the following
commands to the SYSTARTUP.COM command procedure in the SYSSMANAGER directory:

$ RUN SYS$SYSTEM SYSGENCONNECT FYAO/ NOADAPTER

This operation requires CMKRNL (change mode to kernel) privilege.

Qualifier

/LOG[=filespec]
/NOLOG (default)

Controls whether a log file of the entire session is kept. If you use the /LOG qualifier without the
file specification, the log information is stored in the file HSCPAD.LOG.

Example

$ SET HOST/ HSC HSC001

%HSCPAD- | - LOCPROGEXE, Local program executing - type "\ to exit, ~Y for
pr onpt

HSC>

This SET HOST/HSC command connects the user terminal to the HSC named HSCO001.

SET HOST/LAT

SET HOST/LAT — Connects your terminal to a specified service available on the local area network
(LAN), establishing one session for communication between your terminal and that service. The
service node that provides the service must be on the same extended LAN and must be running
at least Version 5.0 of the LAT protocol.

Format

SET HOST/ LAT servi ce- nane
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Parameter

servi ce- nane

Specifies the name of the service to which you want your terminal connected. A service is a resource
on the LAN. A service often consists of all of the resources of a computer system. Other examples
of services are a file storage system and an application program running on a computer system. A
computer system that offers one or more services is called a service node.

If several service nodes offer the same service, and you do not specify the /NODE=node-name
qualifier, your terminal connects to the service node that is the least busy.

To display a list of services on your LAN, use the LAT Control Program (LATCP) SHOW SERVICES
command. See the VSI OpenVMS System Management Utilities Reference Manual.

Description

The SET HOST/LAT command allows you to connect your terminal to a specified service,
establishing one LAT session for communication between your terminal and that service. (For an
overview of the LAT protocol and its advantages, see the VSI OpenVMS System Manager's Manual.)

The service node that provides the service must be on the same extended LAN and must be running at
least Version 5.0 of the LAT protocol.

Some services are password protected. You are prompted for a password unless you specify the
password with the /PASSWORD qualifier.

Once the connection to the service is made, you can interact with the service as if your terminal is
directly connected to it. Some services will prompt you. For example, if the service is an OpenVMS
system, it prompts you for a user name and password. You must have an account on the service node
to log in.

Press the disconnect character to end the LAT session and return to DCL command level on your
local system. With some services, such as general time sharing services like OpenVMS, you can
end the LAT session by logging out of the service. The default disconnect character is Ctrl/\. Use
the /DISCONNECT qualifier to change the default disconnect character.

Qualifiers

/AUTOCONNECT
/NOAUTOCONNECT

Specifies whether connection attempts should be retried automatically when a connection fails
because a service is unknown or unavailable, or because a node is unknown or unreachable.
Also specifies that reconnects should be attempted automatically if a service has disconnected
abnormally. The default is/ NOAUTOCONNECT.

/AUTOPROMPT (default)
/NOAUTOPROMPT

Causes an OpenVMS Username: prompt to appear with no user action when a SET HOST/LAT
command is issued.

On a terminal server port, you can configure the port to have AUTOPROMPT disabled
(/NOAUTOPROMPT) so that you are required to press Return when connecting to a node to get
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the Username: prompt; however, when connecting to a reverse LAT service, the AUTOPROMPT
characteristic should be disabled.

/BREAK=break-character

Defines a character that generates a break on lines that expect a break rather than a carriage
return. To generate a break, press the Ctrl and break-character keys together. The default break-
character value is the tilde (~).

You can select any ASCII character between @ and Z, except C, M, Q, S, Y, and the left bracket
(D-. You cannot select a character that is already defined as the disconnect character.

/DESTINATION_ PORT=port-name

Specifies the port on a node to which you want to connect. The /NODE qualifier is required
when you specify the / DESTINATION PORT qualifier. The port must be available and must
offer the service you specify. OpenVMS and certain other LAT service node systems ignore
the /DESTINATION PORT qualifier.

/DIAL=(NUMBER:number [ MODEM_TYPE:modem-type])

Allows a modem attached to the outgoing terminal line to be autodialed using the autodial
protocol of that modem. The NUMBER keyword is the telephone number to be autodialed and is
a required parameter.

The MODEM TYPE keyword is optional. It can be used to specify any of the following modem
types:

*  DMCL (any modem that uses the DEC Modem Command Language)
* DFO03 (default)

« DF112

Each modem type requires a specific modem dialer code. Check with your system manager to see
which modem dialer codes are installed on your system.

In addition, the MODEM_TYPE keyword can be used to specify a modem type other than DF03,
DF112, or DMCL. A template is provided for users interested in supporting other modems with
autodial capabilities (see SYSSEXAMPLES:DTE DF03.MAR).

/DISCONNECT=disconnect-character

Defines the character that you can use to disconnect from a remote session. To generate a
disconnect, press the Ctrl and disconnect-character keys together. The default disconnect-
character is the backslash (\).

You can select any ASCII character from @ through Z, except C, M, Q, S, Y, and the left bracket
(D. For example, if you specify /DISCONNECT=A, Ctrl/A will be the disconnect character. You
cannot select a character that is already defined as the break character.

/EIGHT BIT (default)
/NOEIGHT BIT

Determines whether the outgoing terminal line supports 8-bit or 7-bit characters. By default, 8-bit
characters are supported. If you specify /NOEIGHT BIT, then 7-bit characters are supported.
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Note

To change the number of bits per character on the remote terminal server port, that port must have the
REMOTE MODIFICATION characteristic enabled.

/FRAME=n

The /FRAME=n qualifier allows a user making a LAT connection to a remote system to specify
the number of data bits that the terminal driver expects for every character that is input or output.
The value of n can be from 5 to 8. The default value depends on the settings for the terminal
established by the /PARITY and /EIGHT_ BIT qualifiers. The following example specifies a
character frame size of 7 bits per character:

$ SET HOST/ LAT / FRAME=7 DI AL_QUT_SVC
/LOG[=log-file]

Logs all data that is delivered during the LAT session. If you do not specify a log file, the data is
stored in the file SETHOST LAT.LOG.

/NODE=node-name

Specifies the node that offers the service to which you want to connect. Failover is not performed
if the connection fails.

/PASSWORD=password

Specifies the password required by a service that is password protected. If you do not specify
the /PASSWORD qualifier when requesting a connection to a password-protected service, you are
prompted for a password.

/QUEUE
/NOQUEUE (default)

When connecting to a reverse LAT service that is already in use (such as a dial out modem), you
are notified that the service is in use and the SET HOST/LAT command terminates. However,
LAT can allow incoming connections to be queued to any reverse LAT service that supports
service queueing, which enables users to be placed on a queue when using reverse LAT services.

LAT reports your position in the queue. When the resource becomes available, you are
immediately notified. You can cancel the queued connection by pressing Ctrl/Y and terminating
the SET HOST /LAT command.

/SPEED=(output-rate,input-rate)

Sets the baud rate at which the terminal receives and transmits data. If the input and output rates
are the same, specify the qualifier as /SPEED=rate.

Not all terminals support different input and output baud rates. For specific information on baud
rates for your terminal, consult the manual for that terminal.

The default transmission rates are installation dependent.

The valid values for input and output baud rates are as follows:

300, 600, 1200, 2400, 4800, 9600, 19200, 38400, 57600
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If you select an invalid or unsupported speed, the terminal line speed will remain set at its
previous value.

Note

To change the speed on the terminal server port, the REMOTE MODIFICATION characteristic must
be enabled on that terminal server port.

When initiating a connection, SET HOST/LAT may attempt to set terminal server port characteristics,
such as the speed and the default speed for a LAT device. If the device connected to the terminal

server port has a fixed speed (such as a dial-out modem) and you do not want the host to try to change
this, disable the REMOTE MODIFICATION characteristic on that port using the following command:

Local > DEFI NE PORT x REMOTE MODI FI CATI ON DI SABLE
Local > LOGOUT PORT x

Use the following command for terminal servers that support the CHANGE command:

Local > CHANGE PORT x REMOTE MODI FI CATI ON DI SABLE

Examples

1. $ SET HOST/ LAT SORTER
%.AT- S- CONNECTED, session to SORTER established
%.AT-1-TODlI SCON, type to disconnect the session
User nane: BARKER
Passwor d:

$ LOGOUT

BARKER | ogged out at 30-DEC- 2001 11:04:51.45

9%.AT- | - DI SCONNECTED, session di sconnected from SORTER
-LAT-1-END, control returned to node HOVE

$

This SET HOST/LAT command connects the user to the service SORTER, which is a computer
system. The first message confirms that the user has been connected to that service. The second
message informs the user how to disconnect the session. (The user can also disconnect the session
by logging out from SORTER.) SORTER then prompts for the username and password. Use the
normal login procedure to log in to the system. When the user logs out of the service SORTER,
the terminal displays the DCL command prompt of the user's local processor system (HOME).

2. $ SET HOST/ LAT/ DESTI NATI ON_PORT=BOSTON-
_$ / NODE=STATE/ DI SCONNECT=F BUDGET

This command connects the user's terminal to the service BUDGET that is offered on port
BOSTON, on service node STATE. The user can disconnect the session by pressing Ctrl/F.

3. $ SET HOST/ LAT PURSE
Passwor d:

This command attempts to connect the user's terminal to the service PURSE. The service PURSE
is password protected, so the user is prompted for a password. The user could have specified the
password within the SET HOST/LAT command, as shown in the next example.
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4. $ SET HOST/ LAT/ PASSWORD=BECR PURSE

This command connects the user's terminal to the password-protected service PURSE. The
password is BEOR.

SET HOST/RLOGIN

SET HOST/RLOGIN — Allows you to log in to a remote host over a TCP/IP connection and start an
interactive terminal session by accessing the RLOGIN application.

Format

SET HOST/ RLOGE N{ | Phost name | | Paddress}

Note

You can specify the IPhostname or the [Paddress, but not both.

Parameter

| Phost nane
Specifies the IP host name of the remote host.
| Paddr ess

Specifies an IP address of the remote host.

Description

The SET HOST/RLOGIN command allows you to log in to a remote host by invoking RLOGIN
client software that runs on your system. Once you start the terminal session, you can enter commands
interactively on the remote host. The parameter that specifies the remote host is either an IP host name
or an IP address.

Qualifiers

/AUTHENTICATE
Specifies that Kerberos authentication should be used for acquiring access to the remote node.
/TERMINAL TYPE=type

Sets the terminal emulator to one of the following terminal types: VT100, VT200, VT300,
VT400, VT500.

/TRUNCATE_USERNAME

Specifies that the current user name should be truncated to 8 characters before attempting to
connect to the remote node. The qualifier is required for communication with systems that limit
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the size of their login names to 8 characters. The /TRUNCATE USERNAME qualifier is ignored
if /USERNAME is specified.

/USERNAME=username

Specifies the user name for logging in to the remote node. The user name can been closed in
quotes to preserve the case of the user name for case sensitive systems such as UNIX systems. If
the /USERNAME qualifier is not specified, the default is the current user's user name.

Example
$ SET HOST/RLOG N r enot ehst 1

This example creates an RLOGIN connection to remote host remotehstlover a TCP/IP connection.

SET HOST/TELNET

SET HOST/TELNET — Connects you to a remote host over a TCP/IP connection by invoking the
TELNET application.

Format

SET HOST/ TELNET { | Phost nane | | Paddress}

Note

You can specify the /Phostname or the IPaddress, butnot both.

Parameters

| Phost nane
Specifies the IP host name of the remote host.
| Paddr ess

Specifies an I[P address of the remote host.

Description

The SET HOST/TELNET command allows you to connect to a server on a remote system by
invoking the TELNET client software that runs on your system. The parameter that specifies the
remote host is either an IP host name or an IP address.

Most of the attributes are negotiated with the remote node. Except for the /AUTHENTICATE
qualifier, the qualifiers are used only in exception cases (for example, cases where a remote server
does not support a negotiated parameter but requires a certain characteristic for the connection).

Qualifiers

/AUTHENTICATE

Specifies that Kerberos authentication should be used for acquiring access to the remote node.
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/PORT=port
Specifies the remote TCP port to use. The default is 23.
/TERMINAL_TYPE=type

Sets the terminal emulator to one of the following terminal types: VT100, VT200, VT300,
VT400, VT500.

Example
$ SET HOST/ TELNET renot ehst 2

This example creates a TELNET connection to remote host remotehst2over a TCP/IP connection.

SET HOST/TN3270

SET HOST/TN3270 — Connects you to a remote IBM host over a TCP/IP connection, causing the
local keyboard to emulate an IBM 3279-class terminal keyboard by invoking the TN3270 terminal
emulator.

Format

SET HOST/ TN3270 {| Phost nane | Paddress}

Note

You can specify the /Phostname or the IPaddress, but not both.

Parameters

| Phost nane
Specifies the IP host name of the remote host.
| Paddr ess

Specifies an IP address of the remote host.

Description

The SET HOST/TN3270 command allows you to connect with a TELNET server on a remote IBM
system by invoking the TN3270 terminal emulator TELNET client program on the local host. The
parameter that specifies the remote host is either an IP host name or an IP address. The TN3270
client will automatically determine the terminal type (IBM-3278-2, IBM-3278-3, IBM-3278-4, or
IBM-32798-5).

Qualifiers

/AUTHENTICATE

Specifies that Kerberos authentication should be used for acquiring access to the remote node.
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/PORT=port
Specifies the remote TCP port to use. The default is 23.
/TERMINAL TYPE

Sets the terminal emulator to one of the following terminal types: VT100, VT200, VT300,
VT400, VT500.

Example
$ SET HOST/ TN3270 renot ehst 3

This example creates a connection to a TELNET server on the remote IBM system remotehst3 over a
TCP/IP connection.

SET IMAGE (Alphal/lntegrity servers Only)

SET IMAGE — Modifies the current attributes for the specified image file. This command can be
used to modify the initial values set by the OpenVMS Integrity servers Linker for certain image
attributes.

Format

SET | MAGE i mage-fil espec

Parameters
i mge-fil espec

Specifies the name of an OpenVMS Integrity servers image file to modify. The command overlays the
current image file; it does not create a new version of the image file.

The asterisk (*) and percent sign (%) wildcard characters are allowed in the file specification if

the /RESTORE qualifier is used. If you omit the file type extension, the default file type .EXE is
applied.

Description

Note

This command can be executed on an Alpha or Integrity servers system, but it operates only on
Integrity servers images.

Qualifier

/FLAGS=(keyword]....])

Specifies which image attribute flags to turn on or off. The original flags are set by the OpenVMS
Integrity servers Linker at image link time. The possible keywords are listed below with a brief
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description. For more information about the image link flags, see the HP OpenVMS Version 8.2

Release Notes.

Warning

Beware of modifying the flag values unless you are very knowledgeable about the internals of the

image.
Keyword Description
[NO]JCALL DEBUG Call Debugger at startup.

[NOJDBG IN DSF

Debug records in debug symbol file.

[NOJDBG_IN_IMG

Debug records in image file.

[NOJEXE_INIT

Image has a pointer to EXESINITIALIZE.

[NOJIMGSTA Call SYSSIMGSTA.

[NOJINITIALIZE Image has a pointer to LIBSINITIALIZE.
[NOIMAIN Image has a main transfer address.
[NOIMKTHREADS Enable multiple kernel thread use.
[NOJNOPOBUFS No PO buffers for RMS image I/O.
[NOJPOIMAGE Image is loaded only to PO space.
[NO]SIGNATURES TIE Signatures are present.

[NOJTBK_IN_DSF

Traceback records in debug symbol file.

[NOJTBK_IN_IMG

Traceback records in image file.

[NOJUPCALLS User thread upcalls are enabled.
/LOG
Displays a message to the output device indicating whether the command successfully modified
the image.
/RESTORE

Restores the original image attributes of the file -- that is, the initial attributes that were set by

the OpenVMS Integrity servers Linker. You cannot specify the /FLAGS or /SUCCESS qualifier
when /RESTORE is used.

/SUCCESS

Modifies the image link completion code value to SUCCESS. The run-time behavior of the image
remains the same as the original link.

Examples

1. $ SHOW I MAGE WARNI NG
Show | mage Version 1.2
WORK1: [ SWEENEY. CLI UTL] WARNI NG. EXE; 1
This is an OpenVMs | A64 (EIf format) executable inmage file
I mage ldentification Information
I mage nanme: WARNI NG
d obal Synbol Tabl e nane: WARNI NG

29- SEP- 2004 10: 15:52.61
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Image file identification: X-6
I mage build identification: <unavail abl e>
Link identification: Linker TO2-14

Link Date/Time: 12-JUN- 2004 10:15: 16. 46
Pat ch Dat e/ Ti me: Never
Mani pul ation Date/ Ti ne: Never

| mmge Dynamic Data Version: 1.2
| mmge Conpl eti on Code Value: WARNING State: Oiginal
I mage Link Flags state: Oiginal
| mage Link Flags

CALL_DEBUG : Call debugger

| MGSTA : Call SYS$I MGSTA

MAI N : Image has main transfer

TBK_ I N_ I MG : Traceback records in image file
DBG I N_I M5 : Debug records in image file

$!
$ SET | MAGE/ SUCCESS WARNI NG EXE
$ SHOW | MAGE WARNI NG. EXE
Show | mage Version 1.2 29- SEP- 2004 11:41:54.93
WORK1: [ SWEENEY. CLI UTL] WARNI NG. EXE; 1
This is an OpenVMs | A64 (EIf format) executable image file
I mage ldentification Information
| mage nanme: WARNI NG
d obal Synbol Tabl e nane: WARNI NG
Image file identification: X-6
I mage build identification: <unavail abl e>
Link identification: Linker TO2-14
Li nk Dat e/ Ti 12- JUN- 2004 10: 02:53.51
Pat ch Dat e/ Ti Never
Mani pul ati on Dat e/ Ti 29- SEP- 2004 11:26: 31. 57
| mmge Dynami c Data Version: 1.2
| mmge Conpl eti on Code Val ue: SUCCESS State: Manipul ated
I mmge Link Flags state: Oigina
| mmge Link Flags

383

CALL_DEBUG . Call debugger

| MGSTA : Call SYS$I MGSTA

MAI N : Image has main transfer

TBK_ I N_ I MG : Traceback records in image file
DBG I N_I M5 : Debug records in image file

In this example the SET IMAGE/SUCCESS command is used to change the link completion code
value in the image to SUCCESS. The output of the second SHOW IMAGE command displays
that the image completion code value has been changed.

2. $ SHOW | MAGE SYS$SYSTEM DCE$DCED. EXE
Show | nage Version 1.2 29- SEP-2004 12: 40: 04. 32
SYS$COMMON: [ SYSEXE] DCE$DCED. EXE; 199
This is an OpenVMs | A64 (EIf format) executable image file
I mage ldentification Information
| mage name: DCE$DCED
d obal Synbol Tabl e nanme: DCE$DCED
Image file identification: DCE T3.2-040610
I mage build identification: <unavail abl e>
Link identification: Linker 101-68
Link Date/Time: 11-JUN 2004 01:50:11.71
Patch Date/ Ti me: Never
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Mani pul ation Date/ Ti ne: Never
| mmge Dynamic Data Version: 1.1
| mmge Conpl eti on Code Val ue: SUCCESS State: Oiginal
I mmge Link Flags state: Oiginal
| mage Link Flags
MAI N : Image has main transfer
$ SET | MAGE/ FLAGS=( MKTH, UPCALL) SYS$SYSTEM DCE$DCED. EXE
$!
$ SHOW | MAGE SYS$SYSTEM DCE$DCED. EXE
Show | mage Version 1.2 29- SEP- 2004 12:43:34.90
SYS$COVMON: [ SYSEXE] DCE$DCED. EXE; 1
This is an OpenVM5 | A64 (EIf format) executable image file
I mage ldentification Information
| mage name: DCE$DCED
G obal Synbol Tabl e nane: DCE$DCED
Image file identification: DCE T3.2-040610
I mage build identification: <unavail abl e>
Link identification: Linker 101-68
Link Date/Time: 11-JUN 2004 01:50:11.71
Patch Date/ Ti me: Never
Mani pul ation Date/ Ti me: 29- SEP-2004 12: 43:02. 14
| mmge Dynamic Data Version: 1.1
I mage Link Flags state: Manipul at ed

Current | nmage Fl ags Original Link Flags
MKTHREADS MAI N

UPCALLS

MAI N

| mge Link Flag Descri ption

MKTHREADS : Multiple kernel threads enabl ed
UPCALLS : Upcal | s enabl ed
MAI N : Image has main transfer

The SET IMAGE command in this example shows how to enable multiple kernel threads and
thread upcalls in the image SYSSSYSTEM:DCE$SDCED.EXE.

$ SHOW | MAGE PATCH. EXE; 61

Show | nage 30- SEP- 2004 09: 06: 39. 57
WORK1: [ SWEENEY. PATCH] PATCH. EXE; 61

This is an OpenVMS | A64 (EIf format) executable image file

| mage nanme: PATCH

A obal Synbol Tabl e nane: PATCH
Li nk Date/ Ti me: 23- SEP-2004 10: 22: 07. 04

Mani pul ation Date/ Ti ne: Never

Link flags state: Oiginal

Li nk Fl ags

MAI N
TBK_I N_I MG
DBG | N_| MG
$ DEFI NE PATCH WORKL: [ SWEENEY. PATCH| PATCH. EXE; 61
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$ PATCH X. LIS
OpenVMS Integrity servers Debug64 Version 8.2

YOEBUG- | - | NI TI AL, Language: BLISS, Modul e: PATMAIN
DBG>Exi t
$ SET | MAGE/ FLAGS=NOCALL_DEBUG PATCH. EXE
$ PATCH X. LIS
OpenVMS PATCH Version 8.2
YPATCH- 1 - NOGBL, sone or all gl obal synbols not accessible

YPATCH-1 - NOLCL, image does not contain |ocal synbols
PATCH>

This example demonstrates how to modify an image to stop the debugger from being called when

the image is initiated. The image PATCH.EXE was linked with debugging enabled. The SET
IMAGE /FLAGS=NOCALL_DEBUG command allows the debugger to be bypassed when the
image is run.

SET KEY

SET KEY — Sets and locks the key definition state for keys defined with the DEFINE/KEY
command.

Format

SET KEY

Description

When you define keypad keys using the DEFINE/KEY command, you can as sign a specific state
name to the key definition. If that state is not set when you press the key, the definition is not
processed. Use the SET KEY command to change the current state to the appropriate state.

Qualifiers

/LOG (default)
/NOLOG

Controls whether the system displays a message indicating that the key state has been set.

/STATE=state-name
/NOSTATE

Specifies the name of the state. The state name can be any alphanumeric string. If you omit
the /STATE qualifier or use the /NOSTATE qualifier, the current state is left unchanged. The
default state is DEFAULT.

Example

$ SET KEY / STATE=EDI Tl NG
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The SET KEY command in this example sets the key state to the state EDITING. You can now use
the key definitions that were defined for the state EDITING.

SET LOGINS

SET LOGINS — Sets the interactive limit (number of interactive users allowed on the system), or
displays the interactive limit and the current number of interactive users. Requires OPER (operator)
privilege to set the login limit.

Format

SET LOG NS

Parameters

None.

Description

The SET LOGINS command is not retroactive. All users logged in to the system before you enter the
SET LOGINS command are not affected by the command; however, once the limit you set is reached,
no more users can log in to the system until someone else logs out. Users with the OPER privilege are
not affected by the limit.

If you do not specify a parameter value with the INTERACTIVE=n qualifier, the SET LOGINS
command displays the following information:

Login quotas - Interactive limt=x, Current interactive val ue=y

The value X represents the current interactive limit, and the value y represents the number of users
currently logged in to the system.

Qualifier
/INTERACTIVE[=n]

Establishes the number of interactive users allowed to gain access to the system. If the parameter
n is specified, the interactive limit is set to the value #n. If the parameter 7 is not specified, the SET
LOGINS command displays the current interactive limit and the number of interactive users.

Examples

1. $ SET LOG NS/ | NTERACTI VE=5
YSET-1-1 NTSET, login interactive limt=5, current interactive value=3

In this example, the SET LOGINS command specifies that only five interactive users can be
logged in to the system.

2. $ SET LOG NS/ | NTERACTI VE
YSET-1-1 NTSET, login interactive limt=9, current interactive val ue=6

When the SET LOGINS command is entered without a parameter, as shown in this example,
the /INTERACTIVE qualifier requests that the current status of the login quotas be displayed. The
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message returned indicates that the maximum number of interactive users allowed on the system is
9 and that the number of interactive users currently logged in is 6. No change is made.

SET MAGTAPE

SET MAGTAPE — Defines the default characteristics associated with a specific magnetic tape device
for subsequent file operations. The SET MAGTAPE command is valid for magnetic tape devices
mounted with foreign volumes.

Format

SET MAGTAPE devi ce-naneg[: ]

Parameter

devi ce- nane[ : ]

Specifies the name of the magnetic tape device for which the characteristics are to be set. The device
must not be currently allocated to any other user.

Qualifiers

/DENSITY=density-value

Specifies the default density for all write operations on the magnetic tape device when the volume
is mounted as a foreign tape or as an unlabeled tape.

Valid density values are:

Keyword Meaning

DEFAULT  |Default density

800 NRZI 800 bits per inch (BPI)
1600 PE 1600 BPI

6250 GRC 6250 BPI

3480 IBM 3480 HPC 39872 BPI
3490E IBM 3480 compressed

833 DLT TK50: 833 BPI

TKS50 DLT TK50: 833 BPI

TK70 DLT TK70: 1250 BPI

6250 RV80 6250 BPI EQUIVALENT

NOTE: Only the keywords above are understood by TMSCP/TUDRIVER code prior to OpenVMS
Version 7.2. The remaining keywords in this table are supported only on Alpha and Integrity server

systems.

TKS85 DLT Tx85: 10625 BPI - Cmpt III - Alpha/Integrity servers only
TKS86 DLT Tx86: 10626 BPI - Cmpt III - Alpha/Integrity servers only
TK87 DLT Tx87: 62500 BPI - Cmpt III - Alpha/Integrity servers only
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Keyword Meaning

TKS88 DLT Tx88: (Quantum 4000) - Cmpt IV - Alpha/Integrity servers only
TK8&9 DLT Tx89: (Quantum 7000) - Cmpt IV - Alpha/Integrity servers only
QIC All QIC drives are drive-settable only - Alpha/Integrity servers only
8200 Exa-Byte 8200 - Alpha/Integrity servers only

8500 Exa-Byte 8500 - Alpha/Integrity servers only

DDS1 Digital Data Storage 1 - 2G - Alpha/Integrity servers only

DDS2 Digital Data Storage 2 - 4G - Alpha/Integrity servers only

DDS3 Digital Data Storage 3 - 8-10G - Alpha/Integrity servers only

DDS4 Digital Data Storage 4 - Alpha/Integrity servers only

AlTI Sony Advanced Intelligent Tape 1 - Alpha/Integrity servers only
AIT2 Sony Advanced Intelligent Tape 2 - Alpha/Integrity servers only
AIT3 Sony Advanced Intelligent Tape 3 - Alpha/Integrity servers only
AlT4 Sony Advanced Intelligent Tape 4 - Alpha/Integrity servers only
DLT8000 DLT 8000 - Alpha/Integrity servers only

8900 Exabyte 8900 - Alpha/Integrity servers only

SDLT SuperDLT1 - Alpha/Integrity servers only

SDLT320 SuperDLT320 - Alpha/Integrity servers only

Note that tape density keywords cannot be abbreviated.
/END_OF FILE

Writes a tape mark at the current position on the magnetic tape volume.
/FAST SKIP=option

Requires PHY 10 privilege.

Allows you to skip by file mark or by record.

Note

This tape positioning qualifier is for use on local SCSI tape drives only.

PER 10 (default) Allows a local MK device to use the skip-by-filemarks function. The tape
drive must be able to do a SCSI READ POSITION command and report
blank check at end-of-data. The IOSM_ALLOWFAST function modifier
must be supplied with IO$_SKIPFILE. Otherwise, the tape will skip files
using the skip-by-records function.

ALWAYS Allows a local MK device to use the skip-by-filemarks function. The
tape drive must be able to support the skip-by-filemarks function, and no
modifications should be needed to the I0$ SKIPFILE function.

NEVER Specifies that a local MK device skip only by records. If you use a utility
that depends on the semantics of skipping with skip-records, you may also
need to use this option because it causes BACKUP or COPY to use the
previous positioning.
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/LOG
/NOLOG

Displays information about the operations performed on the magnetic tape volume.

/LOGSOFT (default)
/NOLOGSOFT

Controls whether soft errors on the specified device are to be logged in the error log file. Soft
errors are errors corrected by the hardware without software intervention. This qualifier affects
only devices that support hardware error correction, such as the TU78 magnetic tape drive. When
used with other devices, this qualifier has no effect.

/MEDIA_FORMAT= [NO]JCOMPACTION

Controls whether data records are automatically compacted and blocked together on a TA90E tape
drive. Data compaction and record blocking increase the amount of data that can be stored on a
single tape cartridge.

Note that once data compaction or noncompaction has been selected for a given cartridge, that
same status applies to the entire cartridge.

/RETENSION

Moves a TZK10 tape cartridge to the end of the tape, and then back to the beginning of the tape.
Use the /RETENSION qualifier on a regular basis to help maintain the integrity of TZK 10 tape
cartridges.

The /RETENSION qualifier must be used in conjunction with the /REWIND or /UNLOAD
qualifier. The /RETENSION qualifier completes its action before/REWIND or /UNLOAD.
Use /RETENSION/REWIND when you want the tape cartridge to remain loaded in the drive.
Use /RETENSION/UNLOAD when you want to unload the tape cartridge after the retension
operation.

This qualifier only affects TZK 10 tape cartridge drives and has no effect on non-SCSI drives.
/REWIND

Requests that the volume on the specified device be rewound to the beginning of the magnetic
tape.

/SKIP=option

Requests that the magnetic tape volume be positioned according to any of the following options:

BLOCK: n Skips the specified number of blocks.
END OF TAPE Positions the volume at the end-of-tape (EOT) mark.
FILES: n Skips the specified number of tape marks (not files).

The tape is positioned just past the nthe tape mark. If n is negative, the
tape is still positioned after the n the tape mark, not before it. If the tape

is already positioned immediately after a tape mark, a skip of -1 results

in no net movement. (The tape moves to the preceding mark, but is then
repositioned to the end of the mark, where it began.) For more information
on tape marks and files, see the VSI OpenVMS System Manager's Manual.
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RECORD: n Skips the specified number of records up to 32767.

/UNLOAD

Requests that the volume on the specified device be rewound and unloaded.

Examples

1. $ MOUNT MIBL1:/ FOREI GN
$ SET MAGTAPE MIB1: / DENSI TY=800

The MOUNT command in this example mounts a foreign tape on the device MTB1. The SET
MAGTAPE command defines the density for writing the magnetic tape at 800 bpi.

2. $ MOUNT MTAO: / FOREI GN
$ SET MAGTAPE MIAO: / SKI P=FI LES: 4

The MOUNT command in this example mounts a foreign tape on the device MTAO; the SET
MAGTAPE command directs the magnetic tape position to skip four files.

SET MESSAGE

SET MESSAGE — Sets the format for system messages or specifies a process level message file.
Lets you override or supplement the system messages.

Format

SET MESSAGE [fil espec]

Parameter
fil espec

Specifies the name of the process level message file. Messages in this file supersede messages for

the same conditions in the system message file or in an existing process message file. The file type
defaults to .EXE. The asterisk (*) and the percent sign (%) wildcard characters are not allowed. If you
do not specify this parameter, the qualifiers apply to the system message file.

Description

The SET MESSAGE command specifies which message fields the OpenVMS system displays. The
message format is as follows:

%-ACl LI TY-L- 1 DENT, text

When a process is created, the default is to display all four message fields: facility, severity,
identification, and text. To control which fields of a message are displayed, specify the
appropriate qualifiers. For example, to omit the FACILITY field in message displays, specify SET
MESSAGE /NOFACILITY.

By including the SET MESSAGE command in your login command file, you can select specific
portions of the messages for your process.
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Use the SET MESSAGE command, also, to override or supplement system messages. Whenever any
software detects an error and invokes the SGETMSG system service, the message files are searched
in the following order: image message sections first, process-permanent message files second, and
the system message file last. Thus, with the SET MESSAGE command, you can introduce messages
earlier in the searching order; you can either override or supplement the system messages. (Note that
the new message definitions affect only your process.)

If a process-permanent message file exists when you specify the SET MESSAGE command with a
file specification, the old file is removed and the new file is added.

The message definitions you specify must result from a successful compilation with the MESSAGE
command. For full details on how to create your own messages with the Message utility, see the V.S/
OpenVMS Command Definition, Librarian, and Message Utilities Manual.

Qualifiers

/DELETE

Removes any process-permanent message files currently in effect. Do not specify the filespec
parameter with the /DELETE qualifier.

/FACILITY (default)
/NOFACILITY

Formats messages so that the facility name prefix appears.

/IDENTIFICATION (default)
/NOIDENTIFICATION

Formats messages so that the message identification prefix appears.

/SEVERITY (default)
/NOSEVERITY

Formats messages so that the severity level appears.

/TEXT (default)
/NOTEXT

Formats messages so that the message text appears.

Examples

1. $ TYPE XXX
%YPE- WOPENI N, error opening DBLl: [ MARSHALL] XXX. LI S; as i nput
-RVB-E-FNF, file not found

$ SET MESSAGE/ NO DENTI FI CATI ON

$ TYPE XXX
%YPE-W error opening DBl:[ MARSHALL] XXX. LI S; as i nput
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-RMS-E, file not found

When the first TYPE command is entered in this example, the error messages include all fields.
Later, the SET MESSAGE command establishes that the IDENT portion (the abbreviation for the
message text) is omitted in future messages.

2. $ SET MESSAGE NEWWBG

The SET MESSAGE command in this example specifies that the message text in NEWMSG.EXE
supplements the existing system messages.

SET NETWORK

SET NETWORK — Registers the attributes of a network service. Requires SYSNAM (system
name) privilege.

Format

SET NETWORK net wor k- servi ce

Parameter

net wor k- servi ce

Specifies the name of a network service.

Description

The SET NETWORK command allows you to control information about network services on an
OpenVMS system. This information is contained in structures pointed to by executive mode logical
names SYSSNET SERVICES 1 to SYSSNET SERVICES 12. Each structure defines a particular
network service and contains the following information:

e Product name

*  Manufacturer

*  Type of network

* Node name

e Address(es)

» Interface(s) (OpenVMS device driver)
*  Vendor-specific data

* Status

» Connections

e Counters
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» Start command

e Stop command

* Path to the Point-to-Point Protocol utility (PPPD) shareable image

The following items are required for network registration:product name, manufacturer, type of
network, node name, address. For each network service that supports the Point-to-Point Protocol

(PPP), the file name of the PPPD shareable image must also be specified using the /PPPD_CALLOUT
qualifier.

The SET NETWORK command allows you to perform the following actions on the information on
network services:

* Add a service (use the /REGISTER qualifier)
* Delete a service (use the /' REMOVE qualifier)
*  Modify the information for a service (use the /UPDATE qualifier)

The /REGISTER qualifier is the default, if you do not specify an action.

Qualifiers

/ADDRESS=address[es]

Specifies the network address of the local node.
/CONNECTIONS=

Specifies a command to be executed to display the number of network connections.
/COUNTERS=

Specifies a command to be executed to display the number of network counters.
/DATA=

Specifies a character string provided by the network service vendor.
/INTERFACE=

Specifies the OpenVMS driver for the network service.
/MANUFACTURER=

Specifies the manufacturer of the network service.
/NETWORK_TYPE=

Specifies the protocol for the network service.
/NODE=

Specifies the name of the local node.
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/PPPD_CALLOUT=image-name

Specifies the name of the protected shareable image activated by PPPD. This image contains
the routine PPPDSOPEN CONNECT, which notifies the network service that a new physical
transport exists that supports PPP. If the image resides in the SYS$SHARE directory,

enter the file name of the image without the suffix (such as, PPPD CALLOUT instead of
PPPD CALLOUT.EXE); otherwise, enter the system logical that identifies the location of the
image.

/REGISTER

Defines a new network service.
/REMOVE

Deletes a network service from the database.
/START=

Specifies an image to be executed when you issue the START/NETWORK command for the
network service.

/STATUS=
Specifies a command to be executed to display additional status information.
/STOP=

Specifies an image to be executed when you issue the STOP/NETWORK command for the
network service.

/UPDATE

Allows you to modify the specified data for the network service.

Examples

1. $ SET NETWORK DECnet -

/ MANUFACTURER= "Hew ett - Packard Conpany" -

/ NODE=" GALENA" -

/ ADDRESS="19. 129" -

/ NETWORK_TYPE="DNA V" -

/ | NTERFACE="net 0" -

/ DATA="Rout er: No" -

/ STATUS="ntr ncl show node 0 all" -

/ CONNECTI ONS="ntr ncl show node 0 session control port * all" -
/ COUNTERS="ntr ncl show node 0 session control all counters" -
/| START=" @ys$st art up: net $startup" -

/ STOP="@ys$manager : net $shut down"

R R R R R A o

This command adds the network service DECnet-Plus (Phase V) to the database, with the
specified characteristics.

2. $ SET NETWORK "TCP/ I P" / REQ STER -
_$ / MVANUFACTURER="Hew et t - Packard Conpany" -
_$ /NODE="i pv6. ucx. mars. uni vers. com' -
_$ / ADDRESS="16. 20. 207. 92" -
_$ / NETWORK_TYPE="TCP/ | P" -
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_$ / STATUS="TCPI P SHOW SERVI CE" -
_$ / CONNECTI ONS="TCPI P SHOW DEVI CE" -
_$ /PPPD_CALLOUT="TCPI P$PPPD_CALLOUT"

This command creates a new TCP/IP network service, adds it to the database, and enables the
PPPD utility by supplying a logical name that identifies the location of the shareable image.

3. $ SET NETWORK DECnet -

/ MANUFACTURER= "Hew ett - Packard Conpany" -
/ NODE=" EMARET" -

/ ADDRESS="12. 378" -

/ NETWORK_TYPE="DNA | V" -

/ | NTERFACE="net 0" -

/ STATUS="nctr ncp show exec characteristics" -
/ CONNECTI ONS="ntr ncp show known |ink" -

/ COUNTERS="ntr ncp show exec count" -

| START=" @ys$manager: startnet" -

/ STOP="ntr ncp set executor state shut”

[ S S S D B B
B RLHPRH LR

This command adds the network service DECnet (Phase 1V) to the database, with the specified
characteristics.

SET ON

SET ON — Enables error checking by the command interpreter after the execution of each command
in a command procedure. Specify SET NOON to disable error checking.

Format

SET [ NOj ON

Parameters

None.

Description

During the execution of command procedures, the command interpreter normally checks the status
code returned when a DCL command or program image completes and saves the numeric value of
this code in the reserved symbol named $STATUS. The low-order 3 bits of this value are also saved in
the reserved symbol $SEVERITY. Command procedure execution aborts when either an error or fatal
error is detected.

Use the SET NOON command to override default error checking. When SET NOON is in effect,
the command interpreter continues to place the status code value in $STATUS and the severity level
in $SEVERITY, but does not perform any action based on the values. As a result, the command
procedure continues to execute no matter how many errors are returned.

Exception

If you use a CALL, GOSUB, or GOTO command and specify a label that does not exist in the current
command procedure, the procedure issues a warning message and exits.
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The SET ON or SET NOON command applies only at the current command level. If you use the SET
NOON command in a command procedure that executes another procedure, the default, SET ON, is
established while the second procedure executes.

Example

$ SET NOON

$ DELETE *.SAV,*

$ SET ON

$ COPY *.0BJ *.SAV

This command procedure routinely copies all object modules into new files with the file type .SAV.
The DELETE command first deletes all existing files with the .SAV file type, if any. The SET NOON
command ensures that the procedure continues executing even if there are no files with the .SAV file
type in the current directory. Following the DELETE command, the SET ON command restores error
checking. Then the COPY command makes copies of all existing files with .OBJ file type.

SET OUTPUT_RATE

SET OUTPUT_RATE — Sets the rate at which output is written to a batch job log file. For use only
within command procedures that are submitted as batch or detached jobs.

Format

SET OUTPUT_RATE] =del ta- ti ne]

Parameter

delta-tine

The time interval at which output is written from the output buffer to the batch job log file. If no delta
time is specified, the information is written in the output buffer to the log file, but the output rate is
not changed from the default of once per minute. Specify del t a-t i ne as [dddd-][hh:mm:ss.cc]. For
more information on delta time, see the VSI OpenVMS User's Manual or the online help topic Date.

Description

When you submit a batch job, the output to be written to the log file is stored in an output buffer.
Periodically, the buffer is flushed and its contents are written to the batch job log file. By default, the
buffer is flushed once a minute; therefore, you can type the log file to determine how much of the job
has completed while the job is still executing.

To change the default output rate, include the SET OUTPUT _RATE command in the command
procedure that you are submitting as a batch job. When the SET OUTPUT RATE command is
executed within a batch job and a delta time is specified, DCL flushes the buffer, sets the default
output rate, and starts a new output interval.

If the SET OUTPUT RATE command is executed within a batch job and a delta time is not specified,
DCL flushes the buffer but does not change the default output rate and does not start a new interval.

If you issue the SET OUTPUT_RATE command interactively, or within a command procedure that is
executed interactively, then no action is performed.
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Example

$ SET OUTPUT RATE=: 0: 30

This command, when executed within a batch job, changes the default output rate from once a minute
to once every 30 seconds.

SET PASSWORD

SET PASSWORD — Changes a password or system password. Also, can establish a secondary
password or system password, or remove a secondary password. See the qualifier descriptions for
restrictions.

Format

SET PASSWORD

Parameters

None.

Description

All user accounts on a system have passwords. A password is required for logging in to the system.

To maintain secrecy, users should change their passwords from time to time. The SET PASSWORD
command offers a means of making this change.

A system manager can control which users have the right to change their passwords, and can establish
a minimum password length and the maximum period of time that a password can remain unchanged.
The OpenVMS system automatically screens passwords against a dictionary and a history list to
prevent the use of native language words or the reuse of old passwords. A system manager can add
words readily associated with the site to the dictionary, thus disallowing them as passwords.

Systems can also have passwords (not to be confused with the password associated with the SYSTEM
account). The system manager uses the SET PASSWORD/SYSTEM command to change the system
password from time to time.

A user password can contain up to 32 alphanumeric and special characters. Unless your system
manager has set the PWDMIX flag in your authorization account record, the only special characters
permitted are the dollar sign ($) and underscore (). Without the PWDMIX authorization, all
lowercase characters are converted to uppercase before the password is encrypted. For example,
“eagle” is the same as “EAGLE.”

If you have PWDMIX authorization, you can specify uppercase and lowercase alphabetic characters,
and you can use any special characters in the printable character set. However, avoid using characters
that have special significance for layered products that accept passwords. For example, a double
quotation mark (") would be unacceptable in a password in a DECnet access control string.
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Note

Blank spaces are permissible within a password, but they are not considered part of the password, and
OpenVMS ignores them. For example, "MY PASSWORD" is an acceptable password, but the system
only records "MYPASSWORD." This means that "MYPA SSWORD" is also a valid password for the
account in question.

A password that contains blank spaces will fail in contexts where spaces have meaning. For example,
the syntax of an access control string assumes there is one and only one space, preceding the
password, for example:

$ DR JULY04" JEFFERSON PRESI DENT": : TEST. SDML
If you enter the following command, it will fail:

$ DIR JULY04"JEFFERSON PRE S| DENT":: TEST. SDM.

Use the following procedure to change your password:
1. Enter the SET PASSWORD command.
2. The system prompts you for your current password. Enter your current password.

3. The system prompts you for a new password. Enter a new password, or press Return to disable
your current password.

4. The system prompts you to verify the password. Enter the new password to verify. (If the two
entries of the new password do not match, the password does not change.)

The following guidelines are recommended to minimize the chances of passwords being discovered
by trial-and-error or by exhaustive search:

* Make passwords at least 6 characters long.
* Avoid names or words that are readily associated with you.
* Change your passwords at least once every month.

To ensure that the previous guidelines are met, use the /GENERATE[=value] qualifier. This qualifier
generates random passwords of up to 12 characters in length. The system manager can require
individual users to use generated passwords. For more information about this, see the description of
the Authorize utility's  GENERATE PASSWORD qualifier in the VST OpenVMS System Management
Utilities Reference Manual.

External Authentication

If external authentication is enabled on your system and user accounts in the SYSUAF file are marked
for external authentication, those users are authenticated using their external user IDs and passwords.

When a user has logged in using external authentication, the SET PASSWORD command attempts
to notify the external authentication service of any password change. The following messages are
displayed when this takes place:

USET- | - SNDEXTAUTH, Sendi ng password request to external authenticator
USET- | - TRYPWDSYNCH, Attenpting password synchroni zation
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If the external authentication service cannot be contacted or the password change is rejected, an error
message is displayed to the user:

USET- E- EXTPWDERR, Password coul d not be set by external authenticator

If the user was not externally authenticated but the EXTAUTH flag is set (the user logged in
with /[LOCAL_PASSWORD), the new password is only set locally in the SYSUAF file (normal
OpenVMS password policy checks do not apply in this case).

Qualifiers

/GENERATE[=value]

Generates a list of five random passwords. Press Return to repeat the procedure until a suitable
password appears.

Value is a number from 1 to 10 that restricts the length of the password. For any value n, the SET
PASSWORD command generates passwords of from n to (n+2) characters long.

If no value is specified, SET PASSWORD uses a default value of 6, and generates passwords
from 6 to 8 characters long. Values greater than 10 are not accepted and produce errors.

If your system manager has established a minimum password length for your account, SET
PASSWORD/GENERATE=n compares that length with the optional value specified with

the /GENERATE qualifier, and uses the larger of the two values. If you do not specify a value
with the /GENERATE qualifier, the account minimum length is used.

Note

If the SET PASSWORD/GENERATE command fails to work properly, consult your system manager
to be sure that either the file SYSSLIBRARY:VMS$PASSWORD DICTIONARY.DATA exists, or the
logical name VMS$SPASSWORD_DICTIONARY is correctly defined.

/SECONDARY

Creates or allows you to replace a secondary password. The procedure is the same as setting your
primary password.

Once a secondary password has been established, you will receive two PASSWORD: prompts
when logging in. The primary password should be typed in first, followed by the secondary
password.

Secondary passwords make it possible to set up an account that requires two different people to
access it. Each person knows one of the two passwords, and both passwords are required to log in
successfully.

To remove your secondary password, press Return when SET PASSWORD/SECONDARY
prompts you for a new password and verification. After you do this, you will receive a single
PASSWORD: prompt when logging in. If you remove the secondary password, your system
manager must restore it.

The /SECONDARY and /SYSTEM qualifiers are incompatible.
/SYSTEM

Requires the SECURITY privilege.
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Changes the system password rather than a user password.

A system password can be from 0 to 32 alphanumeric characters. The dollar sign ($) and
underscore () are also permitted. Uppercase and lowercase characters are equivalent. All
lowercase characters are converted to uppercase before the password is encrypted.

A system password is valid only for the node it is set on. In an OpenVMS Cluster, each node can
have a different system password.

If a terminal line has the system password (SYSPWD) characteristic set, no terminal prompts are
sent to that terminal until the system password is entered.

The /SYSTEM and /SECONDARY qualifiers are incompatible. For more information about the
use of system passwords, see the VSI OpenVMS Guide to System Security.

Example

$ SET PASSWORD

A d password: HONCHO

New password: Bl G_ENCH LADA
Verification: BlI G ENCH LADA

In response to the SET PASSWORD command, the system first prompts for the old password and
then for the new password. The system then prompts again for the new password to verify it. The

password changes if the user is authorized to change this account's password, if the old password

is given correctly, and if the new password is given identically twice; otherwise, an error message
appears and the password remains unchanged.

In a real session, neither the old password nor the new password and its verification appear on the
screen or paper.

SET PREFERRED_PATH

SET PREFERRED PATH — Access to a MSCP/TMSCP class device may be available to an
OpenVMS node from more than one host or storage controller. Use the SETPREFERRED PATH
command to specify a particular host or preferred path to access a specific MSCP class disk or
TMSCEP class tape device.

Format
SET PREFERRED _PATH devi ce- nane:

Parameter

devi ce- nane:
Specifies the name of a MSCP class disk or TMSCP class tape device.

Description

If a preferred path is specified, the normal OpenVMS path selection process is modified to select the
user-specified path over other available paths, assuming the user-specified path is available.

207



DCL Commands

This command is only meaningful for MSCP/TMSCP class devices that have more than one path
available.

Qualifiers

/HOST=host _name

Tells the MSCP/TMSCP class driver that you want this host to be the preferred access path to the
specified device. The class driver remembers this host name until it is changed by taking one of
the following actions:

» Issuing another SET PREFERRED PATH command specifying a different host
e Using the /NOHOST qualifier
* Rebooting the system

Note that simply specifying a preferred path does not mean that it is immediately selected if
the disk or tape device is currently using another path. Use the /FORCE qualifier along with
the /HOST qualifier to force the preferred path to be used immediately.

The host_name is the name of the host that will be the preferred path to the disk or tape device.
/FORCE

Tells the class driver to initiate the path selection process immediately. If this qualifier is omitted
when a new host name is specified, a switch from the current path to the new preferred path will
not occur until some other event initiates the path selection process.

/NOHOST

Clears any previously defined preferred path assignment. Restores usual OpenVMS path selection
behavior.

Examples
1. $ SET PREFERRED PATH $10$DUA10: /HOST=HSC014

Prior to issuing this command, the $10$DUA10: disk device has host HSCO135 as its primary
path and host HSCO014 as its secondary path. Issuing this command selects host HSC014 as the
preferred path.

Note that the preferred path has been recorded by the class driver; however, the disk will remain
on the current path (HSCO015) until the next time the path selection process is initiated.

2. $ SET PREFERRED_PATH $10$DUA10: /HOST=HSC014 /FORCE

To make the path change occur immediately, include the /FORCE qualifier on the command line
with the preferred path specification.

3. $ SET PREFERRED _PATH $10$DUA10: / FORCE

Issue this command to initiate path selection processing if the specified device has a primary path
that differs from the preferred path.

If the preferred path is available, the device moves to that path.
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4. $ SET PREFERRED_PATH $10$DUA10: / NOHOST

Remove the specified preferred path by using the /NOHOST qualifier if the device should no
longer have a preferred path.

SET PREFIX

SET PREFIX — Allows you to set a prefix control string for verified command lines.

Format

SET [ N PREFI Xstring

Parameter

string

Specifies the FAO control string to be used in generating a prefix to a verified command line. The
following rules apply:

* No more than 64 characters are allowed in the control string.

* The resulting string can be no longer than 64 characters.

* Basic formatting FAO directives can be used ("!/", "! ", """ "M "9%E", and "In*c").
* Time and date FAO directives can be used ("!%T" and "!%D").

* Repeat counts can be used ("!'n(DD)").

*  Output field length specifications can be used ("!lengthDD").

* Combination of repeat count and output field length can be used("!n(lengthDD)").

* FAO directives that require arguments will always receive a value of zero.

Description

The SET PREFIX command allows you to prefix verified command lines with a custom string. This
string is a limited FAO control string that specifies date and time information as well as constant
information and formatting controls (that is, tabs, form feeds, and so on). For example, this allows you
to use a full date and time prefix (a time stamp) to identify batch runs and to verify that a batch job ran
at the expected time.

See the documentation on the FSFAO lexical function for more information about FAO control
strings.

The first line of a verified command is prefixed with the result of the control string. The control string
is evaluated before the command itself is executed. Any continuation lines are prefixed with a blank
string in order to make them flush with the first line of the command. Command input and output

are not prefixed. The prefix control string can later be retrieved by using VERIFY PREFIX with
FSENVIRONMENT.
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Example

$

SET VERI FY

$

@EST

$ SET DEFAULT SYS$LOG N

$ SHOW DEFAULT
USERS: [ JENSEN]

$

SET PREFI X " (! 5%)

$

@EST

(17:52) $ SET DEFAULT SYS$LOG N

(17:52) $ SHOW DEFAULT
USERS: [ JENSEN]

This example demonstrates the difference between having and not having a prefix for verification.
The first command turns on verification. (Verification must be turned on to see the prefix.) The second
command invokes a test procedure to show what the output looks like without a prefix. The third and
fourth lines reflect the contents of the test procedure invoked in the preceding command. The third
command sets the prefix to an FAO control string so that the first five characters of the standard time
will be shown for each command. The last command invokes the test procedure again to demonstrate
what the output looks like with a prefix.

SET PRINTER

SET PRINTER — Establishes the characteristics of a specific line printer. The default values listed
for qualifiers to the SET PRINTER command are the defaults for an initially bootstrapped system.
Requires OPER (operator) privilege. If the printer is a spooled device, LOG 10 (logical 1/0)
privilege is required to modify its characteristics.

Format

SET PRI NTER printer-nane[:]

Parameter
printer-nane[:]

Specifies the name of a line printer to set or modify its characteristics.

Qualifiers

/CR
/NOCR (default)

Controls whether the printer driver outputs a carriage return character. Use this qualifier for
printers on which line feeds do not imply carriage returns.

Specify the /NOCR qualifier for printers where the line feed, form feed, vertical feed, and carriage
return characters empty the printer buffer. The /NOCR qualifier causes carriage return characters
to be held back and output only if the next character is not a form feed or vertical tab. Carriage
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return characters are always output on devices that have the carriage return function characteristic
set.

/FALLBACK
/NOFALLBACK (default)

Determines whether the printer attempts to translate characters belonging to the DEC
Multinational character set into 7-bit equivalent representations. If a character cannot be
translated, an underscore (_) character is substituted.

If the /PASSALL qualifier is in effect, it has precedence over the /[FALLBACK qualifier.

/FF (default)
/NOFF

Indicates whether the printer performs a mechanical form feed. Use the /NOFF qualifier when the
printer does not automatically perform mechanical form feeds. This qualifier allows the driver to
convert form feeds into multiple line feeds and to output them.

/LAT11

Specifies the printer as an LA11. This qualifier provides information for the SHOW PRINTER
command, which, in turn, provides the user with information about specific printers. If no printer
type is specified, LP11 is assumed.

/LA180

Specifies the printer as an LA 180. This qualifier provides information for the SHOW PRINTER
command, which, in turn, provides the user with information about specific printers. If no printer
type is specified, LP11 is assumed.

/LOG
/NOLOG (default)

Determines whether information confirming the printer setting is displayed at the terminal from
which the SET PRINTER command was entered.

/LOWERCASE
/NOLOWERCASE

Indicates whether the printer prints both uppercase and lowercase letters or only uppercase. When
the operator specifies the /NOLOWERCASE qualifier, all letters are translated to uppercase.

The /[INOJLOWERCASE and /[NOJUPPERCASE qualifiers are complementary; that
is, the /LOWERCASE qualifier is equivalent to the /NOUPPERCASE qualifier, and
the /NOLOWERCASE qualifier is equivalent to the /UPPERCASE qualifier.

/LP11 (default)

Specifies the printer as an LP11. This qualifier provides information for the SHOW PRINTER
command, which, in turn, provides the user with information about specific printers. LP11 is the
default printer type.

/PAGE=lines-per-page

Establishes the number of lines per page on the currently installed form; the number of lines can
range from 1 to 255 and defaults to 64. The printer driver uses this value to determine the number
of line feeds that must be entered to simulate a form feed.
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/PASSALL
/NOPASSALL (default)

Controls whether the system interprets special characters or passes them as 8-bit binary data.

If you specify the /PASSALL qualifier, the printer driver does not expand tab characters to spaces,
fill carriage return or line feed characters, or recognize control characters.

/POLLED
/NOPOLLED (default)

Instructs the LRDRIVER to run in polled mode instead of interrupt mode.

In polled mode, the printer is checked on a regular basis to determine if it is ready to receive
additional data. The polling timer runs only while there is more data to be sent to the printer.

/PRINTALL
/NOPRINTALL (default)

Controls whether the line printer driver outputs printable 8-bit multinational characters.
/RESET
Resets the USB pipe associated with the USB printer, thereby canceling all print jobs.

/TAB
/NOTAB (default)

Controls how the printer handles TAB characters. The /NOTAB qualifier expands all tab
characters to spaces and assumes tab stops at 8-character intervals.

Use the /TAB qualifier when you do not want the system to convert tabs to spaces, but want the
printer to process the tab characters. The OpenVMS system requires that printers expand tabs at
8-character intervals.

JTRUNCATE (default)
/NOTRUNCATE

Controls whether the printer truncates data exceeding the value specified by the /WIDTH
qualifier. Note that the /TRUNCATE and /WRAP qualifiers are incompatible.

/UNKNOWN

Specifies the printer as nonstandard. This qualifier provides information for the SHOW PRINTER
command, which, in turn, provides the user with information about specific printers. If no printer
type qualifier is specified, LP11 is assumed.

/UPPERCASE
/NOUPPERCASE

Indicates whether the printer prints both uppercase and lowercase letters or only uppercase ones.
When you specify the /UPPERCASE qualifier, all letters are translated to uppercase.

The /[INOJUPPERCASE and /[NOJLOWERCASE qualifiers are complementary; that
is, the /UPPERCASE qualifier is equivalent to the /NOLOWERCASE qualifier, and
the /NOUPPERCASE qualifier is equivalent to the /[LOWERCASE qualifier.
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/WIDTH=n

Establishes the number of characters per output line on currently installed forms. The width, #,
can range from 0 to 65535 for LP11 controllers, and from 0 to 255 for DMF32 controllers. The
default value is 132 characters per line.

/WRAP
/NOWRAP (default)

Controls whether the printer generates a carriage return and a line feed when it reaches the end of
a line.

If the /NOWRAP qualifier is specified, the printer writes characters out in the last position on the
line.

If the /WRAP qualifier is specified, the terminal generates a carriage return and a line feed
whenever the end of a line is reached.

Note that the  TRUNCATE and /WRAP qualifiers are incompatible.

Examples
1. $ SET PRI NTER/ PAGE=60/ W DTH=80 LPAO:

The SET PRINTER command in this example establishes the size of an output page as 60 lines
and the width of a line as 80 characters for printer LPAO.

2. $ SET PRI NTER/LA11 LPBO:

The SET PRINTER command in this example establishes the line printer LPBO as an LA11
printer.

3. $ SET PRI NTER/ LONERCASE LPAO:

The SET PRINTER command in this example requests that lowercase printing be enabled on line
printer LPAO.

SET PROCESS

SET PROCESS — Changes the execution characteristics associated with the specified processor
kernel thread for the current terminal session or job. If no process is specified, changes are made to
the current process. Requires GROUP privilege to change other processes in the same group.
Requires WORLD privilege to change processes outside your group.

Format

SET PROCESS [ process- nane]

Parameter

process- nane

Requires that you own the process or that you have GROUP privilege and that the process is in your
group.
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Specifies the name of the process for which the characteristics are to be changed. Process names can
be up to 23 alphanumeric characters long in the following format:

[ node- nane: : ] process- nane

* The node name can have as many as 6 alphanumeric characters.
* The colons (:) count for 2 characters.

* The process name can have as many as 15 characters.

A local process name can look like a remote process name; therefore, if you specify
ATHENS::SMITH, the system checks for a process named ATHENS::SMITH on the local node
before checking node ATHENS for a process named SMITH.

The default process is the current process.

Process names are unique only within a particular UIC group. You cannot specify the process name
for a process outside of your group. To change the characteristics of a process outside of your group,
you must use the qualifier IDENTIFICATION=pid. The process name parameter is ignored. If

you include neither the process name nor the /[IDENTIFICATION qualifier, the current process is
assumed.

Qualifiers

/AFFINITY (Alpha/Integrity servers only)
/NOAFFINITY

Allows bits in the kernel thread affinity mask to be set or cleared individually, in groups, or all at
once. This qualifier is mutually exclusive with the /CAPABILITY qualifier.

Note

The SET PROCESS/[NOJAFFINITY command fails if none of the specified CPUs has the
capabilities required by the process.

The /NOAFFINITY qualifier clears all affinity bits currently set in the current or permanent
affinity masks, based on the setting of the /PERMANENT qualifier. Specifying the /AFFINITY
qualifier has no direct effect, but merely indicates the target of the operations specified by the
following secondary parameters:

/SET=(nl[,...]) Sets affinity for currently active CPUs defined by the CPU IDs n, where n
has the range of 0 to 31.

/CLEAR=(n[,...]) Clears affinity for currently active CPUs defined by the position values n,
where n has the range of 0 to 31.

/PERMANENT Performs the operation on the permanent affinity mask as well as the
current affinity mask, making the changes valid for the life of the kernel
thread. (The default behavior is to affect only the affinity mask for the
running image.)

The secondary qualifiers can all be used at once as long as the affinity bits defined in the /SET
and /CLEAR parameters do not overlap.
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The privileges required to execute the SET PROCESS/AFFINITY command match those required
by the SPROCESS_AFFINITY system service. ALTPRI is the base privilege required to make
any modifications, and the only privilege required to modify the current owner's kernel thread.
Modifications within the same UIC group require GROUP privilege. Modifications to any
unrelated kernel thread require WORLD privilege.

As with the other SET PROCESS qualifiers, the bit operations occur on the current process if
no /IDENTIFICATION qualifier or explicit process name parameter is specified. Specifying a
process name does not imply that all kernel threads associated with the process are affected; the
SET PROCESS command affects only the initial kernel thread of a multithreaded process.

/AUTO UNSHELVE
/NOAUTO UNSHELVE

Controls whether the process automatically unshelves files.

Note that the /NOAUTO_UNSHELVE qualifier does not work across a cluster. It can be issued
only for a process on the same node, including as the default case, the process from which the
command is issued.

/CAPABILITY
/NOCAPABILITY

Allows bits in the process user capability mask to be set or cleared individually, in groups, or all
at once. This qualifier is mutually exclusive with the /AFFINITY qualifier.

Note

The SET PROCESS/[NOJCAPABILITY command fails if there is no CPU with the required set of
capabilities.

The /NOCAPABILITY qualifier clears all user capability bits currently set in the current or
permanent capability masks, based on the setting of the/PERMANENT qualifier. Specifying

the /CAPABILITY qualifier has no direct effect, but merely indicates the target of the operations
specified by the following secondary qualifiers:

/SET=(n[,...]) Sets all user capabilities defined by the position values n, where n has the
range of 1 to 16.

/CLEAR=(n[,...]) Clears all user capabilities defined by the position values n, where n has
the range of 1 to 16.

/PERMANENT Performs the operation on the permanent user capability mask as well as
the current user capability mask, making the changes valid for the life of
the kernel thread. (The default behavior is to affect only the capabilities
mask for the running image.)

The secondary qualifiers can all be used at once as long as the user capability bits defined in
the /SET and /CLEAR parameters do not overlap.

The privileges required to execute the SET PROCESS/CAPABILITY command match those
required by the SPROCESS CAPABILITIES system service. ALTPRI is the base privilege
required to make any modifications, and the only privilege required to modify the current owner's
kernel thread. Modifications within the same UIC group require GROUP privilege. Modifications
to any unrelated kernel thread require WORLD privilege.
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As with the other SET PROCESS qualifiers, the bit operations occur on the current process if
no /IDENTIFICATION qualifier or explicit process name parameter is specified. Specifying a
process name does not imply that all kernel threads associated with the process are affected; the
SET PROCESS command affects only the initial kernel thread of a multithreaded process.

/CASE LOOKUP=keyword
The valid keywords for this qualifier are BLIND and SENSITIVE.
VSI strongly recommends that you use caution when enabling case sensitivity in your processes.
See the VSI OpenVMS Guide to OpenVMS File Applications for additional information.
/CLEAR=(n[,...])

Clears all user capabilities or CPU affinities defined by the position values n specified by
the /CAPABILITY or the /AFFINITY qualifier.

/DUMP[=NOW] [/ID=pid] [process-name]
/NODUMP (default)

Causes the contents of the address space to be written to the file named (image-name).DMP in
the current default directory (where the image name is the same as the file name) when an image
terminates because of an unhandled error. To specify a target process, indicate either the process
ID or the process name.

Using the NOW option (available on Alpha and Integrity server systems only) causes the targeted
process to dump as soon as possible. This is especially useful for hung processes.

You can then analyze the dump with the ANALYZE/PROCESS DUMP utility, the Debugger, or
the System Dump Analyzer (SDA).

/GLOBAL

Modifies the global cell SCH$GL DEFAULT PROCESS CAP. This global cell is used to
initialize the user capability mask of processes when they are started.

/IDENTIFICATION=pid
Requires GROUP or WORLD privilege for processes other than your own.

Specifies the process identification (PID) value of the kernel thread for which characteristics
are to be changed. The target process must be on the same node as the process from which the
command is issued. The /IDENTIFICATION qualifier overrides the process-name parameter.

The PID is assigned by the system when the process is created. When you specify a PID, you can
omit the leading zeros.

If you use the /IDENTIFICATION qualifier, the process-name parameter is ignored.

Note

The /IDENTIFICATION qualifier allows the SET PROCESS command to affect individual kernel
thread PIDs; because each thread is a separate runnable entity, this command treats them as discrete
entities in terms of affinities and capabilities.
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/KERNEL THREAD LIMIT=n

Changes the limit of the number of kernel threads that can be created in the process. If the value
specified is higher than the SYSGEN parameter MULTITHREAD, an error message is returned.
Specifying the value 0 makes the process use the systemwide limit set by the MULTITHREAD
parameter.

Per-process kernel thread limits can be controlled using one of the following DCL commands:
$ SET PROCESS/ KERNEL_THREAD LI M T=n
$ RUN KERNEL_THREAD LI M T=n
$ SPAWN KERNEL THREAD LI M T=n
/NAME=string
Changes the name of the current process to a string of 1 to 15 characters.
/PARSE STYLE=(keyword)

Allows a user to indicate how commands are to be parsed.

Setting a particular parse style tells DCL how it should handle command syntax. User programs
can also examine the state of this setting if they need to use different parse rules.

The valid keywords for this qualifier are TRADITIONAL and EXTENDED. These keywords are
mutually exclusive and cannot be negated.

If the /PARSE_STYLE qualifier is not specified, the default is the TRADITIONAL format.

Keyword Explanation

TRADITIONAL (default) Indicates that commands should be examined using the former
(prior to Version 7.2) rules for DCL syntax.

EXTENDED (Alpha/Integrity Indicates that commands should be examined using a syntax that
servers only) allows ODS-5 file specifications.

The main differences for DCL when EXTENDED parse rules are in effect are:

* Arguments to foreign commands are case preserved. You can get the command string by
calling LIBSGET FOREIGN.

C/C++ programs that use the argc/argv mechanism will have unquoted arguments in
lowercase unless the C Run-Time Library logical DECCSARGV_PARSE STYLE is
set to ENABLE. When DECCSARGV_PARSE STYLE is enabled, case is preserved
in command line arguments when the process is set up for extended DCL parsing
using /PARSE_STYLE=EXTENDED.

* Some characters that were previously treated as token delimiters are no longer delimiters. The
pound sign (#), circumflex ("), and question mark (?) fall into this category.

e A circumflex () is an escape character, which can be used to indicate that the next character
in the command string is to be treated as if it were quoted, thereby losing its syntactic
significance.

EXTENDED parsing also modifies DCL's rules for parsing a parameter or qualifier that is defined
as a file specification in a command's definition:
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» File specifications will not be in uppercase.
* Any number of commas (,) may be placed between directory delimiters ([] and <>).
» Directory file ID's (DIDs) can be included in the file specification.
* Any number of periods (.) or semi-colons (;) may be included in the file specification.
See the VSI OpenVMS System Manager's Manual, Volume 1: Essentials for more information.
/PERMANENT
Performs the operation on the permanent affinity or capability mask as well as the current mask,
making the changes valid for the life of the kernel thread. (The default behavior is to affect
the current mask only for the running image.) The /PERMANENT qualifier is only valid in
conjunction with the /CAPABILITY or the /AFFINITY qualifier.
/PRIORITY=n

Requires ALTPRI (alter priority) privilege to set the priority higher than the base priority of the
specified process.

Changes the priority for the specified kernel thread. If you do not have the ALTPRI privilege, the
value you specify is compared to your current base priority, and the lower value is always used.

/PRIVILEGES=(privilege[....])

Requires SETPRYV (set privilege) privilege as an authorized privilege to enable any privilege you
do not have in your authorized privilege mask.

Enables the following process privileges:

ACNT ALLSPOOL ALTPRI AUDIT
BUGCHK BYPASS CMEXEC CMKRNL
DETACH DIAGNOSE DOWNGRADE EXQUOTA
GROUP GRPNAM GRPPRV IMPORT
LOG IO MOUNT NETMBX OPER
PFNMAP PHY IO PRMCEB PRMGBL
PRMMBX PSWAPM READALL SECURITY
SETPRV SHARE SHMEM SYSGBL
SYSLCK SYSNAM SYSPRV TMPMBX
UPGRADE VOLPRO WORLD

Use the SHOW PROCESS/PRIVILEGES command to determine what authorized privileges are
enabled currently.

/RAD=HOME= n
Changes the home resource affinity domain (RAD) of a process.

This command only works on the current process.

218



DCL Commands

RAD is supported on AlphaServer GS series systems and starting from OpenVMS Version 8.4,
support is extended to NUMA capable Integrity servers.

/RESOURCE_WAIT
/NORESOURCE_WAIT

Enables resource wait mode so that the process waits for resources to become available. If you
specify the/ NORESOURCE WAIT qualifier, the process receives an error status code when
system dynamic memory is not available or when the process exceeds one of the following
resource quotas: direct [/O (DIOLM) limit, buffered I/O (BIOLM) limit, buffered I/O byte
(BYTLM) count limit (buffer space), timer queue quota, mailbox buffer quota, or pipe quota.

Caution

Disabling resource waiting should be performed with caution, as doing so can have unexpected effects
on constituent sharable images and runtime libraries. See the SSETRWM service in the VSI OpenVMS
System Services Reference Manual for additional information.

/RESUME

Allows a process suspended by a previous SET PROCESS/SUSPEND command to resume
operation. The /RESUME qualifier is equivalent to the /NOSUSPEND qualifier.

/SCHEDULING_CLASS= "class_name"
/NOSCHEDULING_CLASS

Adds a process to, or removes a process from, a scheduling class. This command does not modify
the permanent class scheduling database file. Therefore, the effect of this command can be viewed
as temporary placement into, or removal from, a scheduling class.

/SET=(n[,...])

Sets all user capabilities or CPU affinities defined by the position values n specified by
the /CAPABILITY or the /AFFINITY qualifier.

/SSLOG=(STATE={ON | OFF | UNLOAD} [,COUNT=n][,FLAGS=[NO]JARG])
Valid on Alpha and Integrity server systems only.

Requires CMEXEC, CMKRNL, or SETPRYV privilege to log argument values. The SYSGEN
parameter SYSSER LOGGING must be enabled or the command will fail.)

Enables or disables system service logging, using a log file (named SSLOG.DAT by default) to
log data.

Keywords are as follows:

Keyword Explanation
COUNT=~n Specifies how many P2-space buffers to log. (Default: 2)

FLAGS=[NO]ARG Specifies whether service argument values are to be logged. (Default:
ARG) ARG requires CMEXEC, CMKRNL, or SETPRYV privilege.

STATE=state Turns system service logging on or off. Possible states are:

ON Enables system service logging.
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Keyword Explanation

OFF Disables (turns off) system service logging; logging can still
be reenabled.

UNLOAD Stops logging and closes the log file, which is named
SSLOG.DAT by default.

When enabling SSLOG for a process, you can specify the number of buffers to be used for
logging. Buffers are allocated in P2 space and are charged against the process's paging file quota.
Each buffer is 65,024, bytes or FE00¢ bytes. The buffer space remains allocated and the quota is
charged until the process is deleted.

Between the time when SSLOG is first enabled and when the log file is closed, logging can be
stopped and resumed.

Before you delete the process, you should stop all logging and close the log file. The log file does
not close automatically.

To analyze the log file, use the DCL command ANALYZE/SSLOG, which is described in online
help and in the System Service Logging chapter of the VSI OpenVMS System Analysis Tools
Manual.

/SUSPEND[=SUPERVISOR]
/SUSPEND=KERNEL
/NOSUSPEND

Requires privileges as described in text.

Temporarily stops the process's activities. The process remains suspended until another process
resumes or deletes it. Use the qualifiers /NOSUSPEND and /RESUME to resume a suspended
process.

Specify either of the following keywords with the /SUSPEND qualifier to produce different
results:

Keyword Explanation

SUPERVISOR (default) |Specifies that the named process is to be suspended to allow the delivery of

asynchronous system traps (ASTs) at EXEC or KERNEL mode. Specifying
this keyword is optional.

KERNEL Specifies that the named process is to be suspended such that no ASTs

can be delivered. To specify the KERNEL keyword, you must be in either
KERNEL mode or EXEC mode, or have CMKRNL (change mode to
kernel) and CMEXEC (change mode to executive) privilege enabled.
Note that this was the default behavior of the SET PROCESS/SUSPEND
command for versions of OpenVMS prior to VMS Version 5.0.

Depending on the operation, the process from which you specify the /SUSPEND qualifier
requires privileges. You must have GROUP privilege to suspend another process in the same
group, unless that process has the same user identification code (UIC). You must have WORLD
privilege to suspend any other process in the system.

When you enter the SET PROCESS/SUSPEND=KERNEL/ID= command in a cluster
environment, the KERNEL keyword is ignored if the target process and the current process reside
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on different cluster nodes. As a result, process suspension is handled as if you had specified the
SUPERVISOR keyword (the default).

Note that you can specify SET PROCESS/SUSPEND=KERNEL to override a previous SET
PROCESS/SUSPEND=SUPERVISOR. SET PROCESS/SUSPEND=SUPERVISOR doe snot,
however, override SET PROCESS/SUSPEND=KERNEL.

/SWAPPING (default)
/NOSWAPPING

Requires the PSWAPM (process swap) privilege to disable swapping for your process.

Permits the process to be swapped. By default, a process that is not currently executing

can be removed from physical memory so that other processes can execute. If you specify

the NOSWAPPING qualifier, the process is not swapped out of the balance set when it is in a
wait state.

/SYMLINK=keyword

Controls the behavior of all directory wildcard searches used in the RMS$SEARCH service. Note
that these directory wildcards are not overridden by command qualifiers or other explicit RMS
characteristics. Keyword options are:

Keyword Explanation

NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.

WILDCARD Indicates that symlinks are enabled during wildcard searches.

NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

ELLIPSIS Equivalent to WILDCARD (included for command symmetry).

On the command line, you can set a flag to select the /SYMLINK qualifier. It uses the keywords
DEFAULT, [NO]JWILDCARD,[NO]ELLIPSIS, and [NO]TARGET. In addition, /SYMLINK
and /NOSYMLINK without any keywords are interpreted as /SYMLINK=NOTARGET

and /SYMINK=TARGET, respectively.

/TOKEN=keyword

Changes the maximum size of tokens (elements) in a DCL command. (A token is any element
in a command line that is bounded by spaces. For example, the command COPY X.TXT
Y.TXT contains three tokens.) The token size is determined by the setting of bit 1 in the
DCL_CTLFLAGS system parameter. By default, the bit is clear, indicating that traditional
tokens (255 bytes) are being used. If the bit is set, extended tokens (4000 bytes) are used. The
corresponding key words for /TOKEN are TRADITIONAL and EXTENDED. You can use
SHOW PROCESS/TOKEN to determine the current token size setting.

/UNITS[=keyword]

Specifies whether the amount of disk space reported by certain utilities is to be displayed in
blocks or bytes. Keyword options are:

Keyword Explanation
BLOCKS Displays disk space in blocks.
BYTES Displays disk space in bytes.
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Blocks is the default until /UNITS is set to BYTES. If you specify /UNITS with no keyword, disk
space is reported in blocks.

Displays that are affected by changing the value of /UNITS include output from certain forms of
the following commands:COPY, DELETE, DIRECTORY, PURGE, SHOW DEVICE, SHOW
MEMORY, and SHOW QUOTA. Note that input to these commands can be specified only in
blocks. The DIRECTORY, SHOW DEVICES, and SHOW MEMORY commands have a qualifier
that lets you override the default SET PROCESS/UNITS setting for a single command.

Examples

1.

$ SET PROCESS/ PRI VI LEGE=EXQUOTA

The SET PROCESS command in this example assigns the current process the privilege of
exceeding quotas.

$ SET PROCESS/ NORESOURCE_WAI T

The SET PROCESS command in this example disables resource wait mode for the current
process.

$ RUN PROCESS_NAME=TESTER CALC
YRUN- S- PROC I D, identification of created process is 0005002F
$ SET PROCESS/ PRI ORI TY=10 TESTER

The RUN command in this example creates a subprocess and gives it the name TESTER.
Subsequently, the SET PROCESS/PRIORITY command assigns the subprocess a priority of 10.

$ SHOW PROCESS/ SUBPROCESS

19- APR- 2001 15:17:28.41 User: DAVIS Process |D: 31900218
Node: OCALA Process name: "DAVIS"

Processes in this tree:

DAVI S *
DAVI S 1
DAVI S 2

$ SET PROCESS/ SUSPEND DAVI S 1
$

The SET PROCESS/SUSPEND command in this example suspends the processDAVIS 1
such that ASTs can be delivered to it. Because no key word was specified,
the /SUSPEND=SUPERVISOR version is assumed.

$ SHOW PROCESS/ SUBPROCESS CCALA: : TESTA

19- APR- 2001 12:17:24. 45 User: TESTA Process | Dt 31400208
Node: OCALA Process nane: "TESTA"

Processes in this tree:

TESTA *
TESTA 1
TESTA 2
$ SET PROCESS OCALA: : TESTA 2 / SUSPEND=KERNEL
$
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The SET PROCESS/SUSPEND=KERNEL command in this example suspends the process
TESTA 2 on node OCALA such that no ASTs can be delivered to it.

$ SET PROCESS CPUSCHED/ AFFI NI TY/ SET=1/ PERMANENT
$ SET PROCESS CPUSCHED/ CAPABI LI TY/ SET=8/ PERVANENT

$ SHOW CPU/ FULL
COBRA7, a DEC 4000 Model 620

Mul ti processing i s ENABLED. Stream ined synchronization inage | oaded.

M ni mum mul ti processing revision | evels:

System Page Size = 8192
System Revi si on Code =
System Serial Number =
Default CPU Capabilities:

System QUORUM RUN
Def ault Process Capabilities:
System QUORUM RUN

PRI MARY CPU = 00

CPU 00 is in RUN state
Current Process: *** None ***
Serial Number: AY24870417
Revi si on: A200

VAX fl oating point operations supported.

CPU =1

| EEE fl oating point operations and data types supported.

Processor is Primary Eligible.

PALCODE: Revi sion Code = 5.48
PALcode Conpatibility =0
Maxi mum Shar ed Processors

Menory Space: Physical address

Length = 0

Scratch Space: Physical address

Length = 0
Capabilities of this CPU:

= 00000000 00000000

= 00000000 00000000

System PRI MARY QUORUM RUN

User bit mask: 00000040

Processes which can only execute on this CPU:

NETACP PI D = 0000008E

CPU 01 is in RUN state
Current Process: CPUSCHED
Serial Number: AY24870406
Revi si on: A200

VAX fl oating point operations supported.

Reason: PRI MARY Capability

PI D = 00000095

| EEE fl oating point operations and data types supported.

PALCODE: Revi sion Code = 5.48
PALcode Conpatibility =0
Maxi mum Shar ed Processors

Menory Space: Physical address

Length = 0

Scratch Space: Physical address

Length = 0
Capabilities of this CPU:
System QUORUM RUN
User bitnmask: 00000080

Processes which can only execute on this

00000000 00000000

= 00000000 00000000

CPU:
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CPUSCHED PID = 00000095 Reason: Affinitized to this CPU
Reason: User capabilities - 00000080)

$ SET PROCESS/ NOAFFI NI TY/ PERVMANENT

$ SET PROCESS/ NOCAPABI LI TY/ PERVANENT

$ SHOW CPU/ FULL

COBRA7, a DEC 4000 Model 620

Mul ti processing i s ENABLED. Stream ined synchronization inage | oaded.
M ni mum mul ti processing revision levels: CPU =1

System Page Size = 8192
System Revi si on Code =
System Serial Number =
Default CPU Capabilities:

System QUORUM RUN
Default Process Capabilities:
System QUORUM RUN

CPU 00 is in RUN state
Current Process: *** None ***
Serial Number: AY24870417
Revi si on: A200
VAX fl oating point operations supported.
| EEE fl oating point operations and data types supported.
Processor is Primary Eligible.
PALCODE: Revi sion Code = 5.48
PALcode Conpatibility =0
Maxi mum Shar ed Processors = 2
Menory Space: Physical address = 00000000 00000000

Length = 0
Scratch Space: Physical address = 00000000 00000000
Length = 0
Capabilities of this CPU
System PRI MARY QUORUM RUN

User bitmask: 00000040
Processes which can only execute on this CPU

NETACP PI D = 0000008E Reason: PRI MARY Capability
CPU 01 is in RUN state
Current Process: CPUSCHED PI D = 00000095
Serial Nunber: AY24870406
Revi si on: A200

VAX fl oating point operations supported.
| EEE fl oati ng point operations and data types supported.
PALCODE: Revi sion Code = 5.48
PALcode Conpatibility =0
Maxi mum Shar ed Processors = 2
Menory Space: Physical address

00000000 00000000

Length = 0
Scratch Space: Physical address = 00000000 00000000
Length = 0
Capabilities of this CPU
System QUORUM RUN

User bitmask: 00000080

Processes which can only execute on this CPU
* k% l\bne * k%

$ SET PROCESS/ NOAFFI NI TY/ PERVMANENT

$ SET PROCESS/ NOCAPABI LI TY/ PERVANENT
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$ SHOW CPU/ FULL

System EURCS, HPE rx2600 (900MHz/1.5MB) SMP execl et = 3 : Enabled :
Stream ined. Config tree = Version 6 Primary CPU =0 HARPB
CPUs = 2 Page Size = 8192 Revision Code = Serial Number
= US30464615 Default CPU Capabilities: System QUORUM RUN

Def ault Process Capabilities: System QUORUM RUNCPU 0
State: RUN CPUDB: 8901C000 Handl e: 00005D70
Omner: 000004C8 Current: 000004C8 Partition O
( EUROS) ChgCnt : 1 State: Present, Primary,
Reassi gnabl e Process: * None * Capabilities: System
PRI MARY QUCRUM RUN RADO User: Usr2 Slot Context: 901EBO0OO
CPU - State..........: RC, PA PP, Cv, PV, PW, PL
Type...........: Itanium Major = 31, Mnor =0
Speed..........: 900 Mz LID............: 00000000
Variation......: IEEE FP, Primary Eligible
Serial Number..: 0001a968930ala25 Revision.......:
Halt Request...: O Software Conp..: 7.0
PALCODE - Revision Code..: 1.1 Compatibility..: O
Max Shared CPUs: 0 Bindings: * None * Fast path:
FGBO PKAO PEAO El AO Features: Aut ost art
- Enabl ed. Fastpath - Selection enabled as Preferred CPU. CPU 1
State: RUN CPUDB: 89163480 Handl e: 00005E80
Owner: 000004C8 Current: 000004C8 Partition O ( EURCS)
ChgCnt : 1 State: Present, Reassignable
Process: TEST11 PI D. 20201192 Capabilities: System

QUORUM RUN RADO Sl ot Context: 901EC000 CPU - State..........:
RC, PA, PP, CV, PV, PW, PL Type...........: ltanium
Major = 31, Mnor =0 Speed..........: 900 Mz

LID............: 01000000 Variation......:
| EEE FP Serial Number..: 000363b4b0c5c862
Revision.......: Halt Request...: O
Software Conp..: 7.0 PALCODE - Revision Code..: 1.1
Compatibility..: O Max Shared CPUs: 0 Bindings:
TEST11 PID = 20201192 Reason: Affinitized to this CPU
Fast pat h: FGAO EWAO PKBO B& Features:
Aut ostart - Enabl ed. Fastpath - Selection enabled as Preferred

CPU.

$

In this example, CPU 1 has user capability 8 enabled (user mask = 80). User capability 8 is set
for the initial kernel thread of process CPUSCHED, and CPU affinity is set to 1. Either of these
settings forces the initial kernel thread to run only on CPU 1, as shown by the SHOW PROCESS
command.

Then, the SET PROCESS/NOAFFINITY/NOCAPABILITY command clears all CPU affinities
and user capability requirements for the initial kernel thread of process (CPUSCHED), and the
binding to CPU 1 disappears.

$ SET PROCESS/ SSLOG=( STATE=QON, COUNT=4)

This command turns on system service logging with four P2 space buffers, each having a size of
FEO00,¢ bytes. If the process has SETPRV, CMKRNL, or CMEXEC privilege, argument values are
logged.

$ SET PROCESS/ SSLOG=( STATE=UNLOAD)

This command stops logging and closes the log file.
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SET PROMPT

SET PROMPT — Replaces the default DCL prompt ($ ) with the specified string.

Format

[=string]

Parameter

string

Specifies the new prompt string. The following rules apply:
* All valid ASCII characters can be used.

e No more than 64 characters are allowed.

» To include spaces or lowercase letters, enclose the string in quotation marks (“ ). Otherwise,
letters are converted automatically to uppercase; leading and trailing spaces are removed.

If you do not specify the string parameter with the SET PROMPT command, the default DCL prompt
($) is restored.

Description

The SET PROMPT command customizes prompts for your main process or a subprocess.

When a continued command is read from the terminal or an indirect command is read from a
command procedure, DCL places an underscore in front of the prompt string.

Qualifier

JCARRIAGE_CONTROL (default)
/NOCARRIAGE_CONTROL

Inserts carriage return and line feed characters before the prompt string. Type the qualifier after
the string parameter.

Example

$ SET PROVPT ="What's next?"
VWhat's next? SHOW Tl ME
19- APR- 2001 14:08:58

The SET PROMPT command in this example replaces the DCL prompt ($ ) with the phrase “What's
next?”. When you see the prompt on your screen, you can enter any DCL command. This example
uses the SHOW TIME command.

SET PROTECTION/DEFAULT

SET PROTECTION/DEFAULT — Establishes the default protection for files created by the current
process.
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Format

[ =(code) ]/ DEFAULT

Parameter

code

Specifies the category of protection to be assigned by default to all files subsequently created by
the current process. To override this protection, you must specify an explicit protection using either
the SET SECURITY /PROTECTION command or the /PROTECTION qualifier on the CREATE
command. If you do not specify a protection code, the current default remains unchanged.

The protection code is made up of the following components:

* Ownership category — system (S), owner (O), group (G), or world (W). Each category can be
abbreviated to its first character.

» Access category — Read (R), write (W), execute (E), or delete (D). The access category is assigned
to each ownership category. A null access specification means no access.

Note

Use the SET SECURITY/PROTECTION command to reset security characteristics of the directory or
file.

Example
$ SET PROTECTI ON=( GROUP: RNED, WORLD: R) / DEFAULT

The SET PROTECTION/DEFAULT command in this example sets the default protection to grant
unlimited access to other users in the same group and read (R) access to all users. The default
protections for system and owner are not changed.

SET QUEUE

SET QUEUE — Changes the attributes of the specified queue. Requires manage (M) access to the
queue.

Format

SET QUEUE queue- nanel: ]

Parameter

gueue- nang[ : |

Specifies the name of an execution queue or a generic queue.
Description

After you have created a queue with the INITIALIZE/QUEUE command, use the SET QUEUE
command to change the queue's status or attributes.
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The defaults for the SET QUEUE qualifiers depend on the qualifiers of the queue when it was
initialized. For example, the default for /JOB_LIMIT with INITIALIZE/QUEUE is 1. However, if the
queue you are altering was initialized with a job limit of 3, and if you do not specify the /JOB_LIMIT
qualifier with the SET QUEUE command, the job limit remains at 3 for that queue.

Qualifiers

/BASE_PRIORITY=n

Specifies the base process priority at which jobs are initiated from a batch execution queue. The
base priority specifier can be any decimal value from 0 to 15.

You also can specify this qualifier for an output execution queue. In this context
the /BASE PRIORITY qualifier establishes the base priority of the symbiont process when the
symbiont process is created.

/BLOCK_ LIMIT=([lowlim,]Juplim)
/NOBLOCK_ LIMIT

Limits the size of print jobs that can be processed on an output execution queue. This qualifier
allows you to reserve certain printers for certain size jobs. You must specify at least one of the
parameters.

The lowlim parameter is a decimal number referring to the minimum number of blocks that are
accepted by the queue for a print job. Ifa print job is submitted that contains fewer blocks than
the lowlimvalue, the job remains pending until the block limit for the queue is changed. After the
block limit for the queue is decreased sufficiently, the job is processed.

The uplim parameter is a decimal number referring to the maximum number of blocks that are
accepted by the queue for a print job. If a print job is submitted that exceeds this value, the job
remains pending until the block limit for the queue is changed. After the block limit for the queue
is increased sufficiently, the job is processed.

If you specify only an upper limit for jobs, you can omit the parentheses. For

example, /BLOCK LIMIT=1000 means that only jobs with 1000 blocks or less are processed
in the queue. To specify only a lower job limit, you must use a null string ("") to indicate

the upper limit. For example, /BLOCK LIMIT=(500,"") means any job with 500 or

more blocks is processed in the queue. You can specify both a lower and upper limit. For
example, /BLOCK LIMIT=(200,2000) means that jobs with less than 200 blocks or more than
2000 blocks are not processed in the queue.

The /NOBLOCK_LIMIT qualifier cancels the previous block limit setting for that queue.

/CHARACTERISTICS= (characteristic][,...])
/NOCHARACTERISTICS

Specifies one or more characteristics for processing jobs on an execution queue. If a queue
does not have all the characteristics that have been specified for a job, the job remains pending.
If you specify only one characteristic, you can omit the parentheses. Each time you specify

the /CHARACTERISTICS qualifier, all previously set characteristics are canceled. Only the
characteristics specified with the qualifier are established for the queue.

Queue characteristics are installation specific. The characteristic parameter can be either a value
from 0 to 127 or a characteristic name that has been defined by the DEFINE/CHARACTERISTIC
command.
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The /NOCHARACTERISTICS qualifier cancels any characteristics settings previously
established for that queue.

/CLOSE

Prevents jobs from being entered in the queue through PRINT or SUBMIT commands or as

a result of requeue operations. To allow jobs to be entered, use the /OPEN qualifier. Whether

a queue accepts or rejects new job entries is independent of the queue's state (such as paused,
stopped, or stalled). When a queue is marked closed, jobs executing continue to execute and jobs
pending in the queue continue to be candidates for execution.

/CPUDEFAULT=time

Defines the default CPU time limit for jobs in a batch execution queue. You can specify time as
delta time, 0, INFINITE, or NONE. You can specify up to 497 days of delta time.

If the queue does not have a defined CPUMAXIMUM time limit and the value established in
the user authorization file (UAF) has a specified CPU time limit of NONE, either the value 0 or
the keyword INFINITE allows unlimited CPU time. If you specify NONE, the CPU time value
defaults to the value specified either in the UAF or by the SUBMIT command (if included).
CPU time values must be greater than or equal to the number specified by the system parameter
PQL MCPULM. The time cannot exceed the CPU time limit set by the /CPUMAXIMUM
qualifier. For information on specifying delta time, see the V.S OpenVMS User's Manual or the
online help topic Date. For more information on specifying CPU time limits, seethe CPU Time
Limit Specifications and Actions table for the INITIALIZE/QUEUE command.

/CPUMAXIMUM=time

Defines the maximum CPU time limit for all jobs in a batch execution queue. You can specify
time as delta time, 0, INFINITE, or NONE. You can specify up to 497 days of delta time.

The /CPUMAXIMUM qualifier overrides the time limit specified in the user authorization file
(UAF) for any user submitting a job to the queue. Either the value 0 or the keyword INFINITE
allows unlimited CPU time. If you specify NONE, the CPU time value defaults to the value
specified either in the UAF or by the SUBMIT command (if included). CPU time values must be
greater than or equal to the number specified by the system parameter PQL_ MCPULM.

For information on specifying delta time, see the V.SI OpenVMS User's Manual or the online
help topic Date. For more information on specifying CPU time limits, see the CPU Time Limit
Specifications and Actions table for the INITIALIZE/QUEUE command.

/DEFAULT=(optionl[,...])
/NODEFAULT

Establishes defaults for certain options of the PRINT command. Defaults are specified by the list
of options. If you specify only one option, you can omit the parentheses. After you set an option
for the queue with the /DEFAULT qualifier, you do not have to specify that option in your PRINT
commands. If you do specify these options in your PRINT command, the values specified with
the PRINT command override the values established for the queue with the /DEFAULT qualifier.
Possible options are as follows:

[NO]BURST[=keyword] Controls whether two file flag pages with a burst bar between them

are printed preceding output. If you specify the value ALL (default),
these flag pages are printed before each file in the job. If you specify
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the value ONE, these flag pages are printed once before the first file in
the job.

[NOJFEED

Specifies whether a form feed is inserted automatically at the end of a
page.

[NOJFLAG[=keyword]

Controls whether a file flag page is printed preceding output. If you
specify the value ALL (default), a file flag page is printed before each
file in the job. If you specify the value ONE, a file flag page is printed
once before the first file in the job.

FORM=type

Specifies the default form for an output execution queue. If a job is
submitted without an explicit form definition, this form is used to
process the job. If no form type is explicitly specified with the FORM
keyword, the system assigns the form “DEFAULT” to the queue. See
also the description of the /[FORM_MOUNTED qualifier.

[NO]TRAILER[=keyword]

Controls whether a file trailer page is printed following output. If you
specify the value ALL (default), a trailer page is printed with each file
in the job. If you specify the value ONE, a trailer page is printed once
with the last file in the job.

When you specify the BURST option for a file, the [NO]JFLAG option does not add or subtract a
flag page from the two flag pages that are printed preceding the file.

For information on establishing mandatory queue attributes, see the description of
the /SEPARATE qualifier. For information on specifying default queue attributes, see the V.S/
OpenVMS System Manager's Manual.

/DESCRIPTION=string
/NODESCRIPTION

Specifies a string of up to 255 characters used to provide operator-supplied information about the

queue.

Enclose strings containing lowercase letters, blanks, or other non alphanumeric characters
(including spaces) in quotation marks (“ ).

The /NODESCRIPTION qualifier removes any descriptive text that may have been associated

with the queue.

/DISABLE_SWAPPING

/NODISABLE SWAPPING

Controls whether batch jobs executed from a queue can be swapped in and out of memory.

/ENABLE GENERIC
/NOENABLE GENERIC

Specifies whether files queued to a generic queue that does not specify explicit queue names can
be placed in this execution queue for processing.

/JFORM_MOUNTED=type

Specifies the mounted form for an output execution queue.

If no form type is explicitly specified, the system assigns the form “DEFAULT” to the queue.
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If the stock of the mounted form does not match the stock of the default form, as indicated

by the /DEFAULT=FORM qualifier, all jobs submitted to this queue without an explicit form
definition enter a pending state and remain pending until the stock of the queue's mounted form is
identical to the stock of the form associated with the job.

If a job is submitted with an explicit form and the stock of the explicit form is not identical to the
stock of the mounted form, the job enters a pending state and remains pending until the stock of
the mounted form of the queue is identical to the stock of the form associated with the job.

To specify the form type, use either a numeric value or a form name that has been defined
by the DEFINE/FORM command. Form types are installation-specific. You cannot use
the /FORM_MOUNTED qualifier with the /GENERIC qualifier.

/JOB_LIMIT=n

Indicates the number of batch jobs that can be executed concurrently from the queue. Specify a
number in the range 1 to 65535.

/NO_INITIAL FF
/NONO_INITIAL FF (default)

Allows user to set or modify whether a form feed should be sent to a printer device when a queue
starts. To suppress the initial form feed, set the queue with /NO_INITIAL FF qualifier.

Setting the queue with /NONO_INITIAL FF qualifier sends a form feed to the output device
before printing begins when the queue restarts.

/OPEN

Allows jobs to be entered in the queue through PRINT or SUBMIT commands or as the result of
requeue operations. To prevent jobs from being entered in the queue, use the /CLOSE qualifier.
Whether a queue accepts or rejects new job entries is independent of the queue's state (such as
paused, stopped, or stalled).

/OWNER_UIC=uic
Requires OPER (operator) privilege or control (C) access to the queue.

Enables you to change the user identification code (UIC) of the queue. Specify the UIC by using
the standard format as described in the VST OpenVMS Guide to System Security.

/PROTECTION= (ownership[:access],...)
Requires OPER (operator) privilege to control access to the queue.
Specifies the protection of the queue. The following rules apply:
*  Specify the ownership parameter as system (S), owner (O), group (G), or world (W).

»  Specify the access parameter as read (R), submit (S), manage (M), or delete (D). A null access
specification means no access.

If you include only one protection code, you can omit the parentheses.

For more information on specifying protection codes, see the VSI OpenVMS Guide to System
Security. For more information on controlling queue operations through UIC-based protection, see
the VSI OpenVMS System Manager's Manual.

231



DCL Commands

/RAD=n
/NORAD

Specifies the RAD number on which to run batch jobs assigned to the queue. The RAD value
is validated as a positive integer between 0 and the value returned by the SGETSYT item code,
SYI$ RAD MAX_RADS.

To eliminate the RAD value for a batch queue, use the /NORAD qualifier.

Note that when you change the RAD value on a batch queue, the jobs currently in the batch
queue are not dynamically updated with the new RAD value. Any executing jobs will complete
processing using the original RAD value. Jobs in the pending, holding, or timed execution states
will retain the old RAD value on the job; however, when such a job becomes executable, the job
is updated with the new RAD value.

RAD is supported on AlphaServer GS series systems and starting from OpenVMS Version 8.4,
support is extended to NUMA capable Integrity servers.

/RECORD_BLOCKING
/NORECORD_BLOCKING

Determines whether the symbiont can concatenate (or block together) output records for
transmission to the output device. If you specify the/ NORECORD BLOCKING qualifier, the
symbiont sends each formatted record in a separate 1/O request to the output device. For the
standard OpenVMS system print symbiont, record blocking can have a significant performance
advantage over single-record mode.

/RETAIN[=option]

/NORETAIN

Holds jobs in the queue in a retained status after they have executed. The/NORETAIN qualifier
enables you to reset the queue to the default. Possible options are as follows:

ALL

Holds all jobs in the queue after execution (default).

ERROR

Holds in the queue only jobs that complete unsuccessfully.

/SCHEDULE=[NO]SIZE

Specifies whether pending jobs in an output queue are scheduled for printing based on the size of
the job. When the /SCHEDULE=SIZE qualifier is in effect, shorter jobs print before longer ones.
When the /SCHEDULE=NOSIZE qualifier is in effect, jobs are printed in the order they were
submitted, regardless of size.

If you enter this command while there are pending jobs in any queue, its effect on future jobs is
unpredictable.

/SEPARATE=(option[,...])
/NOSEPARATE

Specifies the mandatory queue attributes or job separation options for an output execution queue.
Job separation options cannot be overridden by the PRINT command.

The job separation options are as follows:

232




DCL Commands

[NO]BURST Specifies whether two job flag pages with a burst bar between them
are printed at the beginning of each job.
[NOJFLAG Specifies whether a job flag page is printed at the beginning of each

job.

[NO]JRESET=(module[,...])

Specifies one or more device control library modules that

contain the job reset sequence for the queue. The specified
modules from the queue's device control library (by default
SYSS$LIBRARY:SYSDEVCTL) are used to reset the device each
time a job reset occurs. The RESET sequence occurs after any file

trailer and before any job trailer; therefore, all job separation pages are

printed when the device is in its RESET state.

[NOJTRAILER

Specifies whether a job trailer page is printed at the end of each job.

When you specify the /SEPARATE=BURST qualifier, the [NO]FLAG separation option does not
add or subtract a flag page from the two flag pages that are printed preceding the job.

For information on establishing queue attributes that can be overridden, seethe description of

the /DEFAULT qualifier.

For more information on specifying mandatory queue attributes, see the VSI OpenVMS System

Manager's Manual.

/WSDEFAULT=n

Defines for a batch job a working set default, the default number of physical pages that the job

can usec.

The value set by this qualifier overrides the value defined in the user authorization file (UAF) of
any user submitting a job to the queue.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the OpenVMS
system rounds up this value to the nearest CPU-specific page so that actual amount of physical
memory allowed may be larger than the specified amount on Alpha.

If you specify the value 0 or NONE, the working set default value defaults to the value specified
in the UAF or by the SUBMIT command (if included).

For more information about the way a working set default affects batch jobs, see Table 6.

/WSEXTENT=n

Defines for the batch job a working set extent, the maximum amount of physical memory that
the job can use. The job uses the maximum amount of physical memory only when the system
has excess free pages. The value set by this qualifier overrides the value defined in the user
authorization file (UAF) of any user submitting a job to the queue.

Specify the value of n as a number of 512-byte pagelets on Alpha. Note that the OpenVMS
system rounds up this value to the nearest CPU-specific page so that actual amount of physical
memory allowed may be larger than the specified amount on Alpha.

If you specify the value 0 or NONE, the working set extent value defaults to the value specified in
the UAF or by the SUBMIT command (if included).

For more information about the way a working set extent affects batch jobs, see Table 6.
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/WSQUOTA=n

Defines for a batch job the working set quota, the amount of physical memory that is available
to the job. The value set by this qualifier overrides the value defined in the user authorization file
(UAF) of any user submitting a job to the queue.

Specify the value of n as a number of 512-byte pagelets on Alpha systems. Note that the
OpenVMS system rounds up this value to the nearest CPU-specific page so that actual amount of
physical memory allowed may be larger than the specified amount on Alpha. If you specify the
value 0 or NONE, the working set quota value defaults to the value specified in the UAF or by the
SUBMIT command (if included).

A working set default size and a working set quota (maximum size) are included in each user
record in the system user authorization file (UAF). You can specify a working set default and a
working set quota for both individual jobs and for all jobs in a given queue. The decision table
(Table 6) shows the action taken for different combinations of specifications that involve working
set size and working set quota values.

Table 6. Working Set Default, Extent, and Quota Decision

Value Specified | Value Specified |Action Taken

by the SUBMIT |for the Queue?

Command?

No No Use the UAF value.

No Yes Use the value for the queue.

Yes Yes Use the smaller of the two values.

Yes No Compare the specified value with the UAF value; use the
smaller.

Examples

L.

$ I NI TI ALI ZE/ QUEUE/ DEFAULT=BURST/ FORM _MOUNTED=LETTER/ START SYS$PRI NT

$ STOP/ QUEUE/ NEXT SYS$PRI NT
$ SET QUEUE/ DEFAULT=BURST/ FORM_MOUNTED=MEMO SYS$PRI NT

In this example, the queue is initialized with the INITIALIZE/QUEUE command. The queue has
the following attributes: two file flag pages preceding each file in the job and the mounted form
LETTER. Later the queue is stopped with the STOP/QUEUE/NEXT command so that the current
job finishes processing before the queue stops. The SET QUEUE command changes the mounted
form to MEMO.

$ SET QUEUE/ DEFAULT=FORM-LNO1_PORTRAI T LNO1_PRI NT

In this example, the SET QUEUE command changes the default form to LNO1 _PORTRAIT for
the LNO1_PRINT queue.

$ SET QUEUE/ CLOSE SYS$BATCH

In this example, the batch queue SYS$BATCH is modified to prevent jobs from being entered in
this queue.
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4. $ SET/ QUEUE/ RAD=0 BATCHQL
$ SHOW QUEUE/ FULL BATCHQL
Bat ch queue BATCHQL, idle, on QUEBID::
/BASE_PRIORITY=4 /JOB_LIM T=3 / OMNER=[ SYSTEM
/ PROTECTION=(S: M G D, G R WS) /RAD=0

This example modifies the batch queue to run all assigned jobs on RAD 0 of QUEBID. Any new
jobs assigned to the queue will run on RAD 0. Jobs already executing on the queue will continue
to completion executing on the previous RAD value.

5. $ SET/ QUEUE/ NORAD BATCHQL
$ SHOW QUEUE/ FULL BATCHQL
Bat ch queue BATCHQL, idle, on QUEBID::
/BASE_PRIORI TY=4 /JOB LI M T=3 / ONNER=[ SYSTEM
/ PROTECTION=(S:M G D, G R, WYS)

This example eliminates the RAD value for a batch queue.

SET RESTART_VALUE

SET RESTART VALUE — Assigns a value to the global symbol BATCHSRESTART. This global
symbol defines the location at which a batch job is restarted after its execution has been interrupted.
The SETRESTART VALUE command is meaningful only in command procedures.

Format

SET RESTART_VALUE=stri ng

Parameter

string

Specifies a string of up to 255 characters, which specifies the label at which the batch job should
begin executing when it is restarted.

Description

Use the SET RESTART VALUE command in restartable command procedures. (A restartable
command procedure is a command procedure that is submitted to run in batch mode with the
SUBMIT/RESTART command.) SET RESTART VALUE assigns a value to the global symbol
BATCHS$RESTART, the location at which the batch job should be restarted after its execution has
been interrupted.

When writing a restartable command procedure, begin each possible starting point in the command
procedure with a label. After the label, use the SETRESTART VALUE command to assign the
symbol BATCHSRESTART to equal the label. If the batch job is interrupted by a system crash and
is then restarted, the command procedure can resume execution at the label pointed to by BATCH
$RESTART.

The SET RESTART VALUE command is used in conjunction with the reserved global symbol
SRESTART. SRESTART is a special symbol that is maintained by the system and cannot be deleted.
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$RESTART has the value TRUE if the batch job has been restarted; otherwise, SRESTART has the
value FALSE.

At the beginning of a restartable command procedure, test the value of the reserved global symbol
SRESTART. If SRESTART is true, execute a GOTO statement using the symbol BATCHSRESTART
as the transfer label. If a SETRESTART VALUE command was not executed before the batch job
was interrupted, the symbol BATCHSRESTART has no definition and the batch job should restart
from the beginning.

Most of your process environment is not maintained when the system fails. The only symbols
maintained across a system failure are SRESTART and BATCHSRESTART; therefore, you should
redefine any symbols or process logical names used in your command procedure after each SET
RESTART_ VALUE command.

If a command procedure has SET RESTART VALUE commands in it, but you want the job to restart
at the beginning, enter the SET ENTRY/NOCHECKPOINT command to delete the global symbol
BATCHS$RESTART.

Example

$ | F $RESTART THEN GOTO ' BATCHSRESTART'

FI RSTPART:
SET RESTART_VALUE
RUN PART1

FI RSTPART

@ B P

SECONDPART:
SET RESTART_VALUE
RUN PART2

SECONDPART

@ B P

In this example, the first command states that, if SRESTART is true, the procedure is to jump to the
value contained in BATCHSRESTART. (SRESTART is true only if the job has been executed before,
that is, the job is being rerun after a crash or after having been requeued.)

The first SET RESTART VALUE command assigns the label FIRSTPART to be equal to the symbol
BATCHS$RESTART. The next line contains the command to run PART1.EXE.

The second SET RESTART VALUE command assigns the label SECONDPART to be equal to the
symbol BATCH$RESTART. The last line shown contains the command to run PART2.EXE.

When the job is first submitted using the SUBMIT/RESTART command, the value of SRESTART

is FALSE, so the IF expression is ignored. If the job is stopped during the run of PART1.EXE, the
value of BATCHSRESTART is FIRSTPART. When the job is restarted, the value of SRESTART is
TRUE; therefore, the IF expression is processed and transfers control to the FIRSTPART label in the
procedure. PART1.EXE is rerun.

If the job is stopped during the run of PART2.EXE, the value of BATCH$SRESTART is
SECONDPART. When the job is restarted, the value of SRESTART is TRUE. In this instance, the IF
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— GOTO command transfers control to the SECONDPART label in the procedure so that PART2.EXE
can be run. PART1.EXE is not rerun.

SET RIGHTS_LIST

SET RIGHTS_LIST — Allows users to modify the process or system rights list. You must specify
either the /DISABLE or the /ENABLE qualifier with the SET RIGHTS LIST command.

Format

SET RI GHTS_LI ST i d-nang[, . ..]

Parameter
id-name[,...]

Specifies identifiers to be added to or removed from the process or system rights list. The id-name
parameter is a string of 1 to 31 alphanumeric characters, underscores (_), and dollar signs ($); each
name must contain at least one nonnumeric character.

Description

The SET RIGHTS LIST command modifies identifiers in your current process rights list, the
rights list of another process on the system, or the system rights list. Use the following guidelines to
determine which privileges are required for each case:

* Adding new identifiers or modifying existing identifiers in your process rights list that do not have
the Dynamic attribute requires CMKRNL (change mode to kernel) privilege.

*  Modifying the rights list of other processes on the system requires CMKRNL privilege and either
GROUP or WORLD privilege.

* Modifying the system rights list requires both CMKRNL and SYSNAM (system logical name)
privileges.

* Adding or removing more than ten identifiers using the /ENABLE qualifier or the /DISABLE
qualifier in a single command invocation requires CMKRNL privilege. You must specify either
the /DISABLE or the /ENABLE qualifier with the SET RIGHTS LIST command.

This command can also be used to add attributes to existing identifiers.

Qualifiers

/ATTRIBUTES=(keyword],...])

Specifies attributes to be associated with the identifiers. Attributes may be added to new or
existing identifiers. The following are valid keywords:

DYNAMIC Allows unprivileged holders of the identifier to remove and to restore the
identifier from the process rights list by using the DCL command SET
RIGHTS_LIST.
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NOACCESS Makes any access rights of the identifier null and void. If a user is granted
an identifier with the No Access attribute, that identifier has no effect

on the user's access rights to objects. This attribute is a modifier for an
identifier with the Resource or Subsystem attribute.

RESOURCE Allows holders of an identifier to charge disk space to the identifier. Used
only for file objects.
SUBSYSTEM Allows holders of the identifier to create and maintain protected

subsystems by assigning the Subsystem ACE to the application images in
the subsystem. Used only for file objects.

To remove an attribute from the identifier, add a NO prefix to the attribute keyword. For example,
to remove the Resource attribute, specify /ATTRIBUTE=NORESOURCE.

The default uses the current processes in the rights database. Use the command SHOW
PROCESS/RIGHTS to see the attributes of the current process.

/DISABLE

Removes the identifiers from the process or system rights list. You cannot use the /DISABLE
qualifier with the /ENABLE qualifier. Note that removing more than ten identifiers in a single
command invocation requires CMKRNL privilege.

/ENABLE

Adds the identifiers to the process or system rights list. You cannot use the/ENABLE qualifier
with the /DISABLE qualifier. Note that adding more than ten identifiers in a single command
invocation requires CMKRNL privilege.

/IDENTIFICATION=pid

Specifies the process identification (PID) value of the process whose rights list is to be modified.
The PID is assigned by the system when the process is created. When you specify a PID, you can
omit the leading zeros.

If you specify the /IDENTIFICATION qualifier, you cannot use the /PROCESS qualifier. By
default, if neither the /IDENTIFICATION nor the /PROCESS qualifier is specified, the current
process is assumed. You cannot use the /[IDENTIFICATION qualifier with the /SYSTEM
qualifier.

/PROCESS[=process-name]

Specifies the name of the process whose rights list is to be modified. The process name can
contain from 1 to 15 alphanumeric characters.

If you specify the /PROCESS qualifier, you cannot use the /IDENTIFICATION qualifier. By
default, if neither the /PROCESS nor the /IDENTIFICATION qualifier is specified, the current
process is assumed.

You cannot use the /PROCESS qualifier with the /SYSTEM qualifier.
/SYSTEM

Specifies that the desired operation (addition or removal of an identifier)be performed
on the system rights list. You cannot use the /SYSTEM qualifier with the /PROCESS or
the /IDENTIFICATION qualifier.

238



DCL Commands

Examples
1. $ SET RIGHTS LI ST/ ENABLE/ ATTRI BUTES=RESOURCE MARKETI NG

The SET RIGHTS LIST command in this example adds the MARKETING identifier to the
process rights list of the current process. Specifying the RESOURCE attribute allows holders of
the MARKETING identifier to charge resources to it.

2. $ SET RIGHTS_LI ST/ ENABLE/ SYSTEM PHYSI CS101
YSYSTEM F- NOPRI V, insufficient privilege or object
protection violation
$ SET PROCESS/ PRI VI LEGES=( CMKRNL, SYSNAM
$ SET RI GHTS_LI ST/ ENABLE/ SYSTEM PHYSI CS101

The SET RIGHTS_LIST command in this example adds the PHYSICS101 identifier to the system

rights list. You must have both the CMKRNL (change mode to kernel) and SYSNAM (system
logical name) privileges to modify the system rights list.

SET RMS_DEFAULT

SET RMS_DEFAULT — Defines default values for multiblock and multibuffer counts, network
transfer sizes, prolog level, extend quantity, and the query lock option used by OpenVMS Record
Management Services (RMS) for file operations. If you set the default value for either the multiblock
count or the multibuffer count at 0, RMS tries to use the process default value or the system default
value, in that order. If these are set at 0, RMS uses a default value of 1. Defaults are set for sequential,
relative, or indexed file organizations on a process-only basis, unless a systemwide basis is requested.

Format

SET RVMB_DEFAULT

Parameters

None.

Description

Multiblocking and multibuffering of file operations can enhance the speed of I/O operations with
RMS. The defaults set with the SET RMS DEFAULT command are applied for all file operations that
do not specify explicit multiblock or multibuffer counts.

For more information on multiblock and multibuffer operations, see the VST OpenVMS System
Services Reference Manual.

For indexed files, the SET RMS DEFAULT command defines default prolog level options.

For sequential files, the SET RMS DEFAULT command defines default extensions. If a default
extension is not specified in your program, the process or system default is used.

For network operations, the SET RMS DEFAULT command defines network buffer sizes for transfer.
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Qualifiers

/BLOCK_COUNT=count

Specifies a default multiblock count (0 to 127) for record I/O operations only, where count is the
number of blocks to be allocated for each 1/0 buffer.

For more information on multiblock count, see the description of the RAB$B_MBC in the VS
OpenVMS Record Management Services Reference Manual.

/BUFFER_COUNT=count

Specifies a default multibuffer count (0 to 255) for local file operations, where count is the
number of buffers to be allocated. If you use the /SYSTEM qualifier to extend the default value
systemwide, the maximum default value is 127.

When you use the /BUFFER_COUNT qualifier, you can use

the /DISK, /INDEXED, /MAGTAPE, /RELATIVE, /SEQUENTIAL, and /UNIT RECORD
qualifiers to specify the types of file for which the default is to be applied. If

the /BUFFER _COUNT qualifier is specified without any of these qualifiers, the /SEQUENTIAL
qualifier is assumed. If file type is not specified, the default is applied to sequential files.

For more information on multibuffer count, see the description of the RAB§B MBF field in the
VSI OpenVMS Record Management Services Reference Manual.

/CONTENTION POLICY= keyword [/SYSTEM]

Allows you to specify fairness under high contention conditions for write-shared files at the
process or system level. Note that selecting this option may noticeably increase locking overhead.

This option is disabled by default.

In a mixed cluster environment with high contention for specific buckets, it is possible for
accesses to write-shared files on nodes using read-mode global bucket locking to dominate access
to a bucket. Nodes without this support might be denied timely access to the bucket.

Additionally, it is possible to observe comparable behavior on all OpenVMS versions when
dealing with accesses to write-shared files without global buffers enabled. A similar fairness issue
between lock conversions and new lock requests may be observed in which the new lock requests
may remain ungranted for an extended period of time. Use the /CONTENTION POLICY
qualifier to specify fairness under high contention conditions.

The following table lists valid PROCESS keywords (/SYSTEM not specified):

Keyword Description

NEVER Never use the higher overhead option to improve fairness for any
write-shared files accessed by this process; minimal overhead.

SOMETIMES Use this option for fairer bucket access (but higher overhead) to
any write-shared files with global buffers enabled accessed by this
process.

ALWAYS Use this option for fairer bucket access (but higher overhead) to all

write-shared files accessed by this process.
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Keyword Description
SYSTEM DEFAULT Use system setting. Note that this keyword is disallowed
(default) with /SYSTEM.

The following table lists valid SYSTEM keywords (/SYSTEM also specified):

Keyword Description

NEVER (default) Never use the higher overhead option to improve fairness for any
write-shared files accessed on the system; minimal overhead.

SOMETIMES Use this option for fairer bucket access (but higher overhead) to any
write-shared files with global buffers enabled accessed on the system.

ALWAYS Use this option for fairer bucket access (but higher overhead) to all

write-shared files accessed on the system.

/DISK

Applies the specified defaults to disk file operations. Values applied using the /SEQUENTIAL
qualifier take precedence over values applied using the /DISK qualifier.

/EXTEND_QUANTITY=n

Specifies the number of blocks n to extend a sequential file where n can range from 0 to 65535. If
you do not specify the EXTEND QUANTITY qualifier, RMS calculates its own extend value.
The /EXTEND QUANTITY qualifier value is used when the program does not specify an extent
quantity explicitly.

/INDEXED
Applies the multibuffer default to indexed file operations.
/MAGTAPE

Applies the multibuffer default to magnetic tape operations. Values applied using
the /SEQUENTIAL qualifier take precedence over values applied using the / MAGTAPE qualifier.

/NETWORK BLOCK_COUNT =count

Specifies a default block count (0 to 127) for network access to remote files, where count is the
number of blocks to be allocated for each 1/0 buffer.

For remote file access, the buffer size is negotiated between RMS and the remote system's file
access listener (FAL) with the smaller of the two sizes being selected.

Thus, the / NETWORK BLOCK COUNT value places an upper limit on the network buffer size
that is used. It also places an upper limit on the largest record that may be transferred to or from
a remote file. The largest record must be less than or equal to 512*network block count. (The
network block count is in block units and the record is in byte units.)

If you omit the value or specify a value of 0, RMS uses the systemwide block count value. If this
value is also 0, RMS uses a size of one block.

/PROLOG=n

Specifies a default prolog level for indexed files where acceptable values for n are 0, 2, or 3. If 0
(default) is specified, RMS sets an appropriate prolog level.
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/QUERY_LOCK=keyword [/SYSTEM]
Enables or disables query locking at the process and system levels.

The following table lists valid PROCESS keywords (/SYSTEM not specified):

Keyword Description

DISABLE Disable query locking for the duration of any file opens done by
images within the process for any read (SGET or $FIND) record
operations that have both RAB$V_NLK (no lock) and RAB$SV_RRL
(read-regardless) set in the RABSL_ROP field of the RAB (Record
Access Block). Disabling query locking directs RMS not to make any
calls to the lock manager for a read record operation just to find out
whether a record is locked by another stream.

ENABLE Use RMS's default record locking for images run within this process.
SYSTEM_DEFAULT Use system setting. Note that this keyword is disallowed
(default) with /SYSTEM.

The following table lists valid SYSTEM keywords (/SYSTEM also specified):

Keyword Description

DISABLE Disable query locking for the duration of any file opens done

by images on the system for any read (§GET or $FIND) record
operations that have both RAB§V_NLK (no lock) and RAB$SV_RRL
(read-regardless) set in the RABSL ROP field of the RAB (Record
Access Block). Disabling query locking directs RMS not to make any
calls to the lock manager for a read record operation just to find out
whether a record is locked by another stream.

ENABLE (default) Use RMS's default record locking for images run within this process.

There is no system parameter associated with the QUERY LOCK setting.
/RELATIVE
Applies the multibuffer default to relative file operations.
/SEQUENTIAL (default)
Applies the multibuffer default to sequential file operations. The /SEQUENTIAL qualifier
overrides values applied using either the /DISK, the /MAGNETIC TAPE, or the /UNIT RECORD

qualifier.

The /SSEQUENTIAL qualifier is the default if you do not specify either the /RELATIVE or
the /INDEXED qualifier.

/SYSTEM
Requires CMKRNL (change mode to kernel) privilege.

Applies specified defaults on a systemwide basis to all file operations.
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Systemwide settings are implemented as system parameters, with the exception
of /QUERY_ LOCK. For a systemwide setting to survive a system reboot, it must be written to the
system parameter file by using SYSGEN.

/UNIT_RECORD

Applies the multibuffer default to file operations on unit record devices. Values applied using
the /SEQUENTIAL qualifier take precedence over values applied using the /UNIT _RECORD
qualifier.

Examples

1. $ SET RVMS_DEFAULT/ BLOCK_COUNT=24
$ SHOW RVS_DEFAULT

MULTI - | MULTI BUFFER COUNTS | NETWORK
BLOCK | Indexed Rel ative Sequenti al | BLOCK
COUNT | Di sk Magtape Unit Record | COUNT
Process 24 | 0 0 0 0 0 | 0
System 16 | 0 0 0 0 0 | 8
Pr ol og Extend Quantity QUERY_LOCK
Process 0 0 System
System 0 0 Enabl ed
CONTENTI ON_PCLI CY
Process System
System Never

The SET RMS DEFAULT command in this example sets the multiblock count for disk file I/O at
24 for user programs that do not set the multiblock count explicitly. The command applies only to
the current process.

2. $ SET RMS_DEFAULT/ BUFFER_COUNT=8/ MAGTAPE
$ SHOW RVS_DEFAULT

MULTI - | MULTI BUFFER COUNTS | NETWORK
BLOCK | Indexed Rel ative Sequenti al | BLOCK
COUNT | Di sk Magtape Unit Record | COUNT
Process 0 | 0 0 0 8 0 | 0
System 16 | 0 0 0 0 0 | 8
Pr ol og Extend Quantity QUERY_LOCK
Process 0 0 System
System 0 0 Enabl ed
CONTENTI ON_PCLI CY
Process System
System Never

The SET RMS_DEFAULT command in this example defines the default multibuffer count for I/O
magnetic tape operations at 8.

3. $ SET RVS_DEFAULT/ BUFFER_COUNT=7/ NETWORK_BLOCK_COUNT=16/ SYSTEM
$ SHOW RVS_DEFAULT

MULTI - | MULTI BUFFER COUNTS | NETWORK
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BLOCK | Indexed Rel ative Sequenti al | BLOCK
COUNT | Di sk Magtape Unit Record | COUNT
Process 0 | 0 0 0 0 0 | 0
System 16 | 0 0 7 7 0 | 16
Pr ol og Extend Quantity QUERY_LOCK
Process 0 0 System
System 0 0 Enabl ed
CONTENTI ON_POLI CY
Process System
System Never

The SET RMS DEFAULT command in this example defines the systemwide default multibuffer
count at 7 for all sequential file operations on disk, magnetic tape, and unit record devices. The
command also sets the network block count at 16.

4. $ SET RVBS_DEFAULT/ EXTEND=50/ | NDEXED/ BUFFER_COUNT=5
$ SHOW RVS_DEFAULT

MULTI - | MULTI BUFFER COUNTS | NETWORK
BLOCK | Indexed Rel ative Sequenti al | BLOCK
COUNT | Di sk Magtape Unit Record | COUNT
Process 0 | 5 0 0 0 0 | 0
System 16 | 0 0 0 0 0 | 8
Pr ol og Extend Quantity QUERY_LOCK
Process 0 50 System
System 0 0 Enabl ed
CONTENTI ON_PCLI CY
Process System
System Never

The SET RMS DEFAULT command in this example sets the default multibuffer count for I/O
operations on indexed files at 5. It also defines the default extend quantity for sequential I/O
operations at 50 blocks. These defaults apply only to disk operations for user programs that do not
set the multiblock count explicitly. These defaults are limited to the current process.

5. $ SET RMS_DEFAULT/ QUERY_LOCK=DI SABLE
$ SHOW RVS_DEFAULT

MULTI - | MULTI BUFFER COUNTS | NETWORK
BLOCK | Indexed Rel ative Sequenti al | BLOCK
COUNT | Di sk Magtape Unit Record | COUNT
Process 0 | 0 0 0 0 0 | 0
System 16 | 0 0 0 0 0 | 8
Pr ol og Extend Quantity QUERY_LOCK
Process 0 0 Di sabl ed
System 0 0 Enabl ed
CONTENTI ON_POLI CY
Process System
System Never

The SET RMS DEFAULT command in this example requests that query locking be disabled for
the duration of any file opens done by images within this process for any read (SGET or $FIND)
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record operations that have both RAB$V_NLK (no lock) and RAB$V_RRL (read-regardless) set
in the RABSL ROP field of the RAB (Record Access Block).

SET ROOT

SET ROOT — Defines the POSIX root for the system.

Format

SET ROOT devi ce-nane: directory-spec

Parameter

devi ce- nane: di rect ory-spec

Defines the root pathname.

Description

In POSIX pathname processing mode, RMS and the C Run-Time Library treat the leading slash (/) of
a pathname as referring to the defined root. By default, the root is SYS$SYSDEVICE:[PSX$ROOT].
The root definition does not persist across a reboot. The SET ROOT commands requires SYSNAM
privilege and has the following qualifier:

Qualifier

/LOG (default)
/NOLOG

Controls whether the SET ROOT command displays a success indication after the root definition
is set.

Example

$ SHOW ROOT

Dl SK$ALPHASYS: [ 000000]

$ SET ROOT DI SK$ALPHASYS: [ PSX$ROOT]

USET- | _SXROOSET, system POSI X root set to DI SK$ALPHASYS: [ PSX$ROOT]
$ SHOW ROOT

Dl SK$ALPHASYS: [ PSX$ROOT]

$

The SHOW ROOT command in this example displays the current root path. The SET ROOT
command changes these defaults, and the next SHOW ROOT command displays the new default root.

SET SECURITY

SET SECURITY — Modifies the security profile of an object.
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Format

SET SECURI TY obj ect - nane

Parameter

obj ect - nane

Specifies the name of an object, such as a file or device, whose security profile is to be modified. An
object is identified by an object name and a class name. The default class name is FILE.

An object name of the FILE class (explicitly or implicitly specified) can include an asterisk (*) or
a percent sign (%) wildcard character, but wildcard characters are not allowed in any class other

than FILE. SET SECURITY does not operate on remote files and devices, alias directory entries, or
directory names in UIC format (for example, [14,5]).

Description

The SET SECURITY command modifies the security profile of an object. Such a profile contains the
following elements:

* An access control list editor (ACL editor)

» A protection code, which defines access to objects based on the categories of system, owner,
group, and world.

* An owner. The system uses the owner element to interpret the protection code.
There are three different ways to use the command:

* You can provide new values explicitly with the qualifiers /ACL, /PROTECTION, and /OWNER.
(For extensive ACL work, use /EDIT to invoke the ACL editor.)

*  You can copy from another object's profile with the /LIKE qualifier.

» Ifthe object is of the FILE class, you can reset its profile to the default setting with
the /DEFAULT qualifier.

To modify a security profile, you need control access to the object. An ACL grants control access
explicitly whereas a protection code grants it implicitly to anyone belonging to the owner or system
categories. If an object profile is modified while the object is being accessed, the existing access is
unaffected.

The following table identifies object classes and the access types they support:

Object Class Access Types

COMMON _EVENT FLAG CLUSTER Associate, Delete

DEVICE Read, Write, Physical, Logical
FILE (including directory file) Read, Write, Execute, Delete
GROUP_GLOBAL SECTION Read, Write, Execute
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Object Class

Access Types

ICC_ASSOCIATION!

Open, Access

LOGICAL NAME TABLE Read, Write, Create, Delete

QUEUE Read, Submit, Manage, Delete
RESOURCE DOMAIN Read, Write, Lock
SECURITY_CLASS Read, Write, Logical I/O, Physical I/O
SYSTEM_GLOBAL_SECTION Read, Write, Execute

VOLUME Read, Write, Create, Delete

IThe class ICC_ASSOCIATION has special semantics: there are both permanent and temporary objects for this class. Permanent objects
are created using the command procedure SYSSMANAGER:ICC$CREATE_SECURITY_OBJECT.COM. The SET SECURITY command
applies to both permanent and temporary ICC_ASSOCIATION security objects.

The VSI OpenVMS Guide to System Security provides a full explanation of protected objects and how

to modify them.

Table 7 shows the qualifier categories for the SET SECURITY command. The explanations for the
qualifiers following Table 7 occur in alphabetical order.

Table 7. SET SECURITY Qualifier Categories

General ACL-Modifying |Security Class |File-Specific Transfer Qualifiers
Qualifiers Qualifiers Qualifier Qualifiers
/ACL /AFTER /PROFILE /BACKUP /COPY_ATTRIBUTE
/CLASS /DELETE /BEFORE /LIKE
/LOG /EDIT /BY_OWNER
/OWNER /REPLACE /CONFIRM
/PROTECTION /CREATED
/DEFAULT
/EXCLUDE
/EXPIRED
/MODIFIED
/SINCE
/STYLE
Qualifiers

/ACL[=(ace[,...])]

Identifies one or more access control list entries (ACEs) to add, replace, or delete. Enclose each
ACE in parentheses and separate multiple ACEs by commas (,). The most common type of entry,
the Identifier ACE, has the format (IDENTIFIER=identifier, ACCESS=access-type(+...)). By
default, SET SECURITY adds an ACE to the top of the ACL. This behavior changes when you
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include one of the positional qualifiers: /AFTER, /DELETE, or /REPLACE. See the discussion of
ACL ordering in the VSI OpenVMS Guide to System Security.

/AFTER=ace

Positions all ACEs specified with the /ACL qualifier after the ACE named with the /AFTER
qualifier.

/BACKUP

Modifies the time value provided with the /BEFORE or the /SINCE qualifier. The /BACKUP
qualifier selects files according to the date of their most recent backup (rather than by the creation,
expiration, or modification date). By default, SET SECURITY selects files according to their
creation date.

/BEFORE[=time]

Selects only those files dated prior to the specified time. You can specify time as absolute time, as
a combination of absolute and delta times, or as one of the following keywords: BOOT, LOGIN,
TODAY (default), TOMORROW, or YESTERDAY. Specity the /CREATED or the /MODIFIED
qualifier to indicate the time attribute to be used as the basis for selection. The /CREATED
qualifier is the default.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/BY OWNER[=uic]

Selects files whose owner's UIC matches the UIC specified. The default UIC is that of the current
process.

/CLASS=class-name

Specifies the class of the object whose profile is to be modified. By default, the command
assumes the object class is FILE.

/CONFIRM

Controls whether SET SECURITY prompts for verification before performing the operation.
Valid responses are YES, NO, TRUE, and FALSE. Answers are not case sensitive and can be
abbreviated to one letter. To stop processing the command at any point, type QUIT or press
Ctrl/Z. To cancel the verification procedure but to proceed with the command, type ALL.

JCOPY ATTRIBUTE=(keyword][,...])

Specifies a subset of security elements to transfer from a source object to a target object. Valid
keywords include the following:

Keyword Description

ALL (default) Copy all security elements
ACL Copy the access control list
OWNER Copy the owner
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Keyword

Description

PROTECTION Copy the protection code

Use the /COPY_ATTRIBUTE qualifier with the /LIKE qualifier. For example, you can create an
ACL for an object and then copy its ACL to new objects.

/CREATED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /CREATED
qualifier selects files according to the date they were created (rather than by the backup,
expiration, or modification date). By default, SET SECURITY selects files according to their
creation date.

/DELETE[=ALL]

Deletes ACEs according to the following rules:

* The expression /ACL=aces/DELETE deletes the named ACEs.

* The expression /ACL/DELETE deletes all unprotected ACEs.

* The expression /ACL/DELETE=ALL deletes all ACEs including protected ACEs.

* The expression /ACL=aces/DELETE=ALL deletes the existing ACL (if any) and create a new
ACL with the ACEs specifies on the /ACL qualifier.

/DEFAULT

Regenerates the security profile of a file. The default qualifier changes the protection code, the
ACL, and the owner elements of a file to what it would be if the file had just been created. The
profile is recreated according to the following rules:

» The protection code is propagated from the default protection ACE on the directory (if one
exists), or else it is propagated from the process default.

* The ACL is propagated from the parent directory for those ACEs that have the default option.
* The owner is set to the owner of the parent directory.

With subdirectory files, SET SECURITY assigns the owner, protection, and ACL elements of the
parent directory.

SET SECURITY does not copy any ACE on the source object if the ACE holds the nopropagate
attribute nor does it change any ACE on the target object if the ACE holds the protected attribute.
To apply new elements to all versions of the file, specify ;* in the object name. See the V'S
OpenVMS Guide to System Security for more information on propagation rules.

/EDIT

Invokes the access control list editor (ACL editor) and allows you to modify an ACL
interactively. The ACL editor does not allow the asterisk (*) and the percent sign (%) wildcard
characters in an object name. You must specify the object whose ACL you are editing.

The /EDIT qualifier must be the first qualifier on the command line; other qualifiers can
include /CLASS and, if the class is SECURITY CLASS, you can include the /PROFILE
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qualifier. Whenever an object does not belong to the FILE class, you also need to
specify /CLASS.

See the ACL editor in the VSI OpenVMS System Management Utilities Reference Manual for
more information.

/EXCLUDE=(filespec],...])

Excludes the specified files from the SET SECURITY operation. You can include a directory,
but not a device, in the file specification. You cannot use relative version numbers to exclude a
specific version.

/EXPIRED

Modifies the time specified with the /BEFORE or the /SINCE qualifier. The /EXPIRED qualifier
selects files according to their expiration dates rather than by the backup, creation, or modification
date. (The expiration date is set with the SET FILE/EXPIRATION DATE command.) By default,
files are selected according to their creation date.

/LIKE=(NAME=source-object-name [,CLASS=source-object-class]
[,PROFILE=TEMPLATE=template-name])

Identifies the object from which SET SECURITY should copy security elements. The /LIKE
qualifier replaces an object's existing elements with those of the source object. Nopropagate
ACEs are not transferred and protected ACEs on the target object are not deleted. Use

the /COPY_ ATTRIBUTE qualifier with the /LIKE qualifier to copy an object's elements. See the
VSI OpenVMS Guide to System Security for information about the special handling of protected
and nopropagate ACEs.

The object class of the source object defaults to the class of the target object. When the /CLASS
qualifier is omitted, the CLASS keyword defaults to FILE.

The PROFILE keyword applies to security class objects. It identifies which template of the
security class you want to copy and modify. See /PROFILE for more information.

/LOG

Controls whether the SET SECURITY command displays the name of the object that has been
modified by the command. The qualifier is invalid with the /EDIT qualifier.

/MODIFIED

Modifies the time value specified with the /BEFORE or the /SINCE qualifier. The /MODIFIED
qualifier selects files according to the dates on which they were last modified, rather than by the
backup, creation, or expiration date. By default, files are selected according to their creation date.

/OWNER=1dentifier

Requires GRPPRYV (group privilege) to set the owner to another member of the same group.
Requires SYSPRYV (system privilege) to set the owner to any user identification code (UIC)
outside your group.

Modifies the owner element of an object. Specify the user identification code (UIC) or general
identifier in the standard format. Modifying the owner element of a file usually requires
privileges. See the VSI OpenVMS Guide to System Security for more information.
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/PROFILE=TEMPLATE[=template-name]

Identifies which template profile of a security class object you want to modify.

All object classes except FILE have at least one template profile. These template

profiles define the basis of the profile of new objects. Use the DCL command SHOW
SECURITY/CLASS=SECURITY_CLASS to display template names. When no value is given for
template-name, SET SECURITY uses the template named DEFAULT.

Include the /CLASS=SECURITY_CLASS qualifier to identify which profile you want to modify.
/PROTECTION=(ownership[:access][,...])
Cannot be used to change the protection on a file by using DECnet software.

Modifies the protection code of an object. The protection code defines the type of access allowed
to users, based on their relationship to the object's owner.

Specify the ownership parameter as system (S), owner (O), group (G), or world (W).

Access types are class specific and are shown in the Description section. For access, use the first
letter of the access name. The Examples section provides you with models of protection codes.

/REPLACE=(ace|,...])

Eliminates entries listed with the /ACL qualifier and adds entries listed with the /REPLACE
qualifier. SET SECURITY inserts the entries listed with /REPLACE in the position of the last
deleted ACE.

/SECRECY
Reserved for use by VSI.
/SINCE[=time]

Selects only those files dated on or after the specified time. You can specify time as absolute
time, as a combination of absolute and delta times, or as one of the following keywords:

BOOT, JOB_LOGIN, LOGIN, TODAY (default), TOMORROW, or YESTERDAY. Specify
the /CREATED or the /MODIFIED qualifier to indicate the time attribute to be used as the basis
for selection. The /CREATED qualifier is the default.

For complete information on specifying time values, see the VSI OpenVMS User's Manual or the
online help topic Date.

/STYLE=keyword
Specifies the file name format for display purposes.

The valid keywords for this qualifier are CONDENSED and EXPANDED. Descriptions are as
follows:

Keyword Explanation

CONDENSED (default) | Displays the file name representation of what is generated to fit into a
255-length character string. This file name may contain a DID or FID
abbreviation in the file specification.

EXPANDED Displays the file name representation of what is stored on disk. This file
name does not contain any DID or FID abbreviations.
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The keywords CONDENSED and EXPANDED are mutually exclusive. This qualifier specifies
which file name format is displayed in the output message, along with the confirmation if
requested.

File errors are displayed with the CONDENSED file specification unless the EXPANDED
keyword is specified.

See the VSI OpenVMS System Manager's Manual, Volume 1: Essentials for more information.
/SYMLINK=keyword

The valid keywords for this qualifier are [NOJWILDCARD and [NO]ELLIPSIS. Descriptions are

as follows:
Keyword Explanation
WILDCARD Indicates that symlinks are enabled during wildcard searches.
NOWILDCARD Indicates that symlinks are disabled during directory wildcard searches.
ELLIPSIS Equivalent to WILDCARD (included for command symmetry).
NOELLIPSIS Indicates that symlinks are matched for all wildcard fields except for
ellipsis.

If the file named in the SET SECURITY command is a symlink, the command operates on the
symlink itself.

Examples

1. (WDE)$ SHOW SECURI TY LNMBGROUP / CLASS=LOG CAL_NAME_TABLE
LNMBGROUP obj ect of class LOG CAL_NAME TABLE

Omner: [ SYSTEM
Protection: (System RWD, Owmer: R Goup: R Wrld: R
Access Control List:

(1 DENTI FI ER=[ USER, VARANESE] , ACCESS=CONTRCL)

$ SET SECURI TY LNMBGROUP / CLASS=LOG CAL_NAME TABLE -
_$ / ACL=( (| DENTI FI ER=CHEKOV, ACCESS=CONTRQL) , -
_$ (1 DENTI FI ER=WUJ, ACCESS=READ+W\RI TE) ) -
_$ / DELETE=ALL -

_$ / PROTECTI ON=(S: RWCD, G RWCD, G R, WR)

$ SHOW SECURI TY LNMBGROUP / CLASS=LOG CAL_NAME_TABLE
LNMBGROUP obj ect of class LOG CAL_NAME TABLE

Omner: [ SYSTEM
Protection: (System RWD, Owmer: RWD, Goup: R Wrld: R
Access Control List:

(1 DENTI FI ER=[ USER, CHEKOV] , ACCESS=CONTROL)

(1 DENTI FI ER=[ USER, WJ] , ACCESS=READ+\WRI TE)

This example shows how to make a straightforward change to the security elements of an object.
The first SHOW SECURITY command displays the current settings of the LNM$SGROUP logical
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name table. The SET SECURITY command resets the ACL to allow control access for user
Chekov, and to allow read and write access for user Wu. Note that without the /DELETE=ALL
qualifier, these ACEs would have been added to the existing ACL rather than superseding it. The
protection is also changed to allow read, write, create, and delete access for the owner. The last
command displays the results of the changes.

$ SHOW SECURI TY LNMBGROUP / CLASS=LOG CAL_NAME TABLE
LNMBGROUP obj ect of class LOG CAL_NAME TABLE
Omner: [ SYSTEM
Protection: (System RWD, Ower: R Goup: R Wrld: R
Access Control List:
(1 DENTI FI ER=[ USER, FERNANDEZ] , ACCESS=CONTRQOL)
$ SHOW SECURI TY LNMBJOB / CLASS=LOG CAL_NAME_TABLE
LNMBJOB obj ect of class LOG CAL_NAME TABLE
Owner: [ USER, VEEI SS]

Protection: (System RWD, Owmer: RWD, G oup, Wrld)
Access Control List: <enpty>

$ SET SECURITY LNMBJIOB / CLASS=LOG CAL_NAME _TABLE -

_$ / LI KE=( NAVEELNMBGROUP, CLASS=LOG CAL_NAMVE_TABLE) -
_$ / COPY_ATTRI BUTES=PROTECTI ON

$ SET SECURI TY LNMBJOB / CLASS=LOG CAL_NAME_TABLE -

_$ / ACL=(| DENTI FI ER=FERNANDEZ, ACCESS=READ)

$ SHOW SECURI TY LNMBJOB / CLASS=LOG CAL_NANME_TABLE
LNMBJOB obj ect of class LOG CAL_NAME TABLE

Owner: [ USER, VEEI SS]
Protection: (System RWD, Ower: R, Goup: R Wrld: R
Access Control List:

(1 DENTI FI ER=[ USER, FERNANDEZ] , ACCESS=READ)

This example shows how to copy security access information from one object to another and, at
the same time, set some elements explicitly. The first SHOW SECURITY commands display the
current settings for the LNM$SGROUP and LNMS$JOB logical name tables. The SET SECURITY
command copies the protection code from the LNM$GROUP logical name table to the LNMS$JOB
logical name table and adds an ACE to allow read access to another user. The final SHOW
SECURITY command shows the effect of the changes.

$ SHOW SECURI TY SECURI TY_CLASS / CLASS=SECURI TY_CLASS

SECURI TY_CLASS obj ect of class SECURI TY_CLASS
Omner: [ SYSTEM
Protection: (System RWED, Omer: RWED, Goup: R Wrld R
Access Control List: <enpty>

Tenpl at e: DEFAULT

Omner: [ SYSTEM
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Protection: (System RWED, Omner: RWED, G oup, Wrld: RE)
Access Control List: <enpty>

$ SET SECURI TY SECURI TY_CLASS / CLASS=SECURI TY_CLASS -

_$ / PROFI LEETEMPLATE=DEFAULT -

_$ / PROTECTI ON=( S: RVE, O RWE, G RE)

$ SHOW SECURI TY SECURI TY_CLASS / CLASS=SECURI TY_CLASS

SECURI TY_CLASS obj ect of class SECURI TY_CLASS
Owner: [ SYSTEM
Protection: (System RWED, Owmer: RWED, Goup: R Wrld: R
Access Control List: <enpty>

Tenpl at e: DEFAULT

Owner: [ SYSTEM

Protection: (System RWE, Omer: RWE, Goup: RE, Wrld: RE)
Access Control List: <enpty>

This example demonstrates how to change the security elements for the template of a security
class object. The first command shows the current settings for the SECURITY CLASS object.
The second command changes the DEFAULT template of the SECURITY CLASS object such
that the protection is (S:RWE, O:RWE, G:RE). The change is shown in the display of the last
command. The world protection of RE remains unchanged.

$ DI RECTORY/ SECURI TY

Di rectory DKA200: [ DATA]

FI LEOO1. DAT; 1 [ SYSTEM ( RWED, RVED, RE, )
Total of 1 file.

$ SET SECURI TY/ CLASS=FI LE/ PROTECTI ON=( WORLD: RE) / LOG FI LEOO1. DAT
%SET- | - MODI FI ED, DKA200: [ DATA] FI LEOO1. DAT; 1 nodi fi ed

$ DI RECTORY/ SECURI TY
Di rectory DKA200: [ DATA]
FI LEOO1. DAT; 1 [ SYSTEM ( R\ED, RVED, RE, RE)

Total of 1 file.
$

This example shows how to set UIC-based protection codes on an object. The first DIRECTORY
command displays the current security se